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Elektronisk handel og kontraktlige forpligtelser

Forord

Bestemmelserne om elektronisk handel (e-handel) udger kernen i direktiv 2000/31/EF
om visse retlige aspekter af informationssamfundstjenester, navnlig elektronisk handel, i
detindre marked, som indeholderregler om krav til etablering og oplysning af
leverandgrer af informationssamfundstjenester og om formidleransvar.

E-handelen bergrer imidlertid visse omrader af erhvervslivet, som ikke er omfattet af
bestemmelserne i det naevnte direktiv, sdsom hasardspil, spergsmal, der vedrerer
aftaler eller praksis reguleretved kartellovgivningen, og skatteomradet (jf. artikel 1,
stk. 5, i direktivet om elektronisk handel, der vedrerer det naevnte direktivs formal og
anvendelsesomrade). Ophavsret og besleegtede rettigheder, varemaerkeret,
forbrugerbeskyttelse og beskyttelse af personoplysninger er ligeledes omfattet af e-
handelsomradet, men reguleres af forskellige seerdirektiver og -forordninger.

Dette faktablad giver et samlet overblik over retspraksis pa omradetindtil den 30. april
2024. De vigtigste domme, der er afsagt pa disse omrader, er til dette formal opdelti to
afsnit, hvoraf det ene omhandler aspekter vedrgrende de kontraktlige forpligtelser
mellem parterne, og det andet omhandler de retlige rammer for e-handelen.

Der anvendes i dette faktablad de af Domstolens domme, der anses for at vaere af starst
betydningi sa henseende, og hvoraf de fleste er afsagt af Store Afdeling.

" Europa-Parlamentets og Radets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig

elektronisk handel, i det indre marked (»direktivet om elektronisk handel«) (EFT 2000, L 178,s. 1).
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Oversigt over omhandlede retsakter

FORORDNINGER

Radets forordning (EF) nr. 40/94 af 20. december 1993 om EF-varemaerker (EFT 1994,
L11,s.1).

Kommissionens forordning (EF) nr. 2790/1999 af 22. december 1999 om anvendelse af
EF-traktatens artikel 81, stk. 3, pa kategorier af vertikale aftaler og samordnet praksis
(EFT 1999, L 336, s. 21).

Radets forordning (EF) nr. 44/2001 af 22. december 2000 om retternes kompetence og
om anerkendelse og fuldbyrdelse af retsafgarelser pa detcivil- og handelsretlige
omrade (EFT 2001,L 12, s. 1, berigtigeti EUT 2015, L 237, s. 4).

Europa-Parlamentets og Radets forordning (EF) nr. 864/2007 af 11. juli2007 om
lovvalgsregler for forpligtelser uden for kontrakt (Rom II-forordningen) (EUT 2007, L 199,
s. 40).

Europa-Parlamentets og Radets forordning (EF) nr. 593/2008 af 17. juni 2008 om

lovvalgsregler for kontraktlige forpligtelser (Rom ) (EUT 2008, L 177, s. 6, berigtiget i EUT
2009, L 309, s. 87).

Kommissionens forordning (EU) nr. 330/2010 af 20. april 2010 om anvendelse af artikel
101, stk. 3, i traktaten om Den Europaeiske Unions funktionsmade pa kategorier af
vertikale aftaler og samordnet praksis (EUT 2010, L 102,s. 1).

Europa-Parlamentets og Radets forordning (EU) 2015/2120 af 25. november 2015 om
foranstaltninger vedrerende adgangtil detabneinternet og om andring af direktiv
2002/22/EF om forsyningspligt og brugerrettigheder i forbind else med elektroniske
kommunikationsnet og -tjenester og forordning (EU) nr. 531/2012 om roaming pa
offentlige mobilkommunikationsnet i Unionen (EUT 2015, L 310, s. 1).

Europa-Parlamentets og Radets forordning (EU) 2016/679 af 27. april 2016 om
beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og
om fri udveksling af sddanne oplysninger og om ophaevelse af direktiv 95/46/EF (generel
forordning om databeskyttelse) (EUT 2016,L 119, s. 1, berigtigeti EUT 2018,L 127, s. 2).

Europa-Parlamentets og Radets forordning (EU) 2017/1001 af 14. juni 2017 om EU-
varemaerker (EUT 2017,L 154, s. 1).
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GENNEMFORELSESFORORDNING

Radets gennemforelsesforordning (EU) nr. 282/2011 af 15. marts 2011 om
foranstaltninger til gennemfarelse af direktiv 2006/112/EF om det feelles
merveerdiafgiftssystem (EUT 2011,L77,s. 1).

DIREKTIVER

Radets direktiv 84/450/EQF af 10. september 1984 om indbyrdes tilneermelse af
medlemsstaternes love og administrative bestemmelser om vildledende reklame, som
a&ndret ved direktiv 2005/29/EF (EFT 1984, L 250, s. 17).

Radets direktiv 89/104/EQF af 21. december 1988 om indbyrdes tilneermelse af
medlemsstaternes lovgivning om varemaerker (EFT 1989, L 40, s. 1).

Radets direktiv 93/13/EQF af 5. april 1993 om urimelige kontraktvilkar i forbrugeraftaler
(EFT 1993, L 95, s. 29).

Europa-Parlamentets og Radets direktiv 95/46/EF af 24. oktober 1995 om beskyttelse af
fysiske personer i forbindelse med behandling af personoplysninger og om fri
udveksling af sddanne oplysninger (EFT 1995, L 281, s. 31).

Europa-Parlamentets og Radets direktiv 97/7/EF af 20. maj 1997 om
forbrugerbeskyttelse i forbindelse med aftaler vedrgrende fjernsalg (EFT 1997, L 144,
s. 19).

Europa-Parlamentets og Radets direktiv 98/34/EF af 22. juni 1998 om en
informationsprocedure med hensyn til tekniske standarder og forskrifter samt
forskrifter for informationssamfundets tjenester (EFT 1998, L 204, s. 37), som a&ndret
ved Europa-Parlamentets og Radets direktiv 98/48/EF af 20. juli 1998 (EFT 1998, L 217,
s. 18) (herefter »direktiv 98/34«).

Europa-Parlamentets og Radets direktiv 2000/31/EF af 8. juni 2000 om visse retlige
aspekter af informationssamfundstjenester, navnlig elektronisk handel, i det indre
marked (»direktivet om elektronisk handel«) (EFT 2000, L 178, s. 1).

Europa-Parlamentets og Radets direktiv 2001/29/EF af 22. maj 2001 om harmonisering
af visse aspekter af ophavsret og beslaegtede rettigheder i informationssamfundet (EFT
2001,L 167, s.10).

Europa-Parlamentets og Radets direktiv 2001/83/EF af 6. november 2001 om oprettelse
af en faellesskabskodeks for humanmedicinske laegemidler (EFT 2001,L 311, s. 67), som
&ndret ved Europa-Parlamentets og Radets direktiv 2011/62/EU af 8. juni 2011 (EUT
2011,L 174, s.74).

Europa-Parlamentets og Radets direktiv 2002/58/EF af 12. juli 2002 om behandling af
personoplysninger og beskyttelse af privatlivets fred i den elektroniske
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kommunikationssektor (direktiv om databeskyttelse inden for elektronisk
kommunikation) (EFT 2002, L 201, s. 37), som a&ndret ved Europa-Parlamentets og
Radets direktiv 2009/136/EF af 25. november 2009 (EUT 2009, L 337,s. 11).

Europa-Parlamentets og Radets direktiv 2004/48/EF af 29. april 2004 om handhaevelsen
af intellektuelle ejendomsrettigheder (EUT 2004, L 157, s. 45, berigtigeti EUT 2004, L 195,
s.16,0g EUT 2007, L 204, s. 27).

Europa-Parlamentets og Radets direktiv 2005/29/EF af 11. maj 2005 om virksomheders
urimelige handelspraksis over for forbrugerne pa det indre marked og om aendring af
Radets direktiv 84/450/E@F og Europa-Parlamentets og Radets direktiv 97/7/EF, 98/27/EF
og 2002/65/EF og Europa-Parlamentets og Radets forordning (EF) nr.2006/2004 (EUT
2005,L 149, s. 22).

Radets direktiv 2006/112/EF af 28. november 2006 om det faelles
merveaerdiafgiftssystem (EUT 2006, L 347, s. 1), berigtiget i EUT 2007, L 335, s. 60, EUT
2018,L 125, s. 15, EUT 2018, L 329, s. 53, 0g EUT 2019, L 245, s. 9.

Europa-Parlamentets og Radets direktiv 2006/114/EF af 12. december 2006 om
vildledende og sammenlignende reklame (EUT 2006, L 376, s. 21).

Europa-Parlamentets og Radets direktiv 2006/115/EF af 12. december 2006 om
udlejnings- og udlansrettigheder samt om visse andre ophavsretsbeslaegtede
rettigheder i forbindelse med intellektuel ejendomsret (EUT 2006, L 376, s. 28).

Europa-Parlamentets og Radets direktiv 2006/123/EF af 12. december 2006 om
tjenesteydelser i detindre marked (EUT 2006, L 376, s. 36).

Europa-Parlamentets og Radets direktiv 2007/64/EF af 13. november 2007 om
betalingstjenester i det indre marked og om aendring af direktiv97/7/EF, 2002/65/EF,
2005/60/EF og 2006/48/EF og om ophaevelse af direktiv 97/5/EF (EUT 2007,L 319, s. 1,
berigtigeti EUT 2009, L 187,s. 5, og EUT 2014, L 358, s. 50).

Europa-Parlamentets og Radets direktiv 2009/22/EF af 23. april 2009 om segsmal med
pastand om forbud pa omradet beskyttelse af forbrugernesinteresser (EUT 2009, L 110,
s. 30).

Europa-Parlamentets og Radets direktiv 2009/24/EF af 23. april 2009 om retlig
beskyttelse af edb-programmer (EUT 2009,L 111, s. 16).

Europa-Parlamentets og Radets direktiv (EU) 2015/1535 af 9. september 2015 om en
informationsprocedure med hensyn til tekniske forskrifter samt forskrifter for
informationssamfundets tjenester (EUT 2015, L 241,s. 1).

Europa-Parlamentets og Radets direktiv (EU) 2019/790 af 17. april 2019 om ophavsret

og beslaegtede rettigheder pa det digitale indre marked og om andring af direktiv
96/9/EF og 2001/29/EF (EUT 2019, L 130, s. 92).
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BESLUTNINGER OG AFGORELSER

Kommissionens beslutning af 26. juli 2000 i henhold til Europa-Parlamentets og Radets
direktiv 95/46/EF om tilstraekkeligheden af den beskyttelse, der opnas ved hjaelp af safe
harbor-principperne til beskyttelse af privatlivets fred og de dertil hgrende hyppige
spergsmal fradet amerikanske handelsministerium (EFT 2000, L 215, s. 7, berigtigeti EFT
2001,L 115, s. 14).

Kommissionens afgerelse af 5. februar 2010 om standardkontraktbestemmelser for
videregivelse af personoplysninger til registerfgrere etableret i tredjelande i henhold til
Europa-Parlamentets og Radets direktiv 95/46/EF (EUT 2010, L 39, s. 5), som a&ndret ved
Kommissionens gennemfgrelsesafgarelse (EU) 2016/2297 af 16. december 2016 (EUT
2016, L 344, s. 100).

Kommissionens gennemfarelsesafgarelse (EU) 2016/1250 af 12. juli 2016 i henhold til
Europa-Parlamentets og Radets direktiv 95/46/EF om tilstraekkeligheden af den
beskyttelse, der opnas ved hjzelp af EU’s og USA's vaern om privatlivets fred (EUT 2016,
L 207,s.1).
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I. Kontraktforholdet mellem parterne

1. Indgaelse afaftaler

Dom af 5. juli 2012, Content Services (C-49/11, EU:C:2012:419)

Selskabet Content Services havde en filial i Mannheim (Tyskland) og tilbad forskellige
tjenesteydelser online pa sit websted, der var affattet pa tysk og ogsa var tilgeengelig i
@strig. Fra dette websted kunne man bl.a. downloade gratis software eller
preveversioner af betalingssoftware. Far internetbrugerne afgav deres ordre, skulle de
udfylde en tilmeldingsformular og szette et hak i en bestemt rubrik pa formularen for at
erkleere, at de accepterede de almindelige salgsbetingelser og gav afkald pa deres
fortrydelsesret.

Disse oplysninger blev ikke vistdirekte til internetbrugerne. Brugerne kunne dog
gennemse demyved at klikke pa et link pa siden for indgdelsen af aftalen. Der kunne ikke
indgas en aftale, hvis der ikke var sat et haki den naevnte rubrik. Den pageeldende
internetbruger modtog herefter en e-mail fra Content Services, som ikke indeholdt
oplysninger om fortrydelsesretten, men et nyt link, der gav adgang til at gennemse disse
oplysninger. Oberlandesgericht Wien (den gverste regionale domstol i Wien, @strig)
forelagde Domstolen et praejudicielt spgrgsmal om fortolkningen af artikel 5, stk. 1, i
direktiv 97/7/EF 2. Den enskede oplyst, om en handelsmaessig adfaerd, som bestar i alene
via et hyperlink pa den pagzeldende virksomheds websted at give forbrugeren adgang til
de oplysninger, der er fastsat i denne bestemmelse, opfylder kravene i den naevnte
bestemmelse.

Ifelge Domstolen skal artikel 5, stk. 1, i direktiv 97/7/EF fortolkes sdledes, at denne
handelsmaessige praksis ikke opfylder kravenei den naevnte bestemmelse, idet disse
oplysninger hverken er »leveret« af den pdgaeldende virksomhed eller »modtaget« af
forbrugeren, og idet et websted ikke kan anses for at veere et »varigt mediumx.

Forbrugeren skal sdledes modtage en bekraftelse af de naevnte oplysninger, uden at
der kraeves en aktiv adfeerd fra dennes side. For at en websted kan anses for at veere et
varigt medium, skal den desuden patilsvarende made som et papirmedium sikre, at
forbrugeren opnar de i denne bestemmelse naevnte oplysninger for at ggre det muligt
for denne i givet fald at paberabe sig sine rettigheder. Den skal i denne forbindelse gare
det muligt for forbrugeren at lagre de oplysninger, der er blevet sendt til vedkommende
personligt, sikre, at der ikke sker sendringeri deres indhold, og at de er tilgaengeligei et
passendetidsrum, og give forbrugeren mulighed for at kopiere demugendrede.

2 Europa-Parlamentets og R&dets direktiv 97/7/EF af 20.5.1997 om forbrugerbeskyttelse i forbindelse med aftaler vedrarende fiernsalg (EFT

1997,L 144, s.19).
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Dom af 25. januar 2017, BAWAG (C-375/15, EU:C:2017:38)

Banken BAWAG, der udgvede sine aktiviteter pa det gstrigske omrade, anvendte et
standardiseret aftalevilkar, nar forbrugerne skulle tilsluttes online-banktjenester
(herefter »e-banking).

Det fremgik af det naevntevilkar, at »meddelelser og erklaeringer [...], som banken skal
meddele eller stille til rddighed for kunden, modtages af kunden[...] med posten eller
derved, at det elektronisk ggres muligt at hente dem eller sende dem ved hjeelp af e-
banking«. Oplysningerne kunne overferes ved hjaelp af en elektronisk p ostkasse, der var
integreret i onlinekontiene. Forbrugerne kunne konsultere, gengive og downloadee-
mails. De meddelelser, der fandtes i »e-banking«-kontiene, forblev usendrede dér og
blevikke slettet i et tidsrum, der var afpasset disse forbrugeres oplysningers formal,
saledes at de kunne konsulteres og gengives uaendret elektronisk eller udskrives.
Forbrugerne blevimidlertid ikke pa anden vis underrettet om, at de havde modtageten
ny e-mail.

Oberster Gerichtshof (averste domstol, @strig) forelagde Domstolen et praejudicielt
spergsmal for at fa oplyst, om artikel 41, stk. 1, i direktiv 2007/64/EF 3, sammenholdt
med samme direktivs artikel 36, stk. 1, skal fortolkes sdledes, at en oplysning, som
sendes til kundens elektroniske postkasse, der erintegrereti en e-banking-platform,
»meddeles pa et varigt medium.

Ifelge Domstolen skal det laegges til grund, at visse websteder skal anses for at vaere
»varige medier« som omhandlet i det naevnte direktivs artikel 4, nr. 25).

Andringeri rammeaftalen, som udbyderen af betalingstjenester sender til brugeren af
disse tjenesterved hjaelp af en elektronisk postkasse, kan imidlertid kun anses for at
vaere meddelt pa et varigt medium, hvis fglgende to betingelser er opfyldt:

— Dette websted gar det blot muligt for denne bruger at lagre oplysninger pa en sadan
made, at denne kan fa adgang tildem i et passende tidsrum.

— Overfarslen af disse oplysninger er ledsaget af en aktiv adferd fra udbyderen af
betalingstjenesters side, der skal bringe radigheden over de naevnte oplysninger til
denne brugers kendskab.

En sadan adfaerd kan ogsa bestd i, at der sendes en e-mail til den adresse, som
saedvanligvis anvendes af brugeren af disse tjenester til at kommunikere med andre
personer, og som parterne har aftalt at anvende i en rammeaftale indgaet mellem
udbyderen af betalingstjenester og denne bruger. Den adresse, der saledes er valgt, kan
imidlertid ikke veere adressen pa den navnte bruger pa det e-banking-websted, der
forvaltes af udbyderen af betalingstjenester.

3 Europa-Parlamentets og R3dets direktiv 2007/64/EF af 13.11.2007 om betalingstjenester i det indre marked og om aendring af direktiv
97/7/EF, 2002/65/EF, 2005/60/EF og 2006/48/EF og om ophzevelse af direktiv 97/5/EF (EUT 2007, L 319, s.1).
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Dom af 15. september 2020 (Store Afdeling), Telenor Magyarorszdg (C-807/18 og C-39/19,
EU:C:2020:708)

Selskabet Telenor, der har hjemstedi Ungarn, leverer bl.a. internetadgan gstjenester.
Blandt de tjenester, der tilbydes selskabets kunder, indgar to pakker med
preferenceadgang (benaevnt til »nultakst«), som har det seerlige kendetegn, at den
datatrafik, der genereres af visse specifikke tjenester og applikationer, ikke fradrages i
forbruget af den datamaengde, som kunderne har kgbt. Desuden kan kunderne, nar
denne datamaengde er opbrugt, fortseette med at bruge disse specifikke applikationer
og tjenester uden begraensninger, mens der anvendes foranstaltninger til blokering eller
bremsning af trafikken pa de @vrige tilgaengelige applikationer og tjenester.

Efter at have indledt to procedurer til kontrol af, om disse to pakker var i
overensstemmelse med forordning 2015/2120 om foranstaltninger vedrgrende adgang
til det abne internet 4, vedtog den ungarske medie- og kommunikationsmyndighed to
afgarelser, hvori den fastslog, at pakkerne ikke overholdt den almindelige pligt til lige og
ikkediskriminerende behandling af trafikken, som er fastsati denne forordnings artikel
3, stk. 3, og at Telenor skulle bringe anvendelsen af disse pakker til ophar.

Efter at Telenor havde anlagt to sager ved FOvarosi Torvényszék (retteni farsteinstans i
Budapest, Ungarn), besluttede denne ret at forelaegge Domstolen en anmodning om
praejudiciel afgerelse for at fa oplyst den korrekte fortolkning og anvendelse af artikel 3,
stk. 1 og 2, i forordning 2015/2120, som sikrer et vist antal rettigheder ° for slutbrugere
af internetadgangstjenester, og som forbyder udbydere af sadanne tjenester at indfere
aftaler eller handelspraksis, der begraenser udevelsen af disse rettigheder, samt af
denne forordnings artikel 3, stk. 3, som fastsaetter en almindelig pligt til lige og
ikkediskriminerende behandling af trafikken.

| sin dom af 15. september 2020 fortolkede Domstolen, sammensat i Store Afdeling, for
forste gang forordning 2015/2120, der fastslar det grundlaeggende princip om det dbne
internet (mere saedvanligt benzevnt »internetneutralitet«).

Hvad for det farste angik fortolkningen af artikel 3, stk. 2, i forordning 2015/2120,
sammenholdtmed denne forordnings artikel 3, stk. 1, bemarkede Domstolen, at det i
den anden af disse bestemmelser er fastsat, at de rettigheder, som den sikrer for
slutbrugere af internetadgangstjenester, skal udgves »via deres
internetadgangstjeneste«, og at deti den forste af disse bestemmelser kraeves, at en
sadan tjeneste ikke ma indebaere nogen begraensning af udgvelsen af disse rettigheder.
| ovrigt folger det af den naevnte forordnings artikel 3, stk. 2, at de tjenester, der leveres
af en given udbyder af internetadgang, skal vurderes ud fra dette krav af de nationale

4 Europa-Parlamentets og R&dets forordning (EU) 2015/2120 af 25.11.2015 om foranstaltninger vedrerende adgang til det &bne internet og
om aendring af direktiv 2002/22/EF om forsyningspligt og brugerrettigheder i forbindelse med elektroniske kommunikationsnet og tjenester
og forordning (EU) nr. 531/2012 om roaming pa offentlige mobilkommunikationsnet i Unionen (EUT 2015, L 310, s. 1).

> Ret for slutbrugerne til at f& adgang til applikationer, indhold og tjenester samt til at benytte disse, men ligeledes ret til at levere
applikationer, indhold og tjenester samt til at bruge terminaler efter eget valg.
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tilsynsmyndigheder © og under de kompetente nationale retters kontrol under
hensyntagen til sdvel de aftaler, som denne udbyderindgar med slutbrugerne, som den
handelspraksis, der fglges af denne udbyder.

Efter at Domstolen var fremkommet med en raekke generelle praeciseringer af
betydningen af begreberne »aftaler«, shandelspraksis« og »slutbrugere«’, som er
indeholdtiforordning 2015/2120, fastslog deni denne forbindelse, at indgaelsen af
aftaler, hvormed en raekke givne kunder tegner abonnement pa pakker, som
kombinerer en »nultakst« og foranstaltninger til blokering eller bremsning af den trafik,
der er knyttet til brugen af andre applikationer og tjenester end de specifikke tjenester
og applikationer, der er omfattet af denne »nultakstx, er egnet til at begraense udgvelsen
af slutbrugernesrettigheder i den forstand, hvori udtrykket er anvendti denne
forordnings artikel 3, stk. 2, pd en vaesentlig del af markedet. Sddanne pakker er saledes
egnede til at forstaerke brugen af de begunstigede applikationer og tjenester og
tilsvarende egnede til at formindske brugen af de gvrige tilgaengelige applikationer og
tjenester, henset til de foranstaltninger, hvormed udbyderen af
internetadgangstjenester gor denne sidstnaevnte brug teknisk vanskeligere eller endog
umulig. Desuden forholder detsig sdledes, at jo flere kunder, der indgdr sadanne
aftaler, desto mere sandsynligt bliver det, at den samlede indvirkning fra disse aftaler,
henset til dens omfang, vil skabe en betydelig begraensning af udavelsen af
slutbrugernesrettigheder eller endogvil fere til underminering af selve substansen i
disse rettigheder.

Hvad for det andet angik fortolkningen af artikel 3, stk. 3, i forordning 2015/2120
bemarkede Domstolen, at en uforenelighed med denne bestemmelse kan fastslas,
uden at der kraeves nogen vurdering af indvirkningen fra foranstaltningerne til blokering
eller bremsning af trafikken pa udevelsen af slutbrugernes rettigheder. Denne
bestemmelse opstiller sdledes ikke et sddant krav til bedemmelsen af, hvorvidt den deri
indeholdte almindelige pligttil lige og ikkediskriminerende behandling af trafikken er
blevet overholdt. Endvidere fastslog Domstolen, at eftersom foranstaltninger til
bremsning eller blokering af trafikken ikke er baseret pa objektivt forskellige tekniske
krav til tjenestekvalitet for bestemte kategorier af trafik, men pa kommercielle
overvejelser, skal sddanne foranstaltninger felgelig som sddanne anses for at vaere
uforenelige med den naevnte bestemmelse.

Pakker som dem, der er underlagt den foreleeggende rets kontrol, er falgelig generelt
egnede til at overtraede sdvel artikel 3, stk. 2, som artikel 3, stk. 3,i forordning
2015/2120, hvorved det praeciseres, at de kompetente nationale myndigheder og retter
uden videre kan undersgge disse pakker ud fraden anden af disse bestemmelser.

° P& grundlag af artikel 5iforordning 2015/2120.

’ Dette sidstnaevnte begreb omfatter alle fysiske eller juridiske personer, der anvender eller anmoder om en offentligt tilgeengelig elektronisk
kommunikationstjeneste. | gvrigt indbefatter begrebet sdvel de fysiske som juridiske personer, der anvender eller anmoder om
internetadgangstjenester med henblik pa at opna adgang til indhold, applikationer og tjenester, som de fysiske eller juridiske personer, der
benytter sig af en internetadgang for atlevere indhold, applikationer og tjenester.
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2. Lovvalg/retternes kompetence

Dom af 28. juli 2016, Verein fiir Konsumenteninformation (C-191/15, EU:C:2016:612)

Virksomheden Amazon EU Sarl, der har hjemsted i Luxembourg, foretog elektronisk salg
af varer til forbrugere, der var bosat i forskellige medlemsstater. | hovedsagen havde
Verein fur Konsumenteninformation (forbrugerbeskyttelsesorganisation, @strig)
(herefter »VKl«) anlagt et sggsmal med pastand om forbud med stette i direktiv
2009/22/EF 8, hvori den havde gjort geldende, at de kontraktvilkar, som Amazon
anvendte, var i strid med lovbestemte forbud eller med god praksis.

Oberster Gerichtshof (gverste domstol, @strig), for hvilken VKI havde indbragt sagen,
gnskede oplyst, om et vilkar i de almindelige forretningsbetingelseri en kontrakt indgaet
elektronisk mellem en erhvervsdrivende og en forbruger, hvorefter loveni den
medlemsstat, hvor denne erhvervsdrivende har sit hjemsted, regulerer denne kontrakt,
er urimeligt som omhandlet i artikel 3, stk. 1, i direktiv 93/13/E@F °. Oberster Gerichtshof
(overste domstol) enskede endvidere oplyst, om behandling af personoplysninger, der
foretages af en virksomhed, i henhold til artikel 4, stk. 1, litra a), i direktiv95/46/EF "% er
omfattet af loven i den medlemsstat, som denne virksomheds aktiviteter tager sigte pa.

Domstolen fastslog, at Rom I-forordningen ' og Rom II-forordningen '? skal fortolkes
saledes, at den lov, der finder anvendelse pa et sadant segsmal med pastand om
forbud, skal fastseettesi overensstemmelse med Rom Il-forordningens artikel 6, stk. 1,
ndrindgrebene i retsordenen fglger af anvendelsen af urimelige vilkar. Derimod skal
den lov, der finder anvendelse ved bedemmelsen af det omhandlede kontraktvilkar,
fastseettes i medfer af Rom I-forordningen, uanset om denne bedgmmelse foretages i
forbindelse med et individuelt segsmal eller i forbindelse med et kollektivt sggsmal.

Det folger imidlertid af Rom I-forordningens artikel 6, stk. 2, at valget af den anvendelige
lov ikke bergrer anvendelsen af de praeceptive bestemmelser, der er fastsat i loveni det
land, hvor de forbrugere, hvisinteresser forsvares gennem et segsmal med pastand om
forbud, er bosat. Disse bestemmmelser kan omfatte de bestemmelser, der gennemfarer
direktiv 93/13/E@F, for sa vidt som de sikrer en mere omfattende beskyttelse af
forbrugerne.

Europa-Parlamentets og Radets direktiv 2009/22/EF af 23.4.2009 om sggsmal med pastand om forbud pd omradet beskyttelse af

forbrugernes interesser (EUT 2009, L 110, s. 30).

9 R4dets direktiv 93/13/EQ@F af 5.4.1993 om urimelige kontraktvilkér i forbrugeraftaler (EFT 1993, L 95, s. 29).

0 Europa-Parlamentets og Radets direktiv 95/46/EF af 24.10.1995 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger (EFT 1995, L 281, s. 31).

" Europa-Parlamentets og R&dets forordning (EF) nr. 593/2008 af 17.6.2008 om lowalgsregler for kontraktlige forpligtelser (Rom ) (EUT 2008,
L177,s.6).

2 Europa-Parlamentets og R3dets forordning (EF) nr. 864/2007 af 11.7.2007 om lowalgsregler for forpligtelser uden for kontrakt (Rom II-

forordningen) (EUT 2007, L 199, s. 40).
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Et vilkar, som ikke har vaeret genstand for individuel forhandling, og hvorefter en aftale,
som er indgaet elektronisk med en forbruger, er underlagt lovgivningeni den
medlemsstat, hvor den erhvervsdrivende har sit hjemsted, er saledes urimeligt som
omhandleti artikel 3, stk. 1, i direktiv93/13/E@F, for sa vidt som det vildleder
forbrugerenved at give denneindtryk af, at det kun er lovgivningeni denne
medlemsstat, der finder anvendelse pa aftalen, uden at oplyse forbrugeren om, at
denne ligeledes har rettil at paberabe sig den beskyttelse, som fglger af de ufravigeli ge
bestemmelser i denlovgivning, der ville finde anvendelse, hvis dette vilkar ikke var aftalt.

Artikel 4, stk. 1, litra a), i direktiv 95/46/EF skal i gvrigt fortolkes sdledes, at behandling af
personoplysninger, som foretages af envirksomhed, der driver elektronisk handel,
reguleres af loven i den medlemsstat, som denne virksomheds aktiviteter tager sigte p3,
hvis det viser sig, at denne virksomhed foretager behandling af de pageeldende
oplysninger som led i aktiviteterne for en virksomhed, der er beliggende i denne
medlemsstat. Det ber vurderes, bade i hvor hegj grad strukturen er permanent, og i
hvilken grad der faktisk udgves aktiviteter i den pagaeldende medlemsstat.

Dom af 7. december 2010 (Store Afdeling), Pammer og Alpenhof (C-585/08 og C-144/09,
EU:C:2010:740)

De forenede sager Pammer og Alpenhof vedrarer to hovedsager, som omhandler
lignende spergsmal. | Pammer-sagen havde forbrugeren, der var bosat i @strig, anlagt
sag mod et fragtskibsrederi, dervar etableret i Tyskland, vedrgrende tilbagebetaling af
prisen for en rejse, idet han gjorde gaeldende, at skibet og rejsens forlab ikke svarede til
beskrivelsen pa netstedet for det formidlende rejsebureau, som ligeledes havde
hjemsted i Tyskland, og som tilbed sadanne rejser.

Den gstrigske forsteinstansret fandt, at den havde stedlig kompetence. Appelretten
fastslog derimod, at de ostrigske retter ikke havde stedlig kompetence. Oberster
Gerichtshof (averste domstol, @strig) enskede med det praegjudicielle spgrgsmal oplyst,
hvordan begrebet aftale, hvorved der for en samlet pris ydes en kombination af rejse og
ophold som omhandleti artikel 15, stk. 3, og som bestemmelserne i afdeling 4 i kapitel Il
i forordning (EF) nr. 44/2001 ' finder anvendelse p3, skal fortolkes. Den foreleeggende
ret gnskede desuden oplyst, om den omstaendighed, at den gstrigske forbruger fik
kendskab til rejsenvia det formidlende bureaus netsted, selv om rejsen ikke blev bestilt
over internettet, er tilstraekkelig til at fastsla, at de gstrigske retter har stedlig
kompetence.

| den anden sag - Alpenhof-sagen - havde et gstrigsk selskab, som drev et hotel og
havde hjemsted i @strig, rejst krav mod en forbruger, der havde bopael i Tyskland,
vedrgrende betalingen af en regning for hotelydelser, som var aftalt ved en e-

3 R3dets forordning (EF) nr. 44/2001 af 22.12.2000 om retternes kompetence og om anerkendelse og fuldbyrdelse af retsafgarelser pa det
civil- og handelsretlige omrade (EFT 2001, L 12, s. 1).
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mailkorrespondance baseret pa oplysningerne pa det sagsegende selskabs netsted. De
gstrigske retter havde afvist sagen, idet de fandt, at de ikke havde stedlig kompetence.

Ifelge Domstolen kan en aftale, hvis formal er en fragtskibsrejse, udgere en
transportaftale, der til en samlet pris kombinerer transport og indkvartering, safremt
den navnte fragtskibsrejse ogsa omfatter indkvartering til en samlet pris, og safremt
rejsen har en varighed paover 24 timer.

For at fastsla, om en erhvervsdrivende, hvis virksomhed praesenteres pa dennes netsted
painternettet eller pa en formidlers netsted, kan anses for at »rette«sin virksomhed
mod den medlemsstat, pa hvis omrade forbrugeren har bopael, skal det undersgges, om
den erhvervsdrivende havde til hensigt at handle med forbrugere med bopeel i en eller
flere medlemsstater.

Folgende elementer, der ikke er udtemmende, kan udgere holdepunkter for at fastsla,
atden erhvervsdrivendes virksomhed er rettet mod forbrugerens bopaelsmedlemsstat,
nemlig virksomhedens internationale beskaffenhed, beskrivelsen af ruter fra andre
medlemsstater til stedet, hvor den erhvervsdrivende er etableret, og anvendelsen af et
sprog eller en valuta, der er forskellig fra det sprog eller denvaluta, der normalt
anvendes i medlemsstaten, hvor den erhvervsdrivende er etableret, med mulighed for
at reservere og bekrzfte reservationen pa dette andet sprog. Derimod er almindelig
adgang til den erhvervsdrivendes eller det formidlende selskabs netsted padinternetteti
den medlemsstat, pa hvisomrade forbrugeren har bopeel, ikke tilstraekkelig. Det samme
gor sig geldende for oplysning om en e-mailadresse eller en anden adresse eller
anvendelse af et sprog eller envaluta, som er det sprog og/eller den valuta, der normalt
anvendes i medlemsstaten, hvor den erhvervsdrivende er etableret.

Dom af 6. september 2012, Miihlleitner (C-190/11, EU:C:2012:542)

Hovedsagen var anlagt af forbrugeren Daniela Muhlleitner, der boedei @strig, mod to
bilselgere, der boede i Hamburg, Tyskland, og vedrerte kabet af en bil. Efter at have
fundet saelgernes kontaktoplysninger pa deres websted ringede Daniela Mihlleitner til
dem fra @strig, hvor hun efterfglgende modtog et tilbud via e-mail. Aftalen blev
imidlertid indgaethos saelgerne i Tyskland.

Fersteinstansen, Landesgericht Wels (den regionale domstol i Wels, @strig), havde afvist
sagen, idet den erklerede, at den ikke havde kompetence. Oberlandesgericht Linz (den
gverste regionale domstoli Linz, @strig) havde stadfaestet denne afgerelse med
henvisningtil, at et udelukkende »passivt« websted ikke er tilstraekkelig til at antage, at
en virksomhed er rettet mod forbrugerstaten. Daniela MUhlleitner havde ivaerksat
»revisionsanke« til prgvelse af denne dom ved Oberster Gerichtshof (gverste domstol,
@strig). Oberster Gerichtshof (gverste domstol) anmodede Domstolen om at oplyse, om
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anvendelsen af artikel 15, stk. 1, litra c), i Bruxelles I-forordningen '* forudseetter, at der
er blevet indgaet aftale vedrgrende fjernsalg mellem forbrugeren og den
erhvervsdrivende.

Domstolen fandt, at artikel 15, stk. 1, litra c), i forordning (EF) nr. 44/2001 skal fortolkes
sdledes, at den ikke forudsaetter, at der er blevet indgaet aftale vedrgrende fjernsalg
mellem forbrugeren og den erhvervsdrivende.

For det farste er denne bestemmelse ikke udtrykkeligt betinget af den omstaendighed, at
de aftaler, som er omfattet af dens anvendelsesomrade, er indgaet som fjernsalg. Hvad
for det andet angar formalsfortolkningen af den naevnte bestemmelse vil tilfgjelsen af
en betingelse knyttet tilindgdelsen af forbrugeraftaler vedrgrende fjernsalg gaimod det
formal, som denne bestemmelse forfelger, bl.a. formalet om beskyttelse af forbrugeren,
der er den svage parti aftalen. For det tredje er den afggrende betingelse, som
anvendelsen af den naevnte forordnings artikel 15, stk. 1, litra c), er underlagt,
betingelsen vedrgrende erhvervsmaessig virksomhed, som er rettet mod forbrugerens
bopeaelsstat. | denne forbindelse udger savel fijernkontakt som reservationen af en vare
eller en ydelse foretaget pa afstand og, s@ meget desto mere, indgdelsen af en
forbrugeraftale vedrerende fjernsalg tegn pa aftalens tilknytning tilen sddan
virksomhed.

Dom af 17. oktober 2013, Emrek (C-218/12, EU:C:2013:666)

Lokman Emrek, bosat i Saarbrucken (Tyskland), sggte efter en brugt bil og hgrte om
Vlado Sabranovics virksomhed fra bekendte. Vlado Sabranovic drev en
brugtvognshandel i Spicheren (Frankrig). Han havde ogsa et netsted painternettet, der
indeholdt oplysninger om hansvirksomhed, herunder franske telefonnumre og et tysk
mobilnummer, med respektive internationale landekoder. Lokman Emrek havde
imidlertid ikke faet kendskab til virksomheden gennem netstedet. Lokman Emrek havde
saledes som forbruger indgdet en skriftlig kebsaftale med Vlado Sabranovic i dennes
forretningslokaler vedrgrende et brugt keretg.

Efterfelgende anlagde Lokman Emrek en sag om garantiretlige krav mod Vlado
Sabranovic ved Amtsgericht Saarbrucken (byretteni Saarbrucken, Tyskland).
Amtsgericht Saarbrucken (byretten i Saarbricken) fastslog, at den ikke havde
kompetence. Lokman Emrek iveerksatte appel til prevelse af denne afggrelse for den
forelaeggende ret, Landgericht Saarbricken (den regionale appeldomstol i Saarbrtcken,
Tyskland). Landgericht Saarbrucken (den regionale appeldomstol i Saarbrucken)
gnskede oplyst, om anvendelsen af artikel 15, stk. 1, litra c), i forordning (EF) nr. 44/2001
er underlagt et krav om kausalitet mellem den erhvervsdrivendes virksomhed via

4 R&dets forordning (EF) nr. 44/2001 af 22.12.2000 om retternes kompetence og om anerkendelse og fuldbyrdelse af retsafgarelser pd det
civil- og handelsretlige omrade (EFT 2001, L 12,s. 1).
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internettet rettet mod den medlemsstat, hvor forbrugeren har bopeel, og
aftaleindgaelsen.

Domstolen henviste til, at deni Pammer og Alpenhof-dommen (C-585/08 og C-144/09)
opstillede en ikke-udtsmmende liste over elementer, som kan udggre indicier, der kan
bista den nationale reti at vurdere, om den vaesentlige betingelse om, at den
erhvervsdrivendes virksomhed er rettet mod den medlemsstat, hvor forbrugeren har
bopeel, er opfyldt.

Den konkluderede, at artikel 15, stk. 1, litra c), i forordning (EF) nr. 44/2001 skal fortolkes
saledes, at bestemmelsen ikke kraever, at der foreligger kausalitet mellem det middel,
den erhvervsdrivende benytter for at rette sin erhvervsmaessige virksomhed mod den
medlemsstat, hvor forbrugeren har bopeel, dvs. et netsted, og aftaleindgaelsen med
forbrugeren. Safremt der foreligger kausalitet, udger det dog et indicium for en
tilknytning mellem aftalen og en sadan virksomhed.

Dom af 21. maj 2015, El Majdoub (C-322/14, EU:C:2015:334)

Tvisten i hovedsagen vedrgrte et salg af et motorkeretgj via et websted. De almindelige
salgsbetingelser, som var tilgengelige pa dette websted, indeholdt en vaernetingsaftale
til fordel for en ret beliggende i en medlemsstat. Vinduet med disse almindelige
betingelser blev ikke abnet automatisk ved registreringen eller ved hver
kebstransaktion, idet kaberen skulle klikke i et seerligt felt for at acceptere disse
betingelser.

Landgericht Krefeld (den regionale ret i fgrste instans i Krefeld, Tyskland) anmodede
Domstolen om at fastsla, om der kan rejses tvivl om gyldigheden af en veernetingsaftale,
nar den teknik, hvorved accepten foretages ved et klik, bliver anvendt.

Hvad for det ferste angar spargsmalet om, hvorvidt der reeltvar opnaet enighed mellem
de bergrte, hvilket er et af formalene med artikel 23, stk. 1, i forordning (EF) nr. 44/2001,
bemarkede Domstolen, at den i hovedsagen omhandlede kgber udtrykkeligt havde
accepteret de pageldende almindelige betingelser ved at saette kryds i det relevante felt
pa den omhandlede salgers websted. For det andetfastslog den, at det fremgar af en
ordlydsfortolkning af denne forordnings artikel 23, stk. 2, at denne bestemmelse
opstiller et krav om, at der skal gives »mulighed« for varigt at dokumentere
vaernetingsaftalen, uathaengigt af spergsmalet om, hvorvidt teksten til de almindelige
betingelser faktisk er blevet varigt dokumenteret af kaberen, efter eller fgr den
pagaeldende satte kryds ved det felt, der angav, at vedkommende havde accepteret de
naevnte betingelser.

Domstolen pegede i denne forbindelse pa, at formalet med denne bestemmelse er at
sidestille bestemte elektroniske meddelelsesformer med den skriftlige form med
henblik pa at forenkle den elektroniske indgaelse af aftaler, idet der ogsa er blevet
foretaget en meddelelse af de pagaeldende oplysninger, safremt disse oplysninger gares
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tilgeengelige pa en skeerm. Det er, for at en elektronisk meddelelse skal kunne frembyde
de samme garantier, navnlig pa bevisomradet, tilstraekkeligt, at det er muligt at gemme
og udskrive oplysningerneinden aftaleindgaelsen. Nar den teknik, hvorved accepten
foretages ved et klik, ggr det muligtat udskrive og gemme teksten i de almindelige
betingelser inden aftaleindgdelsen, kan den omstaendighed, at den webside, som
indeholder disse betingelser, ikke abnes automatisk ved registreringen pa webstedet og
ved hver kabstransaktion, som falge heraf ikke rejse tvivl om vaernetingsaftalens
gyldighed. En sddan teknik, hvorved accepten foretages, udger derfor en elektronisk
meddelelse som omhandlet i artikel 23, stk. 2, i forordning (EF) nr. 44/2001.

Dom af 25. januar 2018, Schrems (C-498/16, EU:C:2018:37)

Maximilian Schrems havde vaeret privat bruger af det sociale netvaerk Facebook siden
2008. Han havde indgivet en raekke offentlige klager mod selskabet Facebook Ireland
Limited. Derudover havde han siden 2011 ogsa haft en Facebook-side, som han selv
havde registreret og oprettet med henblik pa at oplyse internetbrugere om sin retssag.
Han havde stifteten non-profit-forening, hvis formal var at handhaeve den
grundlaeggende ret til databeskyttelse og at yde skonomisk statte til provesager.

| en tvist mellem Maximilian Schrems og Facebook Ireland Limited vedrgrende pastande
om anerkendelse, forbud, oplysning og regnskabsaflaeggelse vedrgrende Facebook-
konti var Oberster Gerichtshof (averste domstol, @strig) i tvivl om, hvorvidt artikel 15 i
forordning nr. 44/2001 skal fortolkes sdledes, at en person mister sin egenskab af
forbruger, hvis den pageeldende efter flere ars benyttelse af en privat Facebook-konto
udgiver bgger, modtager vederlag for at holde foredrag eller administrerer websteder.
Den foreleeggende retvar ogsa i tvivi om, hvorvidtden naevnte forordnings artikel 16
skal fortolkes sdledes, at en forbruger i en medlemsstat samtidig med sine egne krav i
medfer af en forbrugeraftale kan gere andre forbrugeres lignende krav gaeldende, nar
disse forbrugere har bopaeli samme medlemsstat, en anden medlemsstat eller et
tredjeland.

Domstolen praeciserede, at begrebet »forbruger« skal fortolkes selvstandigt og snaevert.
Det kan kun fastslas, at artikel 15 finder anvendelse, hvis formdlet med den kontrakt,
der er indgdet mellem parterne, ikke er erhvervsmaessig brug af den padgeeldendevare
eller tjenesteydelse. Hvis en personindgar en kontrakt med henblik pa brug, der delvis
vedrgrer den pagaldendes erhvervsmaessige virksomhed, er naevnte kontrakts
forbindelse med denne persons erhvervsmaessige virksomhed sa svag, at den ma anses
for marginal og derfor kun spiller en ubetydeligrolle i forbindelse med transaktionen.

Domstolen bemarkede dernaest, at forbrugeren kun beskyttes, for sa vidt som den
pagaeldende personligt er sagseger eller sagsegt i en sag. En sagsegger, som ikke selv er
partiden pagaldende forbrugeraftale, er derfor ikke omfattet af forbrugervaernetinget.
Disse betragtninger ber ogsa geelde i forhold til en forbruger, som har faet overdraget
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krav fra andre forbrugere. Artikel 16, stk. 1, indebaerer sdledes ngdvendigvis, at der er
indgdet en aftale mellem forbrugeren og den pageeldende erhvervsdrivende.

En overdragelse af krav kan i @vrigt ikke i sig selvhave betydning for fastleeggelsen af
den kompetente ret. Heraf fglger, at retter ikke kan anses for at have kompetence i kraft
af en koncentration af flere krav hos en enkelt sagsgger. Forordningen finder ikke
anvendelse pd et sggsmal som det foreliggende, der er anlagt af en forbruger.

3. Forbrugerbeskyttelse

Dom af 16. oktober 2008, Bundesverband der Verbraucherzentralen (C-298/07, EU:C:2008:572)

DIV var et selskab, som solgte bilforsikringer, og som udelukkende udbgd sine
tjenesteydelser over internettet. Pa dets hjemmeside angav selskabet sin postadresse
og sin e-mailadresse, men ikke sit telefonnummer. Telefonnummeret blev ferstoplyst,
efter at der var indgdet en kontrakt om tegning af en forsikring. Derimod havde
personer, som var interesseret i DIV's ydelser, mulighed for at stille selskabet spargsmal
ved hjeelp af en online-spergeformular, hvor spergsmalene blev besvaret via e-post.
Bundesverband der Verbraucherzentralen (den tyske sammenslutning af
forbrugerorganisationer) (herefter »Bundesverband«) var imidlertid af den opfattelse, at
DIV havde pligt til at angive sit telefonnummer pd sit websted. Ifglge Bundesverband var
dette den eneste made, hvorpa der kunne sikres en direkte kommunikation.

Bundesgerichtshof (forbundsdomstol, Tyskland) besluttede at spgrge Domstolen om,
hvorvidt artikel 5, stk. 1, litra c), i direktiv2000/31/EF ' kraever, at der angives et
telefonnummer.

Domstolen fastslog, at artikel 5, stk. 1, litra c), i direktiv 2000/31/EF skal fortolkes saledes,
attjenesteyderen har pligt til, forud for indgaelsen af en kontrakt med
tjenestemodtagerne, foruden angivelsen af sin e-postadresse at give andre oplysninger,
som gor det muligt hurtigt at kontakte tjenesteyderen og kommunikere direkte og
konkret med denne.

Disse oplysninger skal ikke ngdvendigvis besta i et telefonnummer. De kan bestd i en
online-spargeformular, ved hjeelp af hvilken tjenestemodtagerne kan henvende sig over
internettet til tjenesteyderen, og som denne kan besvare via e-post, med undtagelse af
situationer, hvor tjenestemodtageren, som efter at have taget elektronisk kontakt til
tjenesteyderen ikke har adgangtil det elektroniske netveerk, anmoder sidstnaevnte om
adgang til en ikke-elektronisk kommunikationsve;.

> Europa-Parlamentets og Radets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (EFT 2000, L 178, s. 1).
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Dom af 3. september 2009, Messner (C-489/07,EU:C:2009:502)

Den tyske forbruger Pia Messner havde fortrudt sit keb af en baerbar computer via
internettet. Saelgeren af computeren havde afvist at afhjaelpe en fejl, der opstod otte
maneder efter kgbet, uden beregning. Pia Messner havde efterfglgende tilkendegivet, at
hun tradte tilbage fra kebsaftalen, og tilbudt at sende den baerbare comp uter tilbage til
saelgeren mod samtidig tilbagebetaling af kebesummen. Denne tilbagetreeden fra
aftalen fandt sted inden for den i BGB (den tyske borgerlige lovbog) fastsatte frist, da Pia
Messner ikke havde modtaget de oplysninger efter loven, der fik fristen for
fortrydelsesretten til at Iabe. Pia Messner anlagde sag ved Amtsgericht Lahr (byretteni
Lahr, Tyskland) med pastand om, at saelgeren tilpligtedes at betale et belgb pa 278 EUR.
Salgeren bestred kravet, idet han gjorde gaeldende, at Pia Messner under alle
omstandigheder skyldte ham en erstatning for den vaerdiforringelse, der svarede til
naesten otte maneders uindskraenket brug af den barbare computer.

| dommen fastslog Domstolen, at bestemmelserne i artikel 6, stk. 1, andet punktum, og
artikel 6, stk. 2, i direktiv 97/7/EF "¢ skal fortolkes saledes, at de er til hinder for en
national lovgivning, hvorefter saelgeren kan forlange, at forbrugeren betaler erstatning
for veerdiforringelsen ved brug af et gode, der er erhvervet i henhold til en aftale om
fiernsalg, i et tilfeelde hvor sidstnaevnte rettidigt har udevetsin fortrydelsesret.

| tilfeelde af, at forbrugeren skulle betale en sddan erstatning for vaerdiforringelse af den
arsag alene, at den pagzldende har haft mulighed for at bruge godet i det tidsrum, hvor
detvar i dennes besiddelse, ville forbrugeren saledes kun kunne udgve sin
fortrydelsesret mod betaling af denne erstatning. En sadan konsekvens ville vaere i klar
modstrid med ordlyden af og formalet med artikel 6, stk. 1, andet punktum, og artikel 6,
stk. 2, i direktiv 97/7/EF og ville navnlig fratage forbrugeren muligheden for frit og uden
pres at udnytte den betaenkningstid, som denne er indremmet ved direktivet.

Fortrydelsesretten ville endvidere fungere darligere og mindre effektivt, hvis
forbrugeren blev pdlagt at betale erstatning for veerdiforringelsen alene som felge af det
forhold, at denne har undersggt og afprevet godet. For sa vidt som fortrydelsesretten
netop har til formal at give forbrugeren denne mulighed, kan den omstaendighed, at
denne har udnyttet muligheden, ikke have som konsekvens, at forbrugeren kun kan
udgve denne ret mod betaling af en erstatning.

Bestemmelserne erimidlertid ikke til hinder for, at forbrugeren palaegges at betale
erstatning for vaerdiforringelse ved brug af godet i tilfeelde af, at den pageeldende har
gjort brug af godet pa en made, der er uforenelig med civilretlige principper, sdsom
princippetom god tro eller forbuddet mod uberettiget vinding, pa den betingelse, at
direktivets formal og navnlig virkningen og effektiviteten af fortrydelsesretten ikke
bringes i fare, hvilket det pahviler den nationale ret at afgere.

® Europa-Parlamentets og Radets direktiv 97/7/EF af 20.5.1997 om forbrugerbeskyttelse i forbindelse med aftaler vedrerende fijernsalg (EFT
1997, L 144,s.19).
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Dom af 15. april 2010, Heinrich Heine (C-571/08 EU:C:2010:189)

Postordresalgsvirksomheden Heinrich Heine havde i sine almindelige
forretningsbetingelser bestemt, at forbrugeren skulle betale et fast belab pa 4,95 EUR i
forsendelsesomkostninger. Dette belgb beholdt leverandgren, selv om forbrugeren
gjorde sin fortrydelsesret geeldende. Verbraucherzentrale Nordrhein-Westfalen, der er
en tysk forbrugerorganisation, anlagde sag mod Heinrich Heine med pastand om forbud
mod denne praksis, idet forbrugeren efter dens opfattelse ikke burde palaegges
forsendelsesomkostningerne, nar denne udgvede fortrydelsesretten. Ifglge
Bundesgerichtshof (forbundsdomstol, Tyskland) fremgar det ikke udtrykkeligt af tysk ret,
at keberen indremmes nogen ret til at fa tilbagebetalt omkostninger ved forsendelse af
den bestiltevare. Da Bundesgerichtshof (forbundsdomstol) var i tvivlom, hvorvidt det
var foreneligt med direktiv 97/7/EF 7 at lade forbrugeren afholde omkostningerne ved
levering af varen, selv om denne havde gjort sin fortrydelsesret gaeldende, bad den
Domstolen om at fortolke direktivet.

| dommen fastslog Domstolen, at artikel 6, stk. 1, farste afsnit, andet punktum, og artikel
6, stk. 2, i direktiv 97/7/EF skal fortolkes saledes, at de er til hinder for nationale
bestemmelser, hvorefter leverandgreni en aftale vedrerende fjernsalg kan p dleegge
forbrugeren omkostningerne ved forsendelsen af varen i tilfeelde af, at forbrugeren ger
sin fortrydelsesret geeldende.

Disse bestemmelser tillader saledes kun leverandgren at paleegge forbrugeren de
direkte udgifteri forbindelse med tilbagelevering af varen i tilfaelde af, at sidstnaevnte
gor sin fortrydelsesret gaeldende. Hvis forsendelsesomkostningerne ogsa skulle
palaegges forbrugeren, ville denne omstaendighed, som nadvendigyvis ville fa
forbrugerentil at opgive at gare sin fortrydelsesret geeldende, veere i strid med selve
formalet med direktivets artikel 6.

Palaeggelsen af sddanne omkostninger ville desuden drage den lige fordeling af risici
mellem parterne i aftaler vedrgrende fjernsalg i tvivl, idet den ville lade forbrugeren
baere alle omkostninger med tilknytning til varens transport.

Dom af 6. juli 2017, Air Berlin (C-290/16, EU:C:2017:523)

Det tyske luftfartsselskab Air Berlin havde i sine almindelige forretningsbetingelser
indsat en klausul om, at der blevfratrukket et ekspeditionsgebyr pa 25 EUR i det belgb,
der skulle tilbagebetales til passageren, nar denne afbestilte sin flybillet til sparetakst
eller ikke benyttede den. Denne klausul var ifglge Bundesverband der
Verbraucherzentralen (den tyske sammenslutning af forbrugerorganisationer) (herefter
»Bundesverband«) ugyldig i henhold til tysk ret, fordi den stillede kunderne

7" Europa-Parlamentets og R&dets direktiv 97/7/EF af 20.5.1997 om forbrugerbeskyttelse i forbindelse med aftaler vedrerende fjernsalg (EFT
1997, L 144,s.19).
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uforholdsmaessigt ringe. Air Berlin matte desuden ikke opkraeve et saerskilt gebyr for at
opfylde en lovmaessig forpligtelse. Bundesverband havde derfor anlagt et sggsmal med
pastand om forbud mod Air Berlin.

| forbindelse med dette sggsmal havde Bundesverband anfagtet Air Berlins praksis med
hensyn til praesentation af priser pa selskabets websted. | 2010 havde Bundesverband
simuleret en onlinereservation, hvor den havde konstateret, at de skatter og afgifter, der
blev vist, var veesentligt lavere end dem, som de pagaldende lufthavne faktisk
opkraevede. Bundesverband var af den opfattelse, at denne praksis kunne vil dlede
forbrugeren, og atden var i strid med de regler om prisgennemsigtighed, der er fastsat i
de EU-retlige bestemmelser om drift af |lufttrafiktjenester '8, Bundesgerichtshof
(forbundsdomstol, Tyskland) anmodede Domstolen om at oplyse dels, om forordning
(EF) nr. 1008/2008 skal fortolkes saledes, at luftfartsselskaber skal angive afgifternes
faktiske sterrelseved offentligggrelsen af deres flybilletpriser og derfor ikke ma
inddrage dem delvis i deres flybilletpriser, dels, om den naevnte forordning er til hinder
for atanvende en national bestemmelse om almindelige forretningsbetingelser, som er
baseret pa EU-retten, og hvorefter der af kunder, som ikke har benyttet en flybillet eller
har afbestilt den, ikke ma opkraeves et saerskilt ekspeditionsgebyr herfor.

Domstolen svarede, at artikel 23, stk. 1, tredje punktum, i forordning (EF) nr. 1008/2008
skal fortolkes sdledes, at luftfartsselskaber ved offentliggerelsen af deres flybilletpriser
saerskilt skal angive den faktiske sterrelse af de i denne forordning omhandlede skatter,
lufthavnsafgifter og andre afgifter, tilleeg eller gebyrer, som kunderne skal betale. De kan
folgelig ikke inddrage disse - end ikke delvis - i deres flybilletpriser. Artikel 23, stk. 1, i
forordning (EF) nr. 1008/2008 har bl.a. til formal at sikre information om og
gennemsigtighed i priser for trafikflyvninger fra en lufthavn beliggende paen
medlemsstats omrade, og felgelig medvirker den til at sikre beskyttelsen af den kunde,
som benytter disse ydelser. En anden fortolkning vil desuden fratage denne
bestemmelse enhver effektivvirkning.

Artikel 22, stk. 1, i forordning (EF) nr. 1008/2008 skal fortolkes saledes, at den ikke er til
hinder for, at anvendelsen af en national lovgivning til gennemfarelse af direktiv
93/13/EQF kan fere til, at en klausul i almindelige forretningsbetingelser, i henhold til
hvilken der af kunder, som ikke har benyttet en flybillet eller har afbestilt den, kan
opkraeves et saerskilt ekspeditionsgebyr herfor, erkleeres ugyldig. Domstolen
konstaterede i denneforbindelse, at de generelle krav til beskyttelse af forbrugerne
mod urimelige kontraktvilkar ligeledes finder anvendelse pa luftbefordringsaftaler.

Ifolge femte betragtning til forordning (E@F) nr. 2409/92, ophaevet ved forordning
nr. 1008/2008, var det saledes hensigtsmaessigt, at »fri prisfastsaettelse ledsages af
passende foranstaltninger til beskyttelse af forbrugernes og branchens interesser.

'8 Europa-Parlamentets og Radets forordning (EF) nr. 1008/2008 af 24.9.2008 om fzelles regler for driften af lufttrafiktjenester i Faellesskabet
(EUT 2008, L 293, s. 3).
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Dom af 10. juli 2019, Amazon EU (C-649/17, EU:C:2019:576 )

Virksomheden Amazon EU Sarl, der har hjemsted i Luxembourg, udbyder en raekke
varer til onlinesalg. | hovedsagen havde Bundesverband der Verbraucherzentralen (den
tyske sammenslutning af forbrugerorganisationer) (herefter »Bundesverband«) anlagt et
spgsmal ved en regional ret i ferste instans med pastand om nedlaeggelse af forbud
vedrgrende Amazon EU’s adfaerd i forbindelse med visning af oplysninger pa webstedet
www.amazon.de, der ggr det muligt for en forbruger at kontakte dette selskab. Da
denne ret frifandt Amazon EU, iveerksatte Bundesverband appel ved en regional
appeldomstol, som forkastede denne appel. Afden grund iveerksatte Bundesverband
revisionsanke ved den foreleeggende ret, Bundesgerichtshof (forbundsdomstol,
Tyskland).

Anmodningen om praejudiciel afggrelse vedrarte fortolkningen af artikel 6, stk. 1, litra c),
i direktiv2011/83/EU °.

For det fgrste erindrede Domstolen om, at forbrugerens mulighed for at kontakte den
erhvervsdrivende hurtigt og kommunikere effektivt med vedkommende, som det er
fastsati naevnte bestemmelse, har afggrende betydning for sikringen og den effektive
gennemfgrelse af forbrugerrettighederne og navnlig fortrydelsesretten, hvor
fremgangsmaden og betingelserne for udevelse heraf er angivet i direktivets artikel 9-
16. Der skal imidlertid ved fortolkningen af den naevnte bestemmelse sikres en rimelig
balance mellem et hgjt forbrugerbeskyttelsesniveau og virksomhedernes
konkurrenceevne, sdledes som det fremgar af fjerde betragtning til direktiv 2011/83/EU,
samtidig med, at den erhvervsdrivendes frihed til at oprette og drive egen virksomhed
som omhandleti Den Europaeiske Unions charter om grundlaeggende rettigheder
(herefter »chartret») respekteres.

Domstolen var af den opfattelse, at det tilkommer den nationale ret under hensyntagen
til samtlige omstaendigheder, hvorunder forbrugeren tager kontakt til den
erhvervsdrivende via et websted, og bl.a. webstedets praesentation og funktionalitet, at
bedgmme, om de kommunikationsmidler, der stilles til radighed for denne forbruger,
saetter den pagaldende i stand til at kontakte den erhvervsdrivende hurtigt og
kommunikere effektivt med vedkommmende i overensstemmelse med artikel 6, stk. 1,
litra c), i direktiv2011/83/EU.

| denne forbindelse fremhavede Domstolen, at en ubetinget forpligtelse til under alle
omstaendigheder at stille et telefonnummer til radighed for forbrugeren eller til at
oprette en telefon- eller telefaxforbindelse eller en ny e-mailadresse, sa forbrugerne kan
kontakte den erhvervsdrivende, fremstar som uforholdsmaessig.

® Europa-Parlamentets og R&dets direktiv 2011/83/EU af 25.10.2011 om forbrugerrettigheder, om andring af R&dets direktiv 93/13/EQF og

Europa-Parlamentets og Radets direktiv 1999/44/EF samt om ophaevelse af Radets direktiv 85/577/EQF og Europa-Parlamentets og Radets
direktiv97/7/EF (EUT 2011, L 304, s. 64).
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Domstolen fastslog herefter, at udtrykket »eventuelle«, der fremgar af artikel 6, stk. 1,
litra c), i direktiv 2011/83/EU, skal fortolkes saledes, at det omhandler detilfaelde, hvor
den erhvervsdrivende har et telefonnummer eller et telefaxnummer, som den
pagaldende ikke udelukkende anvender til andre formal end til kontakt med
forbrugerne. Er dette ikke tilfaeldet, palaegger denne bestemmelse ikke den
erhvervsdrivende at oplyse forbrugeren om dette telefonnummer og slet ikke at oprette
en ny telefon- eller telefaxforbindelse eller e-mailadresse, sa forbrugerne kan kontakte
vedkommende.

For det andet fastslog Domstolen, idet den undersggte, om denne erhvervsdrivende
under omstaendigheder som de i hovedsagen omhandlede kan benytte andre
kommunikationsmidler, der ikke naevnes i artikel 6, stk. 1, litra c), i direktiv2011/83/EU,
sasom internet-chateller et system med opringning, at artikel 6, stk. 1, litra c), i direktiv
2011/83/EU skal fortolkes saledes, at selv om denne bestemmelse padlaegger den
erhvervsdrivende at stille et kommunikationsmiddel til radighed for forbrugeren, der
opfylder kriterierne om direkte og effektiv kommunikation, er denne bestemmelse ikke
til hinder for, at den naevnte erhvervsdrivende oplyser om andre kommunikationsmidler
end dem, der er opregnet i den naevnte bestemmelse, for at opfylde disse kriterier.

4. Beskyttelse af personoplysninger

Dom af 1. oktober 2015, Weltimmo (C-230/14, EU:C:2015:639)

Weltimmo, et selskab med hjemsted i Slovakiet, administrerede et websted med
annoncer for ejendomme beliggendei Ungarn.| denne forbindelse behandlede
selskabet annoncerernes personoplysninger. Annoncerne var gratis i en maned og
skulle betales efter denne maneds udlgb. Et betydeligt antal annoncerer havde via e-
mail anmodet om sletning af deres annoncer efter udlgbet af den ferste maned og ved
samme lejlighed anmodet om sletning af deres personlige oplysninger. Weltimmo havde
imidlertid ikke foretaget en sadan sletning og havde udstedtregninger til de berarte for
sine tjenester. Som fglge af den manglende betaling af de fakturerede belgb havde
selskabet videregivet annoncgrernes personoplysninger til inkassofirmaer.
Annoncgrerne havde indgivet klager til den ungarske myndighed, der er ansvarlig for
databeskyttelse. Myndigheden pdlagde Weltimmo en bade pa 10 mio. ungarske forinter
(HUF) (ca. 32 000 EUR) for overtraedelse af den ungarske lov, der gennemfgrte direktiv
95/46/EF %°,

Weltimmo indbragte herefter tilsynsmyndighedens afggrelse for de ungarske domstole.
Kdria (gverste domstol, Ungarn), der skulle traeffe afggrelse i kassationssagen,

2 Europa-Parlamentets og R3dets direktiv 95/46/EF af 24.10.1995 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger (EFT 1995, L 281, s. 31).
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anmodede Domstolen om at oplyse, om det naevnte direktiv gjorde det muligt for den
ungarske tilsynsmyndighed at anvende den ungarske lov, der var vedtaget pa grundlag
af direktivet, og at palaegge en bede i henhold til dennelov.

Domstolen henviste til, at der af 19. betragtning til direktiv 95/46/EF folger en fleksibel
forstdelse af begrebet etablering. Med henblik pa at fastsla, om et registeransvarligt
selskab er etablereti en anden medlemsstat end den medlemsstat eller dettredjeland,
hvor det er registreret, ber der saledes foretages en vurdering af, i hvor hgj grad
strukturen er permanent, og i hvilken grad der faktisk udeves aktiviteter i denne anden
medlemsstat. Dette gor sig navnlig geeldende for virksomheder, der udelukkende
udbyder tjenesteydelser pd internettet.

Ifelge Domstolen skal artikel 4, stk. 1, litra a), i direktiv 95/46/EF fortolkes sdledes, at den
gor det muligt at anvende en anden medlemsstats lovgivning om beskyttelse af
personoplysninger end den medlemsstats, hvor denregisteransvarlige er registreret, for
sa vidt som denne via en permanentstruktur pd denne medlemsstats omrade udever
en faktisk og reel aktivitet. Derimod har detingenrelevans, hvilket statsborgerskab de
personer, der er bergrt af denne behandling af personoplysninger, har.

| et tilfaelde, hvor en medlemsstats tilsynsmyndighed konkluderer, at denret, der finder
anvendelse, ikke er denne medlemsstats ret, men en anden medlemsstats ret, skal dette
direktivs artikel 28, stk. 1, 3 og 6, fortolkes sdledes, at denne tilsynsmyndighed ikke kan
udeve befgjelser til at gribe effektivtind. Tilsynsmyndigheden kan derfor ikke pa
grundlag af denne medlemsstats ret palaegge en registeransvarlig, der behandler disse
oplysninger, sanktioner, nar denne ikke er etableret pd medlemsstatens omrdade. Det
folger sdledes af de krav, der udspringer af den bergrte medlemsstats territoriale
suveranitet, af legalitetsprincippet og af begrebet retsstat, at sanktionsbefgjelseni
princippetikke kan udeves udenfor de lovmaessige rammer, inden for hvilke en
administrativ myndighed er bemyndiget til at handle i overensstemmelse med retteni
den medlemsstat, den henhgrer under.

Dom af 6. oktober 2015 (Store Afdeling), Schrems (C-362/14, EU:C:2015:650)

Maximillian Schrems, en gstrigsk statsborger, havde anvendt Facebook siden 2008.
Oplysninger, som Maximillian Schrems havde givet til Facebook, var af Facebooks irske
datterselskab helt eller delvist blevet overfarttil servere, som befandt sig i USA, hvor de
blev genstand for en behandling. Maximillian Schrems havde indgivet en klage til den
irske tilsynsmyndighed, da han i lyset af Edward Snowdens afslgringer i 2013 om de
amerikanske efterretningstjenesters aktiviteter (navnlig aktiviteterne i National Security
Agency, »NSA«) mente, at USA's lovgivning og praksis ikke sikrede en tilstraekkelig
beskyttelse mod de offentlige myndigheders overvagning af de oplysninger, der blev
overfart til dette land. Denirske myndighed havde afvist klagen, hvilket den bl.a. havde
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begrundet med, at Kommissioneni sin beslutning 2000/520/EF 2" havde fastslaet, at USA
sikrede et tilstraekkeligt beskyttelsesniveau for videregivne personoplysningerinden for
rammerne af den sdkaldte safe harbor-ordning.

Sagen blevindbragt for High Court (ret i fgrste instans, Irland), som gnskede oplyst, om
Kommissionens beslutning bevirker, at en national tilsynsmyndighed forhindres i at
behandle en klage, hvori detgares geeldende, at et tredjeland ikke sikrer et tilstraekkeligt
beskyttelsesniveau, og i givet fald suspenderer den omtvistede overfersel af
oplysninger.

Domstolen svarede, at den transaktion, der bestar i at overfere personoplysninger fra
en medlemsstat til et tredjeland, som sadan udger en behandling af personoplysninger
som omhandleti artikel 2, litra b), i direktiv 95/46/EF 2 foretaget pa en medlemsstats
omrade. De nationale myndigheder er derfor blevet tillagt befgjelse til at undersege, om
en videregivelse af personoplysninger fra den medlemsstat, som myndighederne
henhgrer under, til et tredjeland overholder de ved direktiv 95/46/EF fastsatte krav.

Sa leenge Kommissionens afggrelse ikke er blevet erkleret ugyldig af Domstolen, som er
enekompetent til at fastsla ugyldigheden af en EU-retsakt, er det sdledes korrekt, at
medlemsstaterne og deres organer ikke kan vedtage foranstaltninger, der er i strid med
denne afgerelse, sdsom retsakter, ved hvilke det med bindende virkning tilsigtes at
konstatere, at det i afggrelsen omhandlede tredjeland ikke sikrer et tilstraekkeligt
beskyttelsesniveau. For det tilfaelde, at en kontrolmyndighed nar frem til den konklusion,
atde forhold, der er blevet gjort gaeldende til stgtte for en persons anmodning om
beskyttelse af rettigheder og frihedsrettighederi forbindelse med behandlingen af
vedkommendes personoplysninger, savner grundlag, og som felge heraf afviser
anmodningen, skal den person, der harindgivet anmodningen, have adgangtil de
retslige retsmidler, der ger det muligt for den pagaeldende at bestride en sadan
bebyrdende retsakt ved de nationale domstole. | det modsatte tilfeelde, hvor den
naevnte myndighed finder, at de klagepunkter, som er fremsat af den person, der har
indgivet en sddan anmodning, er begrundede, skal myndigheden kunne anlaegge sag i
overensstemmelse med artikel 28, stk. 3, ferste afsnit, tredje led, i direktiv 95/46/EF,
sammenholdtmed bl.a. artikel 8, stk. 3, i chartret.

Artikel 25, stk. 6, i direktiv 95/46/EF, sammenholdt med artikel 7, 8 og 47 i chartret, skal
fortolkes saledes, at en afgerelse vedtaget i henhold til denne bestemmelse, hvorved
Kommissionen fastslar, at et tredjeland sikrer et tilstraekkeligt beskyttelsesniveau, ikke er
til hinder for, at en medlemsstats tilsynsmyndighed behandler en persons anmodning
om beskyttelse af vedkommendes rettigheder og frihedsrettigheder i forbindelse med
behandlingen af personoplysninger, der vedrgrer den pageeldende, og som er blevet

2 Kommissionens beslutning 2000/520/EF af 26.7.2000 i henhold til Europa-Parlamentets og Rdets direktiv 95/46/EF om tilstraekkeligheden
af den beskyttelse, der opnds ved hjeelp af safe harbor-principperne til beskyttelse af privatlivets fred og de dertil herende hyppige
spargsmal fra det amerikanske handelsministerium (EFT 2000, L 215, s. 7).

Europa-Parlamentets og Radets direktiv 95/46/EF af 24.10.1995 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger (EFT 1995, L 281, s. 31).
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videregivet fra en medlemsstattil dette tredjeland, nar denne person ger geeldende, at
den gaeldende lovgivning og praksisi tredjelandet ikke sikrer et tilstraekkeligt
beskyttelsesniveau.

Udtrykket »et tilstraekkeligt beskyttelsesniveau« i artikel 25, stk. 6, i direktiv 95/46/EF skal
forstds saledes, at det opstiller et krav om, at dette tredjeland pa grundlag af dets
nationale lovgivning eller dets internationale forpligtelser faktisk sikrer et
beskyttelsesniveau for frihedsrettighederne og de grundlaeggende rettigheder, som i det
vaesentlige svarer til det niveau, der er sikretinden for Unionen i medfer af dette
direktiv, sammenholdt med chartret.

Safe harbor-principperne finder sdledes udelukkende anvendelse pa de selvcertificerede
amerikanske foretagender, der modtager personoplysninger fra Unionen, uden at der
stilles krav om, at de offentlige myndighederi USA skal overholde de naevnte principper.
Beslutning 2000/520 abner desuden op for, at der pa grundlag af kravene vedrerende
statens sikkerhed og almenvellet eller pa grundlag af den nationale amerikanske
lovgivning foretages indgreb i de grundleeggende rettigheder hos de personer, hvis
personoplysninger bliver eller kan blive videregivet fra Unionen til USA, uden at det
konstateres, om der i USA foreligger regler af statslig karakter, hvorved dettilsigtes at
begraense eventuelle indgreb i disse rettigheder, og uden at det fremgar, om der
foreligger en effektivdomstolsbeskyttelse mod indgreb af denne art.

Kommissionen har desuden overskredet den kompetence, som den er blevet tillagt i
artikel 25, stk. 6, i direktiv 95/46/EF, sammenholdt med chartret, ved at vedtage artikel 3
i beslutning 2000/520/EF, der som fglge heraf er ugyldig.

Dom af 1. oktober 2019, Planet49 (Store Afdeling) (C-673/17, EU:C:2019:801)

Selskabet Planet49 afholdt en salgsfremmende konkurrence pa internetwebstedet
www.dein-macbook.de. For at deltage skulle internetbrugerne angive deres navn og
adresse pa et websted med afkrydsningsfelter. Det felt, hvorved der blev givet tilladelse
til installation af cookies, var forudafkrydset.

Bundesverband der Verbraucherzentralen (den tyske sammenslutning af
forbrugerorganisationer) (herefter »Bundesverband«) indbragte sagen for
Bundesgerichtshof (forbundsdomstol, Tyskland), som var i tvivl om, hvorvidt indhentelse
af samtykke hos brugerne ved hjaelp af det forudafkrydsede felt var gyldigt, og om
omfanget af den oplysningspligt, der pahvilede tjenesteudbyderen.

Anmodningen om preajudiciel afggrelse vedrgrte naermere bestemt fortolkningen af
begrebet »samtykke« som omhandlet i direktivet om databeskyttelse inden for
elektronisk kommunikation, sammenholdt med direktiv 95/46/EF og med den generelle
forordning om databeskyttelse.

Domstolen bemaerkede for det farste, at artikel 2, litra h), i direktiv 95/46/EF, som artikel
2, litraf), i direktivet om databeskyttelse inden for elektronisk kommunikation henviser
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til, definerer samtykke som »enhver frivillig, specifik og informeret viljestilkendegivelse,
hvorved den registrerede indvilligeri, at personoplysninger, der vedrgrer den
pagaeldende selv, ggrestil genstand for behandling«. Den anferte, at kravet om en viljes-
»tilkendegivelse«fra den registreredes side tydeligt peger pa en aktiv og ikke passiv
adfaerd. Et samtykke givet ved hjzelp af et forudafkrydset felt indebaererimidlertid ikke
en aktiv adfaerd frabrugeren af et internetwebsteds side. Tilblivelseshistorien for artikel
5, stk. 3,i direktivet om databeskyttelse inden for elektronisk kommunikation, som siden
aendringen heraf ved direktiv 2009/136 har fastsat, at brugeren skal have »givet sit
samtykke« til placeringen af cookies, synes desuden at indikere, at det ikke laengere pa
forhand kan formodes, at brugeren giver samtykke, og at dette skal felge af en aktiv
adfeerd fra dennes side. Endelig er et aktivt samtykke nu fastsatved den generelle
forordning om databeskyttelse, hvis artikel 4, nr. 11), kraever enviljestilkendegivelsei
form af bl.a. en »klar bekraeftelse«, og hvis 32. betragtning udtrykkeligt udelukker, at
»[t]lavshed, forudafkrydsede felter eller inaktivitet« kan udgare samtykke.

Domstolen fastslog derfor, at et samtykke ikke er gyldigt afgivet, nar lagring af
oplysninger eller adgangtil oplysninger, som allerede er lagret pa brugeren af et
internetwebsteds terminaludstyr, tillades ved et forudafkrydset felt, som brugeren skal
veelge fra for at naegte at give sit samtykke.

For det andet konstaterede Domstolen, at artikel 5, stk. 3, i direktivet om databeskyttelse
inden for elektronisk kommunikation har til formal at beskytte brugeren mod indgreb i
dennes privatsfeere, uanset om dette indgreb vedrgrer personoplysninger eller ej. Det
folger heraf, at begrebet »samtykke« ikke skal fortolkes forskelligt, alt efter om de
lagrede eller konsulterede oplysningeri brugeren af et internetwebsteds terminaludstyr
udger personoplysninger eller ej.

For det tredje anfgrte Domstolen, at artikel 5, stk. 3, i direktivet om databeskyttelse
inden for elektronisk kommunikation kraever, at brugeren har givet sit samtykke efter at
have modtaget klare og fyldestggrende oplysninger, bl.a. om formalet med
behandlingen. Klare og fyldestggrende oplysninger indebaerer imidlertid, at brugeren er
i stand til uden besvaer at bestemme folgerne af det eventuelle samtykke og at sikre, at
dette samtykke gives med fuldt kendskab til falgerne. | denne henseende udtalte
Domstolen, at oplysninger om cookiernes funktionsvarighed og om tredjemands
mulighed for at fa adgang til disse cookies indgar blandt de klare og fyldestgarende
oplysninger, som tjenesteudbyderen skal give til brugeren af et internetwebsted.

Dom af 16. juli 2020, Facebook Ireland og Schrems (C-311/18 EU:C:2020:559)

Den generelle forordning om databeskyttelse 23 (herefter
»databeskyttelsesforordningen«) bestemmer, at overfarsel af personoplysninger til et

2 Europa-Parlamentets og Rdets forordning (EU) 2016/679 af 27.4.2016 om beskyttelse af fysiske personer i forbindelse med behandling af

personoplysninger og om fri udveksling af sddanne oplysninger og om ophaevelse af direktiv 95/46/EF (EUT2016,L 119,s. 1).
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tredjeland principielt kun ma finde sted, hvis det pagaldendetredjeland sikrer et
tilstraekkeligt beskyttelsesniveau for disse oplysninger. Ifglge denne forordning kan
Kommissionen fastslg, at et tredjeland som fglge af sin nationale lovgivning eller sine
internationale forpligtelser sikrer et tilstraekkeligt beskyttelsesniveau 4. Hvis der ikke er
vedtaget en sadan afgerelse om tilstraekkeligheden af beskyttelsesniveauet, ma en
overfarsel af personoplysninger kun foretages, hvis dataeksportgren, som er etablereti
Unionen, giver de forngdne garantier, der bl.a. kan felge af standardbestemmelser om
databeskyttelse vedtaget af Kommissionen, og hvis de registrerede har rettigheder, som
kan handhaves, og adgang til effektive retsmidler .

Databeskyttelsesforordningen fastsaetter desuden praecist, pa hvilke betingelseren
sadan overfgrsel ma finde sted i mangel af en afggrelse om tilstraekkeligheden af
beskyttelsesniveauet eller forn@dne garantier 2°.

Maximillian Schrems, der er gstrigsk statsborger med bopaeli @strig, har veeret bruger af
Facebook siden 2008. Ligesom det er tilfaeldet for de gvrige brugere med bopaeli EU,
overfgrer Facebook Ireland Maximillian Schrems’ personoplysninger helt eller delvist til
servere i USA, der tilhgrer Facebook Inc., hvor de er genstand for en behandling.
Maximillian Schrems indgav en klage til den irske tilsynsmyndighed, som i det vaesentlige
gik ud pa at fa forbudt disse overfersler. Han gjorde gaeldende, at USA's lovgivning og
praksis ikke giver en tilstraekkelig beskyttelse mod de offentlige myndigheders adgang til
de oplysninger, der overfares til USA. Denne klage blev afsldetbl.a. med den
begrundelse, at Kommissionen i beslutning 2000/520 ?’ (den sakaldte »safe harbor«-
beslutning) havde fastsladet, at USA sikrede et tilstraekkeligt beskyttelsesniveau. Ved dom
af 6. oktober 2015 kendte Domstolen, som havde faet forelagt et praejudicielt spgrgsmal
af High Court (reti farste instans, Irland), denne beslutning ugyldig (herefter »Schrems |-
dommenc) %8.

Efter Schrems|-dommen og denirske rets efterfalgende annullation af afgerelsen om
afslag pa Maximillian Schrems’ klage opfordrede denirske tilsynsmyndighed Maximillian
Schrems til at omformulere sin klage i lyset af, at Domstolen havde kendt beslutning
2000/520 ugyldig. Maximillian Schrems fastholdt i sin omformulerede klage, at USA ikke
sikrer en tilstraekkelig beskyttelse af de oplysninger, som overfgres til dette land. Han
anmodede om, at de overfgrsler af hans personoplysninger fra EU til USA, som
Facebook Ireland nu foretager pa grundlag af standardbestemmelserne om beskyttelse i
bilaget til afgarelse 2010/87 %%, fremadrettet suspenderes eller forbydes. Eftersom den
irske tilsynsmyndighed var af den opfattelse, at behandlingen af Maximillian Schrems'

% Databeskyttelsesforordningens artikel 45.

Databeskyttelsesforordningens artikel 46, stk. 1, og artikel 46, stk. 2, litra c).

Databeskyttelsesforordningens artikel 49.

Kommissionens beslutning af 26.7.2000 i henhold til Europa-Parlamentets og Radets direktiv 95/46/EF om tilstraekkeligheden af den
beskyttelse, der opnds ved hjaelp af safe harbor-principperne til beskyttelse af privatlivets fred og de dertil hgrende hyppige spgrgsmal fra
det amerikanske handelsministerium (EFT 2000, L 215, s. 7).

% Domstolens dom af 6.10.2015, Schrems (C-362/14, EU:C:2015:650).

¥ Kommissionens afgarelse af 5.2.2010 om standardkontraktbestemmelser for videregivelse af personoplysninger til registerfarere etableret i
tredjelande i henhold til Europa-Parlamentets og Radets direktiv 95/46/EF (EUT 2010, L 39, s.5), som andret ved Kommissionens
gennemfarelsesafgarelse (EU) 2016/2297 af 16.12.2016 (EUT 2016, L 344, s. 100).
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klage navnlig afhang af gyldigheden af afggrelse 2010/87, indledte den en procedure
ved High Court (reti fgrste instans) med henblik pd, at denne anmodede Domstolen om
en praejudiciel afggrelse. Efter indledningen af denne procedure har Kommissionen
vedtaget afgerelse 2016/1250 om tilstraekkeligheden af den beskyttelse, der opnas ved
hjeelp af EU's og USA's veern om privatlivets fred * (den sdkaldte afgerelse om »vaernet
om privatlivets fred«).

Den foreleeggende ret snskede med sin anmodning om en praejudiciel afgerelse oplyst,
om databeskyttelsesforordningen finder anvendelse pa overfersler af
personoplysninger baseret pa standardbestemmelser om beskyttelse i afggrelse
2010/87, hvilket beskyttelsesniveau der kraeves efter denne forordningi forbindelse
med en sadan overfarsel, og hvilke forpligtelser tilsynsmyndighederne har i denne
sammenhang. High Court (reti ferste instans) rejste desuden spgrgsmalet om
gyldigheden af bade afgerelse 2010/87 og afgerelse 2016/1250.

Domstolen konstaterede i sindom, at undersggelsen af afggrelse 2010/87 i lyset af
chartret om grundlaeggende rettighederintet havde frembragt, der kunne pavirke
gyldigheden af denne afggrelse. Derimod fastslog Domstolen, at afggrelse 2016/1250 er

ugyldig.

Domstolen fastslog ferst og fremmest, at EU-retten og navnlig
databeskyttelsesforordningen finder anvendelse pa en overfersel af personoplysninger,
der foretages til forretningsmaessige formal af en erhvervsdrivende, der er etablereti en
medlemsstat, til en anden erhvervsdrivende, der er etablereti et tredjeland, selv om
disse oplysninger under eller efter overferslen kan blive behandlet af det pageeldende
tredjelands myndigheder af hensyn til den offentlige sikkerhed, forsvaret og statens
sikkerhed. Domstolen praeciserede, at denne type behandling af oplysninger foretaget af
et tredjelands myndigheder ikke kan udelukke en sddan overfgrsel fra
anvendelsesomradet for forordningen.

Med hensyn til det beskyttelsesniveau, som kraeves i forbindelse med en sddan
overfarsel, fastslog Domstolen, at de krav, som i denne henseende er fastsatved
databeskyttelsesforordningens bestemmelser, og som vedrgrer forngdne garantier,
rettigheder, som kan handhaeves, og effektive retsmidler, skal fortolkes sdledes, at
personer, hvis oplysninger overferestil et tredjeland pa grundlag af
standardbestemmelser om databeskyttelse, skal vaere omfattet af et beskyttelsesniveau,
deridet vaesentlige svarer til det niveau, der er sikret i Unionen ved denne forordning,
sammenholdt med chartret. Domstolen praciserede i denne sammenhaeng, at der ved
vurderingen af dette beskyttelsesniveau skal tages hensyn til bade de kontraktvilkar,
som er aftalt mellem dataeksportegren, der er etableret i Unionen, og modtageren af
overferslen, der er etablereti det pageeldendetredjeland, og - for sa vidt angaren

% Kommissionens gennemfarelsesafgarelse (EU) 2016/1250 af 12.7.2016 i henhold til Europa-Parlamentets og R&dets direktiv 95/46/EF om

tilstraekkeligheden af den beskyttelse, der opnas ved hjeelp af EU's og USA's veern om privatlivets fred (EUT 2016, L 207, s. 1).
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eventuel adgang for dette tredjelands offentlige myndigheder til de sdledes overferte
personoplysninger - til de relevante forhold i dettes retssystem.

Hvad angar tilsynsmyndighedernes forpligtelser i forbindelse med en sadan overfersel
fastslog Domstolen, at medmindre der foreligger en afgerelse om tilstraekkeligheden af
beskyttelsesniveauet, som er gyldigt vedtaget af Kommissionen, har disse myndigheder
bl.a. pligt til at suspendere eller forbyde en overfersel af personoplysninger til et
tredjeland, safremt de - i lyset af de omstaendigheder, der kendetegner denne
overfarsel - finder, at standardbestemmelserne om databeskyttelse ikke er overholdt
eller ikke kan overholdesi dette land, og at det ikke er muligtved andre midler at sikre
den beskyttelse af de overferte oplysninger, som kraeves efter EU-retten, hvis
dataeksportgren, som er etablereti Unionen, ikke selv har suspenderet overfarslen eller
bragt den til opher.

Domstolen undersggte herefter gyldigheden af afggrelse 2010/87. Ifglge Domstolen
rejser den omstaendighed alene, at standardbestemmelserne om databeskyttelsei
denne afggrelse som falge af deres kontraktlige karakter ikke er bindende for
myndighederne i det tredjeland, som oplysningerne kan blive overfegrt til, ikke tvivl om
gyldigheden af denne afggrelse. Domstolen praciserede, at gyldigheden af afggrelsen
derimod afhaenger af, om den omfatter effektive mekanismer, som i praksis ger det
muligt at sikre, at det i EU-retten kraevede beskyttelsesniveau overholdes, og at
overferslerne af personoplysninger pa grundlag af sddanne bestemmelser suspenderes
eller forbydes, hvis disse bestemmelser overtraedes, eller hvis det er umuligt at
overholde dem. Domstolen konstaterede, at afgarelse 2010/87 fastsatter sddanne
mekanismer. | denne henseende fremhaevede Domstolen navnlig, at denne afggrelse
indferer en pligt for dataeksporteren og modtageren af overfarslentil forudgaende at
undersgge, om dette beskyttelsesniveau er overholdt i det pagaeldende tredjeland, og
forpligter modtageren af overferslen til at underrette dataeksporteren, safremt den
pagaeldende ikke er i stand til at overholde standardbestemmelserne om beskyttelse,
hvorefter det pahviler dataeksportgren at suspendere dataoverfarslen og/eller ophaeve
kontrakten med modtageren.

Domstolen undersggte endelig gyldigheden af afggrelse 2016/1250i lyset af de krav, der
folger af databeskyttelsesforordningen, sammenholdt med chartrets bestemmelser om
respekt for privatlivet og familielivet, beskyttelsen af personoplysninger og retten til en
effektivdomstolsbeskyttelse. | denne henseende fremhaevede Domstolen, at denne
afgarelse, ligesom beslutning 2000/520, giver forrang til kravene vedrgrende den
nationale sikkerhed, den offentlige interesse og overholdelsen af den amerikanske
lovgivning og saledes abner op for, at der ggresindgreb i de grundlaeeggende rettigheder
for de personer, hvis personoplysninger bliver overfart til dette tredjeland. Ifalge
Domstolen er de begraensninger af beskyttelsen af personoplysninger, som felger af
USA’s nationale bestemmelser om de amerikanske offentlige myndigheders adgangtil
og brug af sddanne oplysninger, der overferes fra Unionen til dette tredjeland, og som
Kommissionenvurderedei afggrelse 2016/1250, ikke afgreenset pa en sddan made, at
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de lever op til krav, som i det vaesentlige svarer til dem, der er foreskreveti EU-retten
ved proportionalitetsprincippet, for sa vidt som de overvagningsprogrammer, der er
baseret pa disse bestemmelser, ikke er begraenset til det strengt ngdvendige. Pa
grundlag af konstateringerne i denne afgerelse fremhavede Domstolen, at for sa vidt
angar visse overvagningsprogrammer lader disse bestemmelser paingen made fremga,
atder er begraensninger af befgjelsen i medfer af disse til at gennemfare
overvagningsprogrammerne, og heller ikke, at der er garantier for ikke-amerikanske
personer, som potentielt kan veere omfattet af dem. Domstolen tilfgjede, at selvom de
samme bestemmelser fastsaetter krav, som de amerikanske myndigheder skal
overholde ved gennemfgrelsen af de pagaldende overvagningsprogrammer, giver de
ikke de registrerede rettigheder, som kan handhaves over for de amerikanske
myndigheder ved domstolene.

Med hensyn til kravet om domstolsbeskyttelse fastslog Domstolen, ati modsaetning til,
hvad Kommissionen konstaterede i afggrelse 2016/1250, tilvejebringer den
ombudsmandsmekanisme, som er omhandleti denne afggrelse, ikke et retsmiddel for
et organ, som giver de registrerede garantier, der i det vaesentlige svarer tildem, der
kraeves i EU-retten, sdledes at detsikres, bade at den ombudsmand, som er oprettet ved
denne mekanisme, er uathaengig, og at der findes bestemmelser, som giver denne
ombudsmand befgjelse til at traeffe bindende afggrelseri forhold til de amerikanske
efterretningstjenester. Af samtlige disse grunde fastslog Domstolen, at afggrelse
2016/1250 er ugyldig.

Dom af 2. marts 2021 (Store Afdeling), Prokuratuur (Betingelser for adgang til oplysninger om
elektronisk kommunikation) (C-746/18, EU:C:2021:152)

Der var i Estland blevetindledt en straffesag mod H.K. for tyveri, brugaf en anden
persons bankkort og voldshandlinger mod personer, der deltogi en retssag. H.K. blevaf
enretifgrste instans idemt en frinedsstraf pato ar for disse lovovertraedelser. Denne
afgarelse blev derefter stadfeestet i appelinstansen.

De politirapporter, der 13 til grund for konstateringen af disse lovovertraedelser, var bl.a.
blevet udfaerdiget pa grundlag af personoplysninger, som var blevet genereret i
forbindelse med leveringen af elektroniske kommunikationstjenester. Riigikohus
(overste domstol, Estland), ved hvilken H.K. iveerksatte kassationsappel, var i tvivl om,
hvorvidt de betingelser, hvorunder efterforskningsmyndigheden havde faet adgang til
disse data, var i overensstemmelse med EU-retten3'.

3 Narmere bestemt artikel 15, stk. 1, i Europa-Parlamentets og Radets direktiv 2002/58/EF af 12.7.2002 om behandling af personoplysninger

og beskyttelse af privatlivets fred i den elektroniske kommunikationssektor (direktiv om databeskyttelse inden for elektronisk
kommunikation) (EFT 2002, L 201, s.37), som andret ved Europa-Parlamentets og Radets direktiv 2009/136/EF af 25.11.2009 (EUT 2009,
L 337, s.11) (herefter »direktivet om databeskyttelse inden for elektronisk kommunikation«), sammenholdt med artikel 7, 8 og 11 samt
artikel 52, stk. 1, i Den Europaeiske Unions charter om grundlaeggende rettigheder (herefter »chartretq).
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Tvivlen vedrerte for det farste spergsmalet om, hvorvidt varigheden af den periode, i
hvilken efterforskningsmyndigheden har haftadgangtil dataene, er et kriterium, der
giver mulighed for at bedemme alvoren af detindgrebi de pagzeldende personers
grundlaeggende rettigheder, som denne adgang udger. Hvad angar de tilfalde, hvor
denne periode er meget kort, eller maengden af indsamlede data er meget begraenset,
var den forelaeggende ret i tvivl om, hvorvidt formdlet om generel bekeempelse af
kriminalitet og ikke blot bekaempelse af grov kriminalitet kunne begrunde et sadant
indgreb. For det andet var den foreleeggendereti tvivlom, hvorvidt den estiske
anklagemyndighed, henset til de forskellige opgaver, som denne var tillagt ved den
nationale lovgivning, udgjorde en »uafhaengig« administrativ myndighed som omhandlet
i dommen i sagen Tele2 Sverige og Watson m.fl. 32, der kunne give
efterforskningsmyndigheden adgang til de omhandlede data.

Ved dom afsagt af Store Afdeling fastslog Domstolen, at direktivet om databeskyttelse
inden for elektronisk kommunikation i lyset af chartret er til hinder for en national
lovgivning, der giver offentlige myndigheder adgang til trafikdata eller lokaliseringsdata,
som kan tilvejebringe oplysninger om den kommunikation, som en bruger har foretaget
ved hjaelp af et elektronisk kommunikationsmiddel, eller om placeringen af det
terminaludstyr, som den pagaeldende gor brug af, og som kan gare det muligt at drage
praecise slutninger om den pagealdendes privatliv, med henblik pa at foretage
forebyggelse, efterforskning, afslering og retsforfelgning i straffesager, uden at denne
adgang er begraenset til de procedurer, der har til formal at bekaeempe grov kriminalitet
eller at forebygge alvorlige trusler mod den offentlige sikkerhed. Ifglge Domstolen er
varigheden af den periode, for hvilken der er anmodet om adgangtil disse data, og
maengden eller arten af de data, der er tilgaengelige i en sddan periode, uden betydning i
denne henseende. Domstolen bemaerkede desuden, at samme direktiv i lyset af chartret
er til hinder for en national lovgivning, der tilleegger anklagemyndigheden befgijelse til at
give en offentlig myndighed adgang til trafikdata og lokaliseringsdata i forbindelse med
en strafferetlig efterforskning,

Hvad angar betingelserne for, at offentlige myndigheder med henblik pa forebyggelse,
efterforskning, afslering og retsforfelgning i straffesager kan gives adgang til trafikdata
og lokaliseringsdata, som er lagret af udbydere af elektroniske
kommunikationstjenester, som fglge af en foranstaltning, der er vedtaget i henhold til
direktivet om databeskyttelse inden for elektronisk kommunikation 33, henviste
Domstolen til, hvad den havde fastsldet i dommen i sagen La Quadrature du Net m.fl. 34,
Dette direktiv tillader saledes medlemsstaterne bl.a. med henvisning til disse hensyn at
vedtage lovgivningsmaessige foranstaltninger, der har til formal at begraense
raekkevidden af de rettigheder og forpligtelser, der er fastsati dette direktiv, herunder
forpligtelsentil at sikre fortroligheden af kommunikation og af trafikdata 3, safremt

32 Dom af 21.12.2016, Tele2 Sverige og Watson m.fl. (C-203/15 og C-698/15, EU:C:2016:970, praemis 120).

#  Artikel 15, stk. 1, i direktiv 2002/58.

3 Dom af 6.10.2020, La Quadrature du Net m.fl.(C-511/18, C-512/18 og C-520/18, EU:C:2020:791, preemis 166-169).
*  Artikel 5, stk. 1, i direktiv 2002/58.
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dette sker i overensstemmelse med EU-rettens generelle principper, som bl.a. omfatter
proportionalitetsprincippet og de grundlaeggende rettigheder, der er sikret ved
chartret 3, | denne forbindelse er direktivet til hinder for lovgivningsmaessige
foranstaltninger, der i forebyggende gjemed paleegger udbydere af elektroniske
kommunikationstjenester at foretage generel og udifferentieret lagring af trafikdata og
lokaliseringsdata.

Hvad angar det med den omhandlede lovgivning forfulgte formdl om forebyggelse,
efterforskning, afslering og retsforfglgning i straffesager var Domstolen af den
opfattelse, at deti overensstemmelse med proportionalitetsprincippet kun er
bekaempelse af grov kriminalitet eller forebyggelse af alvorlige trusler mod den
offentlige sikkerhed, der kan begrunde offentlige myndigheders adgang til en samling af
trafikdata eller lokaliseringsdata, som kan gere det muligt at drage praecise slutninger
vedrgrende de bergrte personers privatliv, uden at andre faktorer vedrgrende
forholdsmaessigheden af en anmodning om adgang, sdsom varigheden af den periode,
for hvilken der anmodes om adgang til sddanne data, kan fere til, at formalet om
forebyggelse, efterforskning, afslaring og retsforfelgning i straffesageri almindelighed
kan begrunde en sadan adgang.

Hvad angar den befgjelse, som anklagemyndigheden var tillagt, til at give en offentlig
myndighed adgang til trafikdata og lokaliseringsdata med henblik pa at lede en
strafferetlig efterforskning, bemaerkede Domstolen, at det tilkommer national ret at
fastseette de betingelser, hvorunder udbydere af elektroniske kommunikationstjenester
skal give de kompetente nationale myndigheder adgang til de data, som de rader over.
For at opfylde kravet om proportionalitet skal en sadan lovgivning imidlertid fastsaette
klare og praecise regler, der regulerer raekkevidden og anvendelsen af den pagaeldende
foranstaltning, og som opstiller en raekke mindstekrav, sdledes at de personer, hvis
personoplysninger er berert, rader over tilstraekkelige garantier, der ger det muligt
effektivt at beskytte disse oplysninger mod risikoen for misbrug. Denne lovgivning skal
vaere retligt bindende i national ret og angive, under hvilke omstaendigheder og pa hvilke
betingelser der kan vedtages en foranstaltning om behandling af sddanne oplysninger,
hvorved det sikres, at indgrebet begraenses til det strengt nedvendige.

Domstolen bemarkede, at det med henblik pdi praksis at sikre fuld iagttagelse af disse
betingelser er afggrende, at de kompetente nationale myndigheders adgang til de
lagrede data er undergivet en forudgdende kontrol, der foretages af enten en domstol
eller en uafhangigadministrativenhed, og at denne domstols eller enheds afggrelse
skal traeffes pd grundlag af en begrundet anmodning, som navnlig fremsaettes af disse
myndigheder inden for rammerne af procedurer med henblik pa forebyggelse, afslgring
eller strafferetlig forfelgning. | et beherigt begrundet hastende tilfeelde skal denne
kontrol foretages hurtigst muligt.

% Navnlig chartrets artikel 7, 8 og 11 samt artikel 52, stk. 1.
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| denne henseende praeciserede Domstolen, at den forudgaende kontrol bl.a. kraever, at
den domstol eller enhed, der har til opgave at foretage denne kontrol, har allede
befgjelser og frembyder alle de garantier, der er ngdvendige for at sikre en afvejning af
de forskellige bergrte interesser og rettigheder. Hvad neermere bestemt angar en
strafferetlig efterforskning kraever en sadan kontrol, at denne domstol eller denne
enhed eristandtil at sikre en rimeligligevaegt mellem dels de interesser, der er
forbundet med, hvad der er ngdvendigt af hensyn til efterforskningen i forbindelse med
bekaempelsen af kriminalitet, dels den grundlaeggende ret til respekt for privatlivet og
beskyttelsen af personoplysninger for sa vidt angar de personer, hvis oplysninger er
berert af adgangen. Nar denne kontrol ikke foretages af en domstol, men af en
uafhaengig administrativ enhed, skal denne have en status, der ggr det muligt for den at
udfere sine opgaver paen objektiv og upartisk made og i denne forbindelse at handle
uden udefrakommende indflydelse.

Domstolen bemaerkede, at det heraf fglger, at det krav om uafhaengighed, som den
myndighed, der hartil opgave at udfere den forudgdende kontrol, skal opfylde,
indebaerer, at denne myndighed skal veere udenforstaendei forhold til den myndighed,
der anmoder om adgang til dataene, saledes at den fgrstnavnte myndighed er i stand il
at foretage dennekontrol pa en objektiv og upartisk made uden nogen form for
udefrakommende indflydelse. Navnlig inden for det strafferetlige omrade indebaerer
kravet om uafhaengighed, at den myndighed, der har til opgave at foretage denne
forudgdende kontrol, for det fagrste ikke er involveret i den pagaeldende strafferetlige
efterforskning og, for det andet er neutral i forhold til parternei straffesagen. Dette er
ikke tilfaeldet for en anklagemyndighed, der leder efterforskningen, og som i givet fald
udever patalekompetencen, sdledes som det er tilfaeldet for den estiske
anklagemyndighed. Det fglger heraf, at anklagemyndigheden ikke er i stand til at
foretage den ovenfor naevnte forudgaende kontrol.

Domme af 6. oktober 2020 (Store Afdeling), Privacy International (C-623/17,EU:C:2020:790) og
La Quadrature du Netm.fl. (C-511/18, C-512/18 og C-520/18 EU:C:2020:791)

Domstolen har i de seneste ari flere domme taget stilling til spgrgsmalet om lagring af
og adgang til personoplysninger inden for omradet for elektronisk kommunikation ’.

¥ Idom af 8.4.2014, Digital Rights Ireland m.fl. (C-293/12 og C-594/12, EU:C:2014:238), fastslog Domstolen, at Europa-Parlamentets og R&dets
direktiv 2006/24/EF af 15.3.2006 om lagring af data genereret eller behandlet i forbindelse med tilvejebringelse af offentligt tilgaengelige
elektroniske kommunikationstjenester eller elektroniske kommunikationsnet og om aendring af dir ektiv 2002/58/EF (EUT 2006, L 105, s. 54)
var ugyldigt med den begrundelse, at det indgreb i retten til respekt for privatlivet og retten til beskyttelse af personoplysninger, der er
anerkendt i Den Europaeiske Unions charter om grundlaeggende rettigheder (herefter »chartret«), som den generelleforpligtelse til at lagre
trafik- og lokaliseringsdata, der er fastsat i dette direktiv, indebar, ikke var begraenset til det strengt nedvendige. | dom af 21.12.2016, Tele2
Sverige og Watson m.fl. (C-203/15 og C-698/15, EU:C:2016:970), anlagde Domstolen efterfglgende en fortolkning af artikel 15, stk. 1, i
Europa-Parlamentets og Radets direktiv 2002/58/EF af 12.7.2002 om behandling af personoplysninger og beskyttelse af privatlivets fred
den elektroniske kommunikationssektor (direktiv.om databeskyttelse inden for elektronisk kommunikation) (EFT 2002, L 201, s.37), som
@ndret ved Europa-Parlamentets og Radets direktiv 2009/136/EF af 25.11.2009 (EUT 2009, L 337, s.11) (herefter »direktivet om
databeskyttelse inden for elektronisk kommunikation«). Denne artikel giver medlemsstater befgjelse til af hensyn til beskyttelsen af bl.a. den
nationale sikkerhed at vedtage »retsforskrifter«med det formal at begraense raskkevidden af visse af de rettigheder og forpligtelser, der er
fastsat i direktivet. Endelig anlagde Domstolen i dom af 2.10.2018, Ministerio Fiscal (C-207/16, EU:C:2018:788), en fortolkning af denne
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Den retspraksis, der fglger heraf, navnligdommeni sagen Tele2 Sverige og Watson m.fl,,
hvori Domstolen bl.a. fastslog, at medlemsstaterne ikke kan paleegge udbydere af
elektroniske kommunikationstjenester en forpligtelse til at foretage generel og
udifferentieretlagring af trafik- og lokaliseringsdata, har givet anledning til
betaenkeligheder hos visse stater, som har udtrykt bekymring for, at de er blevet
frataget etinstrument, som efter deres opfattelse er ngdvendigt for at beskytte den
nationale sikkerhed og for at bekeempe kriminalitet.

Det er pa denne baggrund, at Investigatory Powers Tribunal (domstol for
efterforskningsbefgjelser, Det Forenede Kongerige) (Privacy International, sag C-623/17),
Conseil d’Etat (gverste domstol i forvaltningsretlige sager, Frankrig) (La Quadrature du
Net m.fl., forenede sager C-511/18 og C-512/18) og Cour constitutionnelle
(forfatningsdomstol, Belgien) (Ordre des barreaux francophones et germanophone m.fl,,
sag C-520/18) var blevet forelagt tvister vedrerende lovligheden af de lovgivninger, som
visse af disse medlemsstater har vedtaget inden for disse omrader, og som navnlig
foreskriver en forpligtelse for udbydere af elektroniske kommunikationstjenester til at
foretage overfgringtil en offentlig myndighed eller generel og udifferentieretlagring af
brugernes trafik- og lokaliseringsdata.

Ved to domme afsagt af Store Afdeling den 6. oktober 2020 fastslog Domstolen
indledningsvis, at direktivet om databeskyttelse inden for elektronisk kommunikation
finder anvendelse pa nationale lovgivninger, der paleegger udbydere af elektroniske
kommunikationstjenester med henblik pa beskyttelse af den nationale sikkerhed og
bekaeempelse af kriminalitet at foretage behandlinger af personoplysninger, sésom
overfering af disse oplysninger til offentlige myndigheder eller lagring heraf. Domstolen
bekraeftede den praksis, der fglger af dommen i sagen Tele2 Sverige og Watson m.fl., i
hvilken forbindelse en generel og udifferentieret lagring af trafik- og lokaliseringsdata
var blevet anset for at veere uforholdsmaessig, og foretog desuden en praecisering
navnlig af omfanget af de befgjelser, som dette direktiv tilleegger medlemsstaterne med
hensyn til at foretage lagring af sddanne data med henblik pa de ovenfor naevnte formal.

Domstolen sgrgede farstfor at fjerne den tvivl om, hvorvidt direktivetom
databeskyttelse inden for elektronisk kommunikation fandt anvendelse, der var blevet
givet udtryk for i de foreliggende sager. Flere medlemsstater, der havde indgivet
skriftlige indlaeg til Domstolen, havde nemlig givet udtryk for forskellige opfattelser i
denne henseende. De havde bl.a. gjort geeldende, at dette direktiv ikke fandt anvendelse
pa de omhandlede nationale lovgivninger, for sa vidt som disse lovgivninger havde til
formal at beskytte den nationale sikkerhed, der henhgrer under deres enekompetence,
saledes som det bl.a.fremgar af artikel 4, stk. 2, tredje punktum, TEU. Domstolen var
imidlertid af den opfattelse, at nationale lovgivninger, der palaegger udbydere af
elektroniske kommunikationstjenester at foretage lagring af trafik- og lokaliseringsdata
eller at foretage overfering af disse data til de nationale sikkerheds- og

samme artikel 15, stk. 1, i en sag, der vedrerte offentlige myndigheders adgang til data om den civile identitet pa brugerne af elektroniske
kommunikationsmidler.
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efterretningstjenester med henblik pa dette formal, var omfattet af anvendelsesomradet
for direktivet.

Domstolen bemaerkede derefter, at direktivet om databeskyttelse inden for elektronisk
kommunikation 38 ikke tillader, at en fravigelse af den principielle forpligtelse til at sikre
fortroligheden af elektronisk kommunikation og de dermed forbundne data og af
forbuddet mod lagring af disse data bliver hovedreglen. Dette indebzerer, at dette
direktiv kun tillader medlemsstaterne, bl.a. af hensyn til den nationale sikkerhed, at
vedtage lovgivningsmaessige foranstaltninger, der har til formal at begraense
raekkevidden af de rettigheder og forpligtelser, der er fastsati dette direktiv, herunder
forpligtelsentil at sikre fortroligheden af kommunikation og af trafikdata %, safremt
dette sker i overensstemmelse med EU-rettens generelle principper som bl.a. omfatter
proportionalitetsprincippet og de grundlaeggende rettigheder, der er sikret ved
chartret %

| denne forbindelse fastslog Domstolen i Privacy International-sagen, at direktivet om
databeskyttelse inden for elektronisk kommunikation, sammenholdt med chartret, er til
hinder for en national lovgivning, der med henblik pa at beskytte den nationale
sikkerhed palaegger udbydere af elektroniske kommunikationstjenester at foretage
generel og udifferentieret overfering af trafik- og lokaliseringsdata til sikkerheds- og
efterretningstjenesterne. | dommeni sagen La Quadrature du Net m.fl. og i dommeni
sagen Ordre des barreaux francophones et germanophone m.fl. var Domstolen
endvidere af den opfattelse, at dette samme direktiv er til hinder for lovgivningsmaessige
foranstaltninger, der padleegger udbydere af elektroniske kommunikationstjenester i
forebyggende gjemed at foretage generel og udifferentieret lagring af trafik- og
lokaliseringsdata. Disse forpligtelser til at foretage generel og udifferentieret overfering
og lagring af sadanne data udger nemlig seerligt alvorlige indgreb i de grundlaeggende
rettigheder, der er sikret ved chartret, uden at den adfeerd, som de personer, hvis data
er berert, havde udvist, har nogen forbindelse med det formal, der forfulgtes med den
omhandlede lovgivning. P4 samme made fortolkede Domstolen artikel 23, stk. 1,i den
generelle forordning om databeskyttelse 4!, sammenholdt med chartret, sdledes, at
denne bestemmelse er til hinder for en national lovgivning, der paleegger udbydere af
adgang til offentlige onlinekommunikationstjenester og udbydere af hostingtjenester at
foretage generel og udifferentieret lagring navnlig af de personoplysninger, der er
forbundet med brugen af disse tjenester.

Domstolen var til gengeeld af den opfattelse, at i de situationer, hvor den pagaldende
medlemsstatstar over for en alvorlig trussel mod den nationale sikkerhed, der ma anses
for at vaere reel og aktuel eller forudsigelig, er direktivet om databeskyttelse inden for

®  Artikel 15, stk. 1 og 3, i direktiv 2002/58.

* Artikel 5, stk. 1, i direktiv 2002/58.

Navnlig chartrets artikel 7, 8 og 11 samt artikel 52, stk. 1.

# Europa-Parlamentets og Radets forordning (EU)2016/679 af 27.4.2016 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger og om ophavelse af direktiv 95/46/EF (generel forordning om
databeskyttelse) (EUT 2016, L 119, s.1).
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elektronisk kommunikation, sammenholdt med chartret, ikke til hinder for at palaegge
udbydere af elektroniske kommunikationstjenester et pabud om at foretage generel og
udifferentieretlagring af trafik- og lokaliseringsdata. | denne forbindelse preeciserede
Domstolen, at den afgerelse, som fastsaetter dette pabud for en periode, der er
tidsmaessigt begraenset til det strengt ngdvendige, skal kunne geres til genstand for en
effektiv prevelse enten ved en domstol eller en uafhaengig administrativenhed, der
treeffer bindende afggrelser, med henblik pa at kontrollere, om en af disse situationer
foreligger, samtom de betingelser og garantier, der skal veere fastsat, er overholdt.
Under disse samme omstaendigheder er det naevnte direktiv heller ikke til hinder for, at
der bliver foretaget automatiseretanalyse af data, herunder navnlig trafik- og
lokaliseringsdata, der vedrgrer samtlige brugere af elektroniske kommunikationsmidler.

Domstolen tilfgjede, at direktivet om databeskyttelse inden for elektronisk
kommunikation, sammenholdt med chartret, ikke er til hinder for lovgivningsmaessige
foranstaltninger, der gor det muligt i en periode, der er tidsmaessigt begraenset til det
strengt nedvendige, at foretage malrettet lagring af trafik- og lokaliseringsdata, som pa
grundlag af objektive og ikke-diskriminerende forhold var afgreenset ud fra kategorier af
bergrte personer eller ved hjaelp af et geografisk kriterium. Dette direktiv er endvidere
ikke til hinder for sddanne foranstaltninger, der foreskriver generel og udifferentieret
lagring af de IP-adresser, der er tildelt kilden til en kommunikation, for sa vidt som
lagringsperioden er begraenset til det strengt n@dvendige, og heller ikke for sddanne
foranstaltninger, som foreskriver en sadan lagring af data, der vedrerer den civile
identitet pa brugerne af de elektroniske kommunikationsmidler, idet medlemsstaterne i
dette sidstnaevnte tilfaelde ikke har pligttil at begraense lagringen tidsmaessigt. Det
naevnte direktiv er desuden ikke til hinder for en lovgivningsmaessig foranstaltning, der
gor det muligt at foretage hurtig lagring af de data, som tjenesteudbyderne rader over,
nar der opstar situationer, hvori det er nedvendigt at lagre de naevnte data ud over de
lovbestemte frister for datalagring med henblik pa at opklare alvorlige strafbare
handlinger eller angreb mod den nationale sikkerhed, i de tilfeelde, hvor disse strafbare
handlinger eller disse angreb allerede har kunnet konstateres, eller hvor der foreligger
rimelig grund til at mistaenke, at der var begdet sadanne strafbare handlinger eller
angreb.

Domstolen fastslog endvidere, at direktivet om databeskyttelse inden for elektronisk
kommunikation, sammenholdt med chartret, ikke er til hinder for en national lovgivning,
der palaegger udbydere af elektroniske kommunikationstjenester at gere brug af
indsamlingi realtid af bl.a. trafik- og lokaliseringsdata, nar denne indsamling er
begraenset til personer, med hensyn til hvilke der foreligger rimelig grund til at
mistaenke, at de pa den eneeller denanden made er involveret i terrorvirksomhed, og
er underlagt en forudgdende pravelse, der skal foretages af enten en domstol eller en
uafhaengig administrativ enhed, der traeffer bindende afggrelser, for at sikre, aten
sadan indsamling i realtid kun er tilladt inden for rammerne af, hvad der er strengt
nedvendigt. | et behgrigt begrundet hastende tilfeelde skal denne prevelse foretages
hurtigst muligt.
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Endelig behandlede Domstolen spargsmalet om, hvorvidt det er muligt at opretholde de
tidsmaessige virkninger af en national lovgivning, der er fundet uforenelig med EU-
retten. Domstolen fastslog i denne henseende, at en national ret ikke kan anvende en
bestemmmelsei den nationale lovgivning, som giver den bemyndigelse til tidsmaessigt at
begraense virkningerne af en afgerelse om ulovlighed, som deti medfer af denne
lovgivning pahviler denne ret at traeffe, med hensyn til en national lovgivning, der
palaegger udbydere af elektroniske kommunikationstjenester at foretage en generel og
udifferentieretlagring af trafik- og lokaliseringsdata, som er fundet uforenelig med
direktivet om databeskyttelse inden for elektronisk kommunikation, sammenholdt med
chartret.

Med henblik pa at give den nationale ret et hensigtsmaessigt svar bemaerkede
Domstolen pa denne baggrund, at antagelsen og bedemmelsen af beviser, der er
opnaet ved hjzlp af en lagring, som var uforenelig med EU-retten, inden for rammerne
af en straffesag, der er indledt mod personer, som er mistaenkt for at have begdet
kriminelle handlinger, pa EU-rettens nuvaerende udviklingstrin alene henherer under
national ret. Domstolen preeciserede imidlertid, at direktivet om databeskyttelse inden
for elektronisk kommunikation, som fortolket i lyset af effektivitetsprincippet, kraever, at
den nationale ret i straffesager ser bort fra de beviser, der er opnaet ved hjeelp af en
generel og udifferentieret lagring af trafik- og lokaliseringsdata, som er uforenelig med
EU-retten, inden for rammerne af en straffesag, der er indledt mod personer, som er
mistaenkt for at have begaet kriminelle handlinger, nar disse personer ikke er i stand til
effektivt at udtale sigom disse beviser.

Dom af 5. april 2022 (Store Afdeling), Commissioner of An Garda Siochdana m.fl. (C-140/20,
EU:C:2022:258)

| den foreliggende sag blevanmodningen om praejudiciel afggrelse indgivet af Supreme
Court (gverste domstol, Irland) i forbindelse med en civil sag anlagt af en person, dervar
blevet idemt livsvarigt faengsel for et drab begaeti Irland. Den pageeldende gjorde
gaeldende, at visse bestemmelseri den nationale lov om lagring af data genereret i
forbindelse med elektroniske kommunikation 4?var i strid med EU-retten. Trafikdata og
lokaliseringsdata vedrerende den sigtedes telefonopkald var i henhold til denne lov 43
blevet lagretaf udbydere af elektroniske kommunikationstjenester og gjort tilgaengelige
for politimyndighederne. Den forelaeggende rets tvivl vedrerte bl.a. spgrgsmalet, om en
ordning for generel og udifferentieret lagring af disse data i forbindelse med

4 Communication (Retention of Data) Act 2011 (kommunikationsloven (datalagring)). Denne lov blev vedtaget med henblik p& at gennemfare
Europa-Parlamentets og Radets direktiv 2006/24/EF af 15.3.2006 om lagring af data genereret eller behandlet i forbindelse med
tilvejebringelse af offentligt tilgeengelige elektroniske kommunikationstjenester eller elektroniske kommunikationsnet og om a ndring af
direktiv 2002/58/EF (EUT 2006, L 105, s. 54)i den irske retsorden.

®  Loventillader - af grunde, der g&r ud over hensynet til den nationale sikkerhed - i forebyggende gjemed generel og udifferentieret lagring af
trafikdata og lokaliseringsdata vedrerende samtlige abonnenter i to ar.

Juli 2024 39 curia.europa.eu


https://curia.europa.eu/juris/documents.jsf?num=C-140/20

Elektronisk handel og kontraktlige forpligtelser

bekaempelse af grov kriminalitet er forenelig med direktivet om databeskyttelse inden
for elektronisk kommunikation 44, sammenholdt med chartret 4.

Domstolen bekraeftede ved sin dom, der blev afsagt af Store Afdeling, den retspraksis,
der fglger af dommen i sagen La Quadrature du Net m.fl., idet den praeciserede
raekkevidden af denne og bemaerkede, at generel og udifferentieret lagring af trafikdata
og lokaliseringsdata vedrgrende elektronisk kommunikation ikke er tilladt med henblik
pa bekaeempelse af grov kriminalitet og forebyggelse af alvorlige trusler mod den
offentlige sikkerhed. Domstolen bekraeftede ligeledes den retspraksis, der fglger af
Prokuratuur-dommen (Betingelser for adgang til oplysninger om elektronisk
kommunikation) ¢, bl.a. hvad angar forpligtelsentil at undergive de kompetente
nationale myndigheders adgangtil de lagrede data en forudgdende kontrol, der skal
foretages af enten en domstol eller en uafhaengig administrativenhed, sammenlignet
med en politiembedsmand.

Domstolen fastslog for det forste, at direktivet om databeskyttelse inden for elektronisk
kommunikation, sammenholdt med chartret, er til hinder for lovgivningsmaessige
foranstaltninger, der med henblik pa bekampelse af grov kriminalitet og forebyggelse af
alvorlige trusler mod den offentlige sikkerhed i forebyggende gjemed foreskriver
generel og udifferentieret lagring af trafikdata og lokaliseringsdata. Nar der henses til
dels de afskraekkende virkninger for udevelsen af de grundlaeggende rettigheder 4/, som
denne lagring kan have, dels alvoren af detindgreb, som denindebarer, skal en sddan
lagring nemlig udgere undtagelsen og ikke reglen i detsystem, der er indfert ved dette
direktiv, saledes at disse data ikke kan geres til genstand for en systematisk og lgbende
lagring. Kriminalitet, selv ikke seerlig grov kriminalitet, kan ikke sidestilles med en trussel
mod den nationale sikkerhed, for sa vidt som der ved en sadan sidestilling ville kunne
blive indfgrt en mellemkategori mellem den nationale sikkerhed og den offentlige
sikkerhed, med henblik pa at anvende dekrav, der gaelder for ferstnaevnte, pa
sidstnaevnte.

Derimod er direktivet om databeskyttelse inden for elektronisk kommunikation,
sammenholdt med chartret, ikke til hinder for lovgivningsmaessige foranstaltninger, der
med henblik pd bekaeempelse af grov kriminalitet og forebyggelse af alvorlige trusler mod
den offentlige sikkerhed foreskriver malrettet lagring af de trafikdata og
lokaliseringsdata, som pa grundlag af objektive og ikke-diskriminerende forhold er
afgreenset ud fra kategorier af bergrte personer eller ved hjeelp af et geografisk
kriterium, i en periode, der er tidsmaessigt begraenset til det strengt ngdvendige, men
som kan forlaenges. Domstolen tilfgjede, at en sddan lagringsforanstaltning rettet mod
steder ellerinfrastrukturer, der regelmaessigt besages af et meget stort antal personer,
eller strategiske steder, sdsom lufthavne, banegarde, havne eller vejafgiftsomrader, kan

' Neermere bestemt artikel 15, stk. 1, i direktiv 2002/58.

* Navnlig chartrets artikel 7, 8 og 11 samt artikel 52, stk. 1.

Dom af 2.3.2021, Prokuratuur (Betingelser for adgang til oplysninger om elektronisk kommunikation) (C-746/18, EU:C:2021:152).
Y Sikret ved chartrets artikel 7-11.
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gore det muligt for de kompetente myndigheder at indhente oplysninger om
tilstedevaerelsen pa disse steder elleri disse geografiske omrader af de personer, som
dér har brugtet elektronisk kommunikationsmiddel, og heraf drage konklusioner om
disses tilstedevaerelse og aktivitet pa disse steder eller i disse geografiske omrader med
henblik pa bekeempelse af grov kriminalitet. Under alle omstaendigheder kan eventuelle
vanskeligheder ved at opstille de praecise tilfeelde og betingelser, hvorunder der kan ske
en malrettet lagring, ikke begrunde, at medlemsstaterne foreskriver generel og
udifferentieretlagring af trafikdata og lokaliseringsdata.

Det naevnte direktiv, sammenholdt med chartret, er heller ikke til hinder for
lovgivningsmaessige foranstaltninger, der med samme formal for gje foreskriver generel
og udifferentieret lagring af de IP-adresser, der er tildelt kilden til en forbindelse, i en
periode, der er tidsmaessigt begraenset til det strengt ngdvendige, og de data, der
vedrgrer identiteten pa brugerne af elektroniske kommunikationsmidler. Hvad
sidstnaevnte aspekt angar praeciserede Domstolen naermere bestemt, at hverken
direktivet om databeskyttelse inden for elektronisk kommunikation eller nogen anden
EU-retsakt er til hinder for en national lovgivning, der har til formal at bekeempe grov
kriminalitet, og hvorefter erhvervelse af et elektronisk kommunikationsmiddel, sdsom et
forudbetalt SIM-kort, betinges af en kontrol af officielle dokumenter, der fastslar
keberens identitet, og af seelgerens registrering af oplysningerne herom, idet saelgeren
har pligt tili pakommende tilfzelde at give de kompetente nationale myndigheder
adgang til disse oplysninger.

Det samme gaelder for lovgivningsmaessige foranstaltninger, der ligeledes med henblik
pa bekaempelse af grov kriminalitet og forebyggelse af alvorlige trusler mod den
nationale sikkerhed gor det muligt ved en afggrelse fra den kompetente myndighed,
som er underlagt en effektivdomstolsprevelse, at pabyde udbydere af elektroniske
kommunikationstjenester i en begraenset periode at foretage hurtig lagring (»quick
freeze«) af de trafikdata og lokaliseringsdata, som disse tjenesteudbydere rader over.
Det er nemlig kun bekaempelsen af grov kriminalitet og a fortiori beskyttelsen af den
nationale sikkerhed, der kan begrunde en sadan lagring, pa den betingelse, at denne
foranstaltning og adgangentil de sdledes lagrede data holder sig inden for graenserne af
det strengt nedvendige. Domstolen bemaerkede, at en sadan foranstaltning vedrerende
hurtig lagring kan udvides til at omfatte de trafikdata og lokaliseringsdata, der vedrgrer
andre personer end dem, der mistaenkes for at have planlagt eller begdet en alvorlig
strafbar handling eller et angreb mod den nationale sikkerhed, for sa vidt som disse
data pa grundlag af objektive og ikke-diskriminerende forhold kan bidrage til at opklare
en sadan strafbar handling eller et sddant angreb mod den nationale sikkerhed, sdsom
oplysninger om offeret for den strafbare handling eller om den pagzeldendes sociale og
arbejdsmaessige omgangskreds.

Herefter bemaerkede Domstolen imidlertid, at alle de ovennaevnte lovgivningsmaessige
foranstaltninger ved klare og praeciseregler skal sikre, at lagringen af de omhandlede
data er underlagt overholdelsen af de dermed forbundne materielle og
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proceduremaessige betingelser, og at de bergrte personer rader over effektive garantier
mod risikoen for misbrug. De forskellige foranstaltninger til lagring af trafikdata og
lokaliseringsdata kan, efter den nationale lovgiversvalg og inden for graenserne af det
strengt ngdvendige, finde anvendelse samtidig.

Domstolen bemaerkede desuden, at safremt der med henblik pa bekaempelse af grov
kriminalitet blev givet adgang til sddanne data, som er blevet lagret generelt og
udifferentieretfor at handtere en alvorlig trussel mod den national e sikkerhed, ville det
veere i strid med det hierarki af mal af almen interesse, der kan begrunde vedtagelse af
en foranstaltning i henhold til direktivet om databeskyttelse inden for elektronisk
kommunikation “¢, Det ville nemligindebaere, at adgang ville kunne begrundes i et mal
af mindre betydning end det, der har begrundet lagringen, nemlig beskyttelse af den
nationale sikkerhed, med risiko for, at forbuddet mod at foretage en generel og
udifferentieretlagring med henblik pa bekaempelse af grov kriminalitet herved ville blive
bergvet sin effektive virkning.

For det andet fastslog Domstolen, at direktivet om databeskyttelse inden for elektronisk
kommunikation, sammenholdt med chartret, er til hinder for en national lovgivning,
hvorefter den centraliserede behandling af anmodninger om adgang til data lagret af
udbydere af elektroniske kommunikationstjenester, der indgives af politiet i forbindelse
med efterforskning og retsforfelgning af alvorlige strafbare handlinger, pahviler en
politiembedsmand, ogsa selv om vedkommende bistas af en enhed oprettet inden for
politiet, der ved udfgrelsen af sine opgaver har en vis uafhaengighed, og hvis afgerelser
efterfalgende kan underkastes domstolsprgvelse. For det farste opfylder en sddan
embedsmand nemlig ikke de krav om uafhaengighed og upartiskhed, der gaelder for en
administrativ myndighed, der foretager den forudgaende kontrol af anmodninger om
adgang fra de kompetente nationale myndigheder, for sa vidt som vedkommende ikke
er udenforstaende i forhold til disse myndigheder. Selv om en sddan embedsmands
afgerelse kan underkastes en efterfglgende kontrol, kan denne kontrol for det andet
ikke treede i stedet for en uafhaengig og, undtagen i beherigt begrundede hastetilfaelde,
forudgaende kontrol.

Endelig bekraeftede Domstolen for det tredje sin praksis, hvorefter EU-retten er til hinder
for, at en national rettidsmaessigt begraenser virkningerne af en ugyldighedserkleering,
som deti henhold til national ret pahviler denne ret at afsige med hensyn til en national
lovgivning, der paleegger udbydere af elektroniske kommunikationstjenester at foretage
en generel og udifferentieret lagring af trafikdata og lokaliseringsdata, pa grund af
denne lovgivnings uforenelighed med direktivet om databeskyttelse inden for
elektronisk kommunikation. Domstolen bemaerkede imidlertid, at spargsmalet om
antageligheden af beviser, der er fremskaffet ved hjelp af en sddan lagring, i
overensstemmelse med princippet om medlemsstaternes procesautonomi henhgrer

% Dette hierarki er opstillet i Domstolens praksis og navnlig i dom af 6.10.2020, La Quadrature du Net m.fl. (C-511/18, C-512/18 og C-520/18,
EU:C:2020:791), preemis 135 og 136. | henhold til dette hierarki er bekeempelsen af grov kriminalitet mindre vigtig end beskyttelsen af den
nationale sikkerhed.
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under national ret, dog under overholdelse af navnlig sekvivalensprincippet og
effektivitetsprincippet.

Dom af 20. september 2022 (Store Afdeling), SpaceNet og Telekom Deutschland (C-793/19 og C-
794/19, EU:C:2022:702)

| disse forenede sager havde Bundesverwaltungsgericht (forbundsdomstol i
forvaltningsretlige sager, Tyskland), som var forelagt en revisionsanke iveerksat af
Forbundsrepublikken Tyskland til prevelse af to domme, hvorved to selskaber, SpaceNet
AG (sag C-793/19) og Telekom Deutschland GmbH (sag C-794/19), som leverer
internetadgangstjenester, havde faet medhold i deres pastandei de anlagte segsmal,
indgivet to anmodninger om prajudiciel afggrelse. Med disse sggsmal havde
selskaberne anfegtet den forpligtelse, som er palagti tysk lovgivning 4, til at lagre
trafikdata og lokaliseringsdata vedrgrende deres kunders telekommunikation.

Den tvivl, som den forelaeggende ret havde givet udtryk for, vedrerte bl.a. spgrgsmalet
om, hvorvidt direktivet om databeskyttelse inden for elektronisk kommunikation °°,
sammenholdt med Den Europeiske Unions charter om grundleggende rettigheder
(herefter »chartret«) > og med artikel 4, stk. 2, TEU, var til hinder for en national
lovgivning, som navnlig med henblik pa at bekaeempe alvorlige strafbare handlinger eller
forebygge en konkret risiko for den nationale sikkerhed paleegger udbyderne af
offentligt tilgaeengelige elektroniske kommunikationstjenester at foretage en generel og
udifferentieretlagring af disse tjenesters brugeres vaesentligste trafikdata og
lokaliseringsdata, idet der foreskrives en periode for lagringen pa flere uger samt regler
for at sikre de lagrede data en effektiv beskyttelse mod risikoen for misbrug og mod
enhver ulovlig adgang til disse data.

Ved sin dom bekraeftede Domstolen, sat i Store Afdeling, retspraksis efter dommenii
sagen La Quadrature du Net m.fl. og senest dommen i sagen Commissioner of An Garda
Siochana m.fl. 2, idet den praeciserede raekkevidden heraf. Domstolen bemaerkede bl.a.,
aten generel og udifferentieretlagring af trafikdata og lokaliseringsdata vedrgrende
elektronisk kommunikation ikke er tilladti forebyggelsesgjemed med henblik pa
bekaempelsen af grov kriminalitet og forebyggelsen af alvorlige trusler mod den
offentlige sikkerhed.

Domstolen bekraeftede indledningsvis, at direktivet om databeskyttelse inden for
elektronisk kommunikation fandt anvendelse pd den omhandlede nationale lovgivning,
og foretog herefter en didaktisk gennemgang af principperne i medfer af dens praksis,

4 §113a, stk. 1, sammenholdt med § 113b i Telekommunikationsgesetz (lov om telekommunikation) af 22.6.2004 (BGBI. 2004, s. 1190)i den
affattelse, der fandt anvendelse pa tvisten i hovedsagen.

%0 Naermere bestemt artikel 15, stk. 1, i direktiv 2002/58.

' Chartrets artikel 6-8 og 11 samt artikel 52, stk. 1.

2 Dom af 5.4.2022, Commissioner of An Garda Sfochana m.fl. (C-140/20, EU:C:2022:258).
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inden den foretog en detaljeret undersggelse af de kendetegn ved den omhandlede
nationale lovgivning, som den foreleeggende ret havde fremhaevet.

Hvad indledningsvis angar omfanget af de lagrede data bemarkede Domstolen, at den
pligttil lagring, der var fastsat i den omhandlede nationale lovgivning, gjaldt for en
meget bred vifte aftrafikdata og lokaliseringsdata, og at den vedrgrte naesten samtlige
de personer, som befolkningenvar udgjort af, uden at de - end ikke indirekte - befandt
sigien situation, der kunne give anledning til strafferetlig forfglgning. Domstolen
erindrede ligeledes om, at denne lovgivning uden anledning palagde en generel samt
personligt, tidsmaessigt og geografisk udifferentieretlagring af storstedelen af trafikdata
og lokaliseringsdata, hvoraf omfangeti det vaesentlige svarede til omfanget af de data,
som blev lagretide sager, der gav anledningtildommeni sagen La Quadrature du net
m.fl. Henset til denne retspraksis fastslog Domstolen, at en pligttil lagring af data som
den i hovedsagerne omhandlede ikke kunne anses for at veere en malrettet lagring af
data.

Dernaest bemaerkede Domstolen hvad angar perioden for lagringen af data, at det felger
af direktivet om databeskyttelse inden for elektronisk kommunikation *3, at den periode
for lagringen, som er fastsat ved nationale forskrifter, der palaegger en pligt til generel
og udifferentieret lagring, ganske vister én blandt flere relevante faktorer med henblik
pa at afgegre, om EU-retten er til hinder for en sddan forskrift, idet det i naevnte direktiv
kraeves, at denne periode skal vaere »begraenset«. Alvoren af indgrebet, navnlig i
betragtning af dataenes antal og forskelligartethed, felger imidlertid af risikoen for, at de
lagrede data samlet set ggr det muligt at drage meget praecise slutninger vedrgrende
privatlivet for den eller de personer, hvis data er blevet lagret, og isaer giver midler til at
udarbejde en profil for den eller de bergrte personer, som, henset til respekten for
privatlivet, er en lige sa falsom oplysning som selve indholdet af kommunikationen.
Dermed er lagringen af trafikdata eller lokaliseringsdata under alle omstaendigheder af
alvorlig karakter, uanset varigheden af perioden for lagringen og maengden eller arten af
de lagrede data, nar denne samling af data kan gere det muligt at drage sddanne
slutninger >4

Endelig bemaerkede Domstolen hvad angdr de garantier, som tilsigtede at beskytte de
lagrede data mod risikoen for misbrug og mod enhver form for ulovligadgang, med
stette i hidtidig retspraksis, at lagring af sddanne data og adgang hertil udger saerskilte
indgreb i de bergrte personers grundleeggende rettigheder og kraever saerskilte
begrundelser. Heraf falger, at en national lovgivning, der sikrer, at de betingelser, der
folger af retspraksis om adgang til lagrede data, overholdes fuldtud, i sagens natur
hverken kan begraense eller endsige afhjaelpe det alvorlige indgrebi de bergrte
personers rettigheder, der ville felge af en generel lagring af sddanne data.

% Narmere bestemt artikel 15, stk. 1, andet punktum, i direktiv 2002/58.
* Jf. hvad angér adgang til sddanne data dom af 2.3.2021, Prokuratuur (Betingelser for adgang til oplysninger om elektronisk kommunikation)
(C-746/18, EU.C:2021:152, praemis 39).
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For at besvare de argumenter, der var fremfert for den, bemaerkede Domstolen for det
forste, at en trussel mod den nationale sikkerhed skal veere reel og aktuel elleri det
mindste forudsigelig, hvilket forudsaetter, at der foreligger tilstraekkeligt konkrete
omstaendigheder til at kunne begrunde en forskrift om generel og udifferentieret lagring
af trafikdata og lokaliseringsdata i et begraensettidsrum. En sddan trussel adskiller sig
derfor pa grund af sin art, sin alvorlige karakter og den sarlige karakter af de
omstaendigheder, som den udger, fra den generelle og vedvarende risiko i form af
spaendinger eller forstyrrelser, selv alvorlige, for den offentlige sikkerhed og alvorlige
strafbare handlinger. Selv saerlig grov kriminalitet kan saledes ikke sidestilles med en
trussel mod den nationale sikkerhed.

For det andet bemaerkede Domstolen, at safremt der med henblik pa bekaeempelse af
grov kriminalitet gives adgang til trafikdata og lokaliseringsdata, som er blevet lagret
generelt og udifferentieret, for at imedega en alvorlig trussel mod den nationale
sikkerhed, vil denne adgangveere i strid med hierarkiet af mal af almen interesse, som
kan begrunde en forskriftvedtaget i henhold til direktivet om databeskyttelse inden for
elektronisk kommunikation >>. Adgangen ville sdledes kunne begrundesi et formal, der
har mindre betydning end det formal, der begrundede lagringen, nemlig beskyttelse af
den nationale sikkerhed, og forbuddet mod at foretage en generel og udifferentieret
lagring med henblik pd bekeempelse af grov kriminalitetville herved blive bergvet sin
effektive virkning.

Idet den bekraeftede sin tidligere praksis, konkluderede Domstolen, at direktivet om
databeskyttelse inden for elektronisk kommunikation, sammenholdt med chartret, er til
hinder for nationale retsforskrifter, der med henblik pa bekaempelse af grov kriminalitet
og forebyggelse af alvorlige trusler mod den offentlige sikkerhed i forebyggende gjemed
foreskriver generel og udifferentieret lagring af trafikdata og lokaliseringsdata.

Dette direktiv er derimod ikke til hinder for nationale retsforskrifter, der med henblik pa
beskyttelse af den nationale sikkerhed ger det muligt at palaegge udbydere af
elektroniske kommunikationstjenester et pabud om at foretage generel og
udifferentieretlagring af trafikdata og lokaliseringsdatai de situationer, hvor den
pagaeldende medlemsstat star over for en alvorlig trussel mod den nationale sikkerhed,
som ma anses for at veere reel og aktuel eller forudsigelig. | denne forbindelse
praeciserede Domstolen, at den afgerelse, som fastsaetter dette pabud, kan geres til
genstand for en effektiv prevelse enten ved en domstol eller en uathangig administrativ
enhed, der traeffer bindende afgarelser, med henblik pa at kontrollere, om en af disse
situationer foreligger, samtom de betingelser og garantier, der skal veere fastsat, er
overholdt, og nar det naevnte pabud kun kan udstedes for en periode, der er
tidsmaessigt begraenset til det strengt ngdvendige, men som kan forlaenges i tilfeelde af,
atdenne trussel bestar.

* Dette hierarki er fastslaet i Domstolens praksis, bl.a. i dommen isagen La Quadrature duNet m.fl, praemis 135 og 136. | medfer af dette
hierarki har bekaempelsen af grov kriminalitet mindre betydning end beskyttelsen af den nationale sikkerhed.
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Dette direktiv, sammenholdt med chartret, er heller ikke til hinder for nationale
retsforskrifter, der med henblik pa beskyttelse af den nationale sikkerhed, bekaempelse
af grov kriminalitet og forebyggelse af alvorlige trusler mod den offentlige sikkerhed
foreskriver malrettetlagring af de trafikdata og lokaliseringsdata, som p a grundlag af
objektive og ikke-diskriminerende forhold er afgreenset ud fra kategorier af bererte
personer eller ved hjeelp af et geografisk kriterium, i en periode, der er tidsmaessigt
begraenset til det strengt n@dvendige, men som kan forlaenges.

Det samme gaelder for nationale retsforskrifter, der med henblik pa beskyttelse af den
nationale sikkerhed, bekaempelse af grov kriminalitet og forebyggelse af alvorlige trusler
mod den offentlige sikkerhed foreskriver generel og udifferentieret lagring af de IP-
adresser, der ertildelt kilden til en forbindelse, i en periode, der er tidsmaessigt
begraenset til det strengt ngdvendige, samtdata, der vedrerer identiteten pa brugerne
af elektroniske kommunikationsmidler, hvorom det star fast, at lagringen kan bidrage til
bekaempelsen af grov kriminalitet, for sa vidt som disse data ger det muligt at
identificere de personer, der har anvendt sddanne midleri forbindelse med
planlagningen eller udfgrelsen af en handling, der sorterer under grov kriminalitet.

Det forholder sig ligeledes sdledes med nationale retsforskrifter, der med henblik pa
bekaempelse af grov kriminalitet og a fortiori med henblik pa beskyttelsen af den
nationale sikkerhed gor det muligt ved en afggrelse fra den kompetente myndighed,
som er underlagt en effektivdomstolsprevelse, at palaegge udbydere af elektroniske
kommunikationstjenester et pabud om i en begraenset periode at foretage hurtiglagring
af de trafikdata og lokaliseringsdata, som disse tjenesteudbydere rader over.

Domstolen erindrede imidlertid om, at alle de ovennaevnte forskrifter ved klare og
praecise regler skal sikre, at lagringen af de omhandlede data er underlagt overholdelsen
af de dermed forbundne materielle og proceduremaessige betingelser, og at de bergrte
personer rader over effektive garantier mod risikoen for misbrug. Disse forskellige
forskrifter kan, efter den nationale lovgivers valg og inden for graeenserne af det strengt
ngdvendige, finde anvendelse samtidig.

Dom af 15. juni 2021 (Store Afdeling), Facebook Ireland m.fi. (C-645/19, EU:C:2021:483)

Den 11. september 2015 anlagde formanden for den belgiske kommission for
beskyttelse af privatlivets fred (herefter »CBPL«) et sggsmal med pastand om forbud
mod Facebook Ireland, Facebook Inc. og Facebook Belgium ved Nederlandstalige
rechtbankvan eerste aanleg Brussel (den nederlandsksprogede ret i fgrste instansi
Bruxelles, Belgien) med detformal at standse Facebooks angivelige tilsidesaettelse af
lovgivningen om databeskyttelse. Denne tilsidesaettelse bestod bl.a.i indsamling og
anvendelse af oplysninger om de belgiskeinternetbrugeres adfaerd, uansetom de er
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indehavere af en Facebook-konto, ved hjaelp af forskellige teknologier, sdsom cookies,
sociale plug-ins > eller pixels.

Den 16. februar 2018 erklaerede denne retsinstans sigkompetent til at treeffe afgerelse
om dette segsmal og fastslog med hensyn til realiteten, at det sociale netvaerk Facebook
ikke i tilstraekkelig grad havde oplyst de belgiske internetbrugere om indsamlingen og
brugen af de pagaeldende oplysninger. | gvrigt blev det af internetbrugerne afgivne
samtykke til indsamling og behandling af de naevnte oplysninger anset for ugyldigt.

Den 2. marts 2018 ivaerksatte Facebook Ireland, Facebook Inc. og Facebook Belgium
appel til provelse af denne dom ved hof van beroep te Brussel (appeldomstolen i
Bruxelles, Belgien), der er den foreleeggende reti den foreliggende sag. Den belgiske
databeskyttelsesmyndighed (herefter »databeskyttelsesmyndigheden«) optradte ved
denne ret som retssuccessor for CBPL's formand. Den foreleeggende ret erklaerede sig
alene kompetent til at traeffe afgerelse om den af Facebook Belgiumiveerksatte appel.

Den forelaeggende retvar i tvivlom betydningen af anvendelsen af den »one-stop-
shop«-mekanisme, der er fastsat i databeskyttelsesforordningen *’, pa
databeskyttelsesmyndighedens kompetencer og snskede naermere bestemt oplyst, om
databeskyttelsesmyndigheden for sa vidt angar de faktiske omstaendigheder, der 13 efter
ikrafttraedelsen af databeskyttelsesforordningen, dvs. den 25. maj 2018, kan anlsegge
sag mod Facebook Belgium, eftersom Facebook Ireland er blevet identificeret som
dataansvarlig for de pagaeldende oplysninger. Fra denne dato og navnlig i medfer af
princippetom »one-stop-shop«, der er fastsati databeskyttelsesforordningen, er det
saledes alene den irske databeskyttelseskommissaer, der er kompetent til at anlaegge et
segsmal med pastand om forbud, som er undergivet de irske retters efterprevelse.

Domstolen (Store Afdeling) praeciseredei sin dom de nationale tilsynsmyndigheders
befgjelser inden for rammerne af databeskyttelsesforordningen. Den fastslog bl.a., at
denne forordning pa visse betingelser tillader en tilsynsmyndighed i en medlemsstat at
udgve sin befgjelsetil atindbringe alle angivelige overtraedelser af
databeskyttelsesforordningen for en retsinstansi denne medlemsstat og at indlede eller
deltage i retssager for sa vidt angar en graenseoverskridende behandling af

oplysninger °8, selv om den ikke er den ledende tilsynsmyndighed for denne behandling.

For det fgrste praeciserede Domstolen de betingelser, hvorunder en national
tilsynsmyndighed, der ikke er ledende tilsynsmyndighed for sa vidt angar en
graenseoverskridende behandling, skal udeve sin befgjelse til at indbringe alle angivelige
overtradelser af databeskyttelsesforordningen for en retsinstans i en medlemsstat og

% F.eks. knapperne »synes godt om« eller »del«.

" Europa-Parlamentets og R&dets forordning (EU)2016/679 af 27.4.2016 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger og om opheevelse af direktiv 95/46/EF (generel forordning om
databeskyttelse) (EUT 2016, L 119, s. 1, herefter »databeskyttelsesforordningenc). Databeskyttelsesforordningens artikel 56, stk. 1, har
felgende ordlyd: »Uden at det bergrer artikel 55, er tilsynsmyndigheden for den dataansvarliges eller databehandlerens hovedvirksomhed
eller eneste etablering kompetent til at fungere som ledende tilsynsmyndighed for den graenseoverskridende behandling, der for etages af
denne dataansvarlige eller databehandlerf...]J«

Som omhandlet i databeskyttelsesforordningens artikel 4, nr. 23).
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om ngdvendigt indlede eller deltage i retssager med henblik pa at sikre anvendelsen af
denne forordning. Dels skal databeskyttelsesforordningen tilleegge denne
tilsynsmyndighed en kompetencetil at vedtage en afgerelse, hvorved det fastslas, at
denne behandling tilsidesaetter de regler, der er fastsat i denne forordning, dels skal
denne befgjelse udgves under overholdelse af de procedurer for samarbejde og
sammenhang, der er fastsat i denneforordning >°.

For sa vidt angar grenseoverskridende behandlinger fastsaetter
databeskyttelsesforordningen saledes »one-stop-shop«-mekanismen °, der er baseret
pa en kompetencefordeling mellem en »ledende tilsynsmyndighed« og de gvrige bererte
nationale tilsynsmyndigheder. Denne mekanisme kraever et teet, loyalt og effektivt
samarbejde mellem disse myndigheder med henblik pa at sikre en sammenhangende
og ensartet beskyttelse af personoplysninger og saledes sikre dens effektive virkning.
databeskyttelsesforordningen fastsaetter i denne forbindelse den ledende
tilsynsmyndigheds principielle kompetence til at vedtage en afggrelse, hvorved det
fastslas, at en graenseoverskridende behandling tilsideszetter de regler, der er fastsat i
denne forordning ®', mens de avrige bergrte tilsynsmyndigheders kompetence til at
vedtage en sadan afggrelse, selv midlertidigt, udger undtagelsen 2. Dog kan den
ledende tilsynsmyndighed ikke ved udgvelsen af sine befgjelser se bort fra en ngdvendig
dialog og et loyalt og effektivt samarbejde med de andre bergrte tilsynsmyndigheder. Af
denne grund kan den ledende tilsynsmyndighed ikke se bort fra de gvrige bergrte
tilsynsmyndigheders synspunkter, og alle relevante og begrundede indsigelser fra en af
disse sidstneevnte myndigheder bevirker, at vedtagelsen af udkastet til den ledende
tilsynsmyndigheds afgerelse blokeres - i det mindste midlertidigt.

Domstolen praeciserede i gvrigt, at den omstaendighed, at en medlemsstats
tilsynsmyndighed, som ikke er den ledende tilsynsmyndighed for sa vidt angar en
graenseoverskridende behandling af oplysninger, kun kan udeve befgjelsentil at
indbringe alle angivelige overtraedelser af databeskyttelsesforordningen for en
retsinstans i denne medlemsstat og til atindlede eller deltage i retssager under
overholdelse af reglerne om fordeling af beslutningskompetencen mellem den ledende
tilsynsmyndighed og de evrige tilsynsmyndigheder 3, er i overensstemmelse med artikel
7,8 0g 47 i Den Europaeiske Unions charter om grundlseggende rettigheder, der sikrer
den bergrte persons ret til beskyttelse af personoplysninger og dennes ret til effektive
retsmidler.

For det andet fastslog Domstolen, at det, for at en medlemsstats tilsynsmyndighed, som
ikke er den ledende tilsynsmyndighed, kan gere brug af befgjelsen til atindlede eller

59
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Fastsat i databeskyttelsesforordningens artikel 56 og 60.

Databeskyttelsesforordningens artikel 56, stk. 1.

Databeskyttelsesforordningens artikel 60, stk. 7.

Databeskyttelsesforordningens artikel 56, stk. 2, og artikel 66 fastsaetter undtagelserne til princippet om den ledende tilsynsmyndigheds
beslutningskompetence.

% Fastsat i databeskyttelsesforordningens artikel 55 og 56, sammenholdt med databeskyttelsesforordningens artikel 60.
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deltage i retssager ® i forbindelse med graenseoverskridende behandling af
personoplysninger, ikke kraeves, at den dataansvarlige eller databehandleren for den
graenseoverskridende behandling af personoplysninger, som dette sggsmal omhandler,
har en hovedvirksomhed eller en anden etablering pa denne medlemsstats omrade.
Udgvelsen af denne befgjelse skal imidlertid henhgre under
databeskyttelsesforordningens territoriale anvendelsesomrade , hvilket forudseetter, at
den dataansvarlige eller databehandleren for den graenseoverskridende behandling er
etablereti Unionen.

For det tredje fastslog Domstolen, ati forbindelse med greenseoverskridende
behandling af personoplysninger kan en medlemsstats tilsynsmyndighed, som ikke er
den ledende tilsynsmyndighed, ggre brug af befgjelsen til at indbringe alle angivelige
overtradelser af databeskyttelsesforordningen for en retsinstans i denne medlemsstat
og om nedvendigt til at indlede eller deltage i retssager, bade med hensyn tilden
dataansvarliges hovedvirksomhed, der ligger i den medlemsstat, som henhgrer under
denne myndighed, og med hensyn til en anden af den ansvarliges etableringer, for sa
vidt som sggsmalet omhandler en behandling af oplysninger, der er foretaget inden for
rammerne af denne etablerings aktiviteter, og at naevnte myndighed er kompetent til at
udeve denne befgjelse.

Domstolen praeciserede imidlertid, at udevelsen af denne befgjelse forudseetter, at
databeskyttelsesforordningen finder anvendelse. Da de aktiviteter, som den af
Facebook-koncernens etableringer, der er beliggende i Belgien, udgver, i den
foreliggende sag var ulgseligt forbundet med deni hovedsagen omhandlede behandling
af personoplysninger, som Facebook Ireland er ansvarlig for pa Unionens omrade, er
denne behandling foretaget »som led i aktiviteter, der udfagres for en dataansvarlig«, og
dermed omfattet af databeskyttelsesforordningens anvendelsesomrade.

For det fjerde fastslog Domstolen, at nar entilsynsmyndighed i en medlemsstat, som
ikke er den »ledende tilsynsmyndighed« har anlagt et segsmal om graenseoverskridende
behandling af personoplysningerinden datoen for databeskyttelsesforordningens
ikrafttraeden, kan dette segsmal, set fra et EU-retligt synspunkt, opretholdes pa grundlag
af bestemmelserne i databeskyttelsesdirektivet %, som fortsat finder anvendelse for sa
vidt angar overtraedelser af de regler, som det fastsaetter, der er begaet indtil datoen for
dette direktivs ophaevelse. Dette segsmal kan desuden anlaegges af denne myndighed
for overtraedelser, der er begaet efter datoen for databeskyttelsesforordningens
ikrafttraeden, for sd vidt som det er i en af de situationer, hvor denne forordning
undtagelsesvis tillaegger denne samme tilsynsmyndighed en kompetence til at vedtage
en afgerelse, hvori det fastslas, at den omhandlede behandling af oplysninger

% | henhold til databeskyttelsesforordningens artikel 58, stk. 5.

% Databeskyttelsesforordningens artikel 3, stk. 1, fastsaetter, at denne forordning finder anvendelse pa behandling af personoplysninger, som
foretages »som led i aktiviteter, der udferes for en dataansvarlig eller en databehandler, som er etableret i Unionen, uanset om
behandlingen finder stedi Unionen eller ej«.

Europa-Parlamentets og Radets direktiv 95/46/EF af 24.10.1995 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger (EFT 1995, L 281, s. 31).
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tilsidesaetter de regler, der er fastsat i denne forordning, under overholdelse af de
samarbejds- og sammenhangsprocedurer, sidstnaevnte forordning fastsaetter.

Endelig og for det femte anerkendte Domstolen den direkte virkning af
databeskyttelsesforordningens bestemmelse, ifglge hvilken hver medlemsstat
fastseetter ved lov, at dens tilsynsmyndighed har befgjelse til at indbringe overtraedelser
af denne forordning for de judicielle myndigheder og om ngdvendigt at indlede eller
deltage i retssager. En sddan myndighed kan falgelig paberabe sigdenne bestemmelse
for at anlaegge eller genoptage en sag mod private, selvom den ikke specifikt er blevet
gennemfert i den pageldende medlemsstats lovgivning.

Dom af 30. april 2024 (plenum), La Quadrature du Net m.fl. (Personoplysninger og
bekaempelse af immaterialretskraenkelser) (C-470/21, EU:C:2024:370)

Domstolen har i de senere ar flere gange skullet udtale sig om lagring af og adgang til
personoplysninger i forbindelse med elektronisk kommunikation, og den har derfor
etableret en omfattende retspraksis pa omradet . Efter en anmodning om praejudiciel
afgerelse fra Conseil d’Etat (averste domstol i forvaltningsretlige sager, Frankrig)
udbyggede Domstolen (plenum) denne praksis med praeciseringer vedrgrende for det
forste de betingelser, hvorunder generel lagring af IP-adresser foretaget af udbydere af
elektroniske kommunikationstjenester kan anses for ikke at medfere et alvorligt indgreb
i den ret til respekt for privatlivet, beskyttelse af personoplysninger og ytringsfrihed, som
er sikret ved chartret %, og for det andet muligheden for en offentlig myndighed for at fa
adgang til visse personoplysninger, der er lagret under overholdelse af disse betingelser,
i forbindelse med bekaempelse af kraenkelser afintellektuelle ejendomsrettigheder
begaet online.

| det foreliggende tilfaelde havde fire foreninger indgivet en anmodning om ophaevelse
af dekretet om automatiseret behandling af personoplysninger © til Premier ministre
(premierministeren, Frankrig). Anmodningen blev ikke besvaret, og disse foreninger
anlagde derfor sagved Conseil d’Etat (averste domstol i forvaltningsretlige sager) med
pastand om annullation af denne afggrelse om stiltiende afslag. Ifglge sagsegerne var
dette dekret og de bestemmelser, der udgjorde retsgrundlaget for det 7°, i strid med EU-
retten.

5 Jf. bl.a. dom af 21.12.2016, Tele2 Sverige og Watson m.fl. (C-203/15 og C-698/15, EU:C:2016:970), af 2.10.2018, Ministerio Fiscal (C-207/16,
EU:C:2018:788), af 6.10.2020, La Quadrature du Net m.fl. (C-511/18, C-512/18 og C-520/18, EU:C:2020:791), af 2.3.2021, Prokuratuur
(Betingelser for adgang til oplysninger om elektronisk kommunikation) (C-746/18, EU:C:2021:152), af 17.6.2021, M.L.C.M. (C-597/19,
EU:C:2021:492), og af 5.4.2022, Commissioner of An Garda Sfochana m fl. (C-140/20, EU:C:2022:258).

Artikel 7,8 og 11 i Den Europaeiske Unions charter om grundlaeggende rettigheder (herefter »chartret«).

Décret n° 2010-236, du 5 mars 2010, relatif au traitement automatisé de données a caractere personnel autorisé par l'article L. 331-29 du
code de la propriété intellectuelle dénommé »Systéme de gestion des mesures pour la protection des ceuvres sur internet« (dekr et 2010-
236 af 5.3.2010 om den automatiserede behandling af personoplysninger, der er tilladt i medfer af artikel L. 331-29 ilov om intellektuel
ejendomsret og benaevnt »System til handtering af foranstaltninger til beskyttelse af vaerker pa internettet«) JORF nr. 56 af 7.3.2010, tekst
nr.19), som aendret ved décret n°® 2017-924, du 6 mai 2017, relatif a la gestion des droits dauteur et des droits voisins par un organisme de
gestion de droits et modifiant le code de la propriété intellectuelle (dekret 2017-924 af 6.5.2017 om forvaltning af ophavsret og besleegtede
rettigheder gennem en forvaltningsorganisation og om aendring aflov om intellektuel ejendomsret) (ORF nr. 109 af 10.5.2017, tekst nr. 176)
Bl.a. artikel L. 331-21, stk. 3-5, i lov om intellektuel ejendomsret.
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Efter fransk lovgivning kan Haute Autorité pour la diffusion des ceuvres et la protection
des droits sur internet(den heje myndighed for spredning af vaerker og beskyttelse af
rettigheder pa internettet (Hadopi)), for at kunneidentificere de ansvarlige for
kraenkelser af ophavsrettigheder eller beslaegtede rettigheder, der begas online, fa
adgang til visse data, som udbydere af elektroniske kommunikationstjenester har pligt
til at lagre. Disse datavedrerer en bergrt persons identitet knyttettil den pageeldendes
IP-adresse, som forudgdende er blevetindsamlet af rettighedsorganisationer. Nar farst
indehaveren afden IP-adresse, der er blevet brugt til aktiviteter, som medferer en sadan
kraenkelse, er identificeret, felger Hadopi proceduren med sakaldte »gradvise
foranstaltninger«. Myndigheden har konkret befgjelse til at sende to henstillinger, der
ligner advarsler, til denne person og, hvis aktiviteternes fortsaettes, en skrivelse med
meddelelse til den pagaeldende om, at vedkommendes aktiviteter kan give anledning til
strafferetlig forfelgning. Endelig kan myndigheden indbringe sagen for
anklagemyndigheden med henblik pa retsforfglgning af personen 7'

P& denne baggrund anmodede Conseil d’Etat (averste domstol i forvaltningsretlige
sager) Domstolen om at fortolke direktivet om databeskyttelse inden for elektronisk
kommunikation, sammenholdt med chartret 72,

Hvad angar lagringen af identitetsdata og de hertil knyttede IP-adresser fremhaevede
Domstolen for det farste, at ikke enhver generel og udifferentieret lagring af IP-adresser
nadvendigvis udger et alvorligtindgreb i retten til respekt for privatlivet, beskyttelse af
personoplysninger og ytringsfrined som sikret ved chartret.

Forpligtelsen til at foretage en saddan lagring kan vaere begrundet i formalet om at
bekampe strafbare handlingeri almindelighed, nar det faktisk er udelukket, at denne
lagring kan medfere alvorlige indgrebi den bergrte persons privatlivsom folge af
muligheden for at drage praecise slutninger om vedkommende, bl.a.ved at koble disse
IP-adresser sammen med en raekke trafik- eller lokaliseringsdata.

En medlemsstat, der pataenker at palaegge udbyderne af elektroniske
kommunikationstjenester en sadan forpligtelse, skal derfor sikre, at maden, hvorpa
disse data lagres, udelukker, at der kan drages praecise slutninger om de pageeldende
personers privatliv.

Domstolen praeciserede, at lagringsmaden med dette for gje skal vedrere selve
strukturen af lagringen, som i det vaesentlige skal vaere tilrettelagt sdledes, at det sikres,
at de forskellige kategorier af lagrede data faktisk er hermetisk adskilte. De nationale
regler vedrgrende denne lagringsmade skal sdledes sikre, at hver kategori af data,

T Med virkning fra den 1.1.2022 blev Hadopi lagt sammen med Conseil supérieur de laudiovisuel (@verste r&d for audiovisuelle anliggender

(CSA)), der er en anden uafhaengig offentlig myndighed, til Autorité de régulation de la communication audiovisuelle et numérique
(tilsynsmyndighed for audiovisuel og digital kommunikation (ARCOM)). Proceduren med gradvise foranstaltninger er dog i det vaesentlige
forblevet usendret.

2 Artikel 15, stk. 1, i Europa-Parlamentets og R&dets direktiv 2002/58/EF af 12.7.2002 om behandling af personoplysninger og beskyttelse af
privatlivets fred i den elektroniske kommunikationssektor (direktiv om databeskyttelse inden for elektronisk kommunikation) (EFT 2002,
L 201, s.37), som andret ved Europa-Parlamentets og Radets direktiv 2009/136/EF af 25.11.2009 (EUT 2009, L 337, s.11) (herefter
»direktivet om databeskyttelse inden for elektronisk kommunikation«), ssmmenholdt med chartrets artikel 7, 8 og 11 samt artikel 52, stk. 1.
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herunderidentitetsdataene og IP-adresserne, opbevares fuldstaendig adskiltfra de
gvrige kategorier af lagrede data, og at denne adskillelse faktisk er hermetisk taet, ved
hjeelp af et sikkert og palideligt IT-system. Desuden ma disse regler, for sa vidt som de
giver mulighed for at koble de lagrede IP-adresser sammen med den bergrte persons
identitet med henblik pa bekaempelse af strafbare handlinger, kun tillade en sadan
sammenkobling ved anvendelse af en effektiv teknisk fremgangsmade, der ikke skader
effektiviteten af den hermetiske adskillelse af disse datakategorier. Palideligheden af
denne adskillelse skal kontrolleres regelmaessigt af en udenforstaende offentlig
myndighed. For sa vidtsom den gaeldende nationale lovgivning fastsaetter sddanne
strenge krav, kan det indgreb, der fglger af denne lagring af IP-adresser, ikke kvalificeres
som »alvorligt«.

Domstolen konkluderede falgelig, at safremt der findes lovbestemmelser, som
garanterer, atingen kombination af data vil kunne gare det muligt at drage praecise
slutninger om privatlivet for den person, hvis data er blevet lagret, er direktivet om
databeskyttelse inden for elektronisk kommunikation, sammenholdt med chartret, ikke
til hinder for, at en medlemsstat indferer en forpligtelse til generel og udifferentieret
lagring af IP-adresser i et tidsrum, der ikke overstiger det strengt nedvendige, med
henblik pa bekeempelse af strafbare handlingeri almindelighed.

For det andet fastslog Domstolen med hensyn til adgangen til identitetsdata knyttet til
IP-adresser, at direktivet om databeskyttelse inden for elektronisk kommu nikation,
sammenholdt med chartret, principielt ikke er til hinder for en national lovgivning, der
tillader, at en offentlig myndighed far adgang til disse data, som er lagret af udbyderne
af elektroniske kommunikationstjenester saerskilt og pa en sddan made, at dataeneer
hermetisk adskilte, alene med det formal, at denne myndighed kan identificere
indehaverne af disse adresser, der mistaenkes for at vaere ansvarlige for kraenkelser af
ophavsrettigheder og beslaegtede rettigheder pa internettet, og traeffe foranstaltninger
over for dem. | et sddant tilfeelde skal den nationale lovgivning forbyde de
embedsmaend, der har en sadan adgang, for det fgrste at udbrede oplysninger i nogen
som helst form om indholdet af de filer, som disse indehavere har konsulteret,
undtagen med henblik paindbringelse af sagen for anklagemyndigheden, for det andet
at foretage sporing af nogen art afindehavernes segemenstre og for det tredje at
anvende disse IP-adresser til andre formal end at traeffe disse foranstaltninger.

| denne forbindelse bemaerkede Domstolen bl.a., at selv om ytringsfriheden og
fortroligheden af personoplysninger er yderst vigtige hensyn, er disse grundlaeggende
rettigheder dog ikke absolutte. | forbindelse med en afvejning af de omhandlede
rettigheder og interesser ma disse til tider vige for andre grundlaeggende rettigheder og
tvingende almene hensyn, sasom beskyttelsen af den offentlige orden og forebyggelsen
af strafbare handlinger eller beskyttelsen af andres rettigheder og friheder. Dette er
navnlig tilfaeldet, ndr den afgerende vaegt, der tillaegges disse yderst vigtige hensyn, kan
hindre effektiviteten af en strafferetlig efterforskning, bl.a. ved at ggre det umuligt eller
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uforholdsmaessigt vanskeligt faktisk at identificere gerningsmanden til en strafbar
handling og paleegge vedkommende en sanktion.

| samme forbindelse henviste Domstolen ligeledes til sin praksis om, at hvad angar
bekaempelsen af strafbare handlinger, der kraenker ophavsrettigheder eller beslaegtede
rettigheder, og som begas online, synes det forhold, at adgang til IP-adresserne kan
udgere det eneste efterforskningsmiddel, der gar det muligt at identificere den
pagaldende person, at godtgere, at lagring af og adgang til disse adresser er strengt
nedvendig for virkeliggerelsen af det formal, der forfelges, og dermed opfylder
proportionalitetskravet. Ikke at tillade en sddan adgang ville i gvrigt indebaere en reel
risiko for systemisk straffrihed for strafbare handlinger, der begas online, eller som
internettets saerlige kendetegn gar det lettere at bega eller forberede. Eksistensen af en
sadan risiko er en relevantomstaendighed, nar deti forbindelse med en afvejning afde
forskellige foreliggende rettigheder og interesser bedgmmes, om et indgreb i retten til
respekt for privatlivet, beskyttelse af personoplysninger og ytringsfrihed er en
forholdsmaessig foranstaltning i forhold til formalet om at bekeempe strafbare
handlinger.

For det tredje fastslog Domstolen med hensyn til spergsmalet om, hvorvidt den
offentlige myndigheds adgang til identitetsdata knyttet til en IP-adresse skal underkastes
en forudgdende kontrol foretaget af en domstol eller en uafhaengig administrativenhed,
at kravet om en sadan kontrol geaelder, nar adgangen i medfer af en national lovgivning
medferer risiko for et alvorligt indgreb i den bergrte persons grundlaeggende
rettigheder i den forstand, at den kan gare det muligt for den offentlige myndighed at
drage praecise slutninger om denne persons privatliv og efter omstaendighederne
fastlaegge en detaljeret profil af vedkommende. Omvendt skal dette krav om en
forudgaende kontrol ikke finde anvendelse, narindgrebet i de grundleeggende
rettigheder ikke kan kvalificeres som alvorligt.

| denne henseende praeciserede Domstolen, at safremt der er indfert en
lagringsordning, der sikrer, at de forskellige kategorier af lagrede data faktisk er
hermetisk adskilte, er den offentlige myndigheds adgang til identitetsdata knyttet til IP-
adresser principielt ikke underlagt kravet om en forudgdende kontrol. En sddan adgang
alene med det formdl at identificere indehaveren af en IP-adresse udger nemlig som
hovedregel ikke et alvorligt indgreb i ovennaevnte rettigheder.

Domstolen udelukkede imidlertid ikke, at der i atypiske situationer kan veere risiko for, at
den offentlige myndighed i forbindelse med en procedure som deni hovedsagen
omhandlede med gradvise foranstaltninger kan drage praecise slutninger om den
bererte persons privatliv, bl.a. ndr denne person gentagne gange, eller i stor malestok,
beskaeftiger sig med aktiviteter, der kraeenker ophavsrettigheder eller beslaegtede
rettigheder i peer-to-peer-netveerk i forbindelse med bestemte typer beskyttede veerker,
som afslgrer - eventuelt felsomme - oplysninger om vedkommendes privatliv.
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| det foreliggende tilfaelde kunne en indehaver af en IP-adresse vaere saerligt udsatfor en
sadan risiko pa tidspunktet for den offentlige myndigheds afgerelse om en eventuel
indbringelse af sagen for anklagemyndigheden med henblik pa retsforfglgning af den
pagaeldende.Voldsomheden afindgrebet i retten til respekt for privatlivet kan nemlig
stige, efterhdnden som proceduren med gradvise foranstaltninger, der forlgber i trin,
nar igennemde forskellige faser, som den bestar af. Den kompetente myndigheds
adgang til det seet af data, der vedrerer den bergrte person, og som er kumuleret i de
forskellige faser af denne procedure, kan ggre det muligt at drage praecise slutninger om
vedkommendes privatliv. Fglgelig skal den nationale lovgivning fastsaette krav om en
forudgaende kontrol, der skal foretages, inden den offentlige myndighed kan
sammenkoble identitetsdata og et sddant sat af data, og inden en eventuel
fremsendelse af skrivelsen med meddelelse om, at personen beskaeftiger sig med
aktiviteter, der kan give anledning til strafferetlig forfelgning. Kontrollen skal i gvrigt
sikre effektiviteten af proceduren med gradvise foranstaltninger ved navnlig at gare det
muligt at identificere tilfeelde af eventuelle gentagelser af den omhandlede
overtraedelse. Med henblik herpa skal denne procedure tilrettelegges og struktureres
pa en sadan made, at en persons identitetsdata, der er knyttet til IP-adresser, som
forudgdende er indsamlet pdinternettet, ikke af de personer i den kompetente
offentlige myndighed, der har til opgave at undersage de faktiske omstaendigheder,
automatisk kan sammenkobles med de oplysninger, som denne myndighed allerede
rader over, og som kan ggre det muligt at drage praecise slutninger om denne persons
privatliv.

Hvad endvidere angdr genstanden for den forudgdende kontrol bemarkede Domstolen,
atidetilfaelde, hvor den bergrte person mistaenkes for at have begdeten overtraedelse,
der hgrer under strafbare handlingeri almindelighed, skal den domstol eller uafhangige
administrative enhed, der skal foretage kontrollen, naegte adgang, nar denneville ggre
det muligt for den offentlige myndighed at drage praecise slutninger om personens
privatliv. Derimod skal selv adgang, der ger det muligt at drage sddanne praecise
slutninger, tilladesi de tilfaelde, hvor den bergrte person mistaenkes for at have begdet
strafbare handlinger, som den pagaeldende medlemsstatanser for at veere til skade for
en grundlaeggende samfundsinteresse og derfor hgrer under de alvorlige former for
kriminalitet.

Domstolen preaeciserede ligeledes, at en forudgdende kontrol i intet tilfaelde kan vaere
fuldstendig automatiseret, for hvad angar en strafferetlig efterforskning kraever en
sadan kontrol en afvejning af pa den ene side de legitime interesser, der er forbundet
med bekaempelse af kriminalitet, og pa den anden side respekten for privatlivet og
beskyttelsen af personoplysninger. En sadan afvejning kraever en fysisk persons
medvirken, idet denne er sa meget desto mere neadvendig, som automatikken i og det
store omfang af den omhandlede databehandlingindebaerer risici for privatlivet.

Domstolen konkluderede sdledes, at muligheden for de personer i den offentlige
myndighed, der hartil opgave at undersgge de faktiske omsteendigheder, for at koble en
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persons identitetsdata, der er knyttet til en IP-adresse, sammen med de filer med
oplysninger, der ger det muligt at fa kendskab til titlen pa de beskyttede vaerker, hvis
tilrddighedsstillelse pa internettet har begrundet rettighedsorganisationernes
indsamling af IP-adresserne, i tilfaelde af samme persons gentagelse af en aktivitet, der
kraenker ophavsrettigheder eller beslagtede rettigheder, skal veere undergiveten
kontrol ved en domstol eller en uathaengig administrativenhed. Denne kontrol ma ikke
veere fuldstaendig automatiseret, og den skal foretages forud for en sadan
sammenkobling af data, der i sddanne tilfaelde kan gere det muligt at drage praecise
slutninger om privatlivet for denne person, hvis IP-adresse er blevet anvendttil
aktiviteter, der kan kraenke ophavsrettigheder eller beslaegtede rettigheder.

For det fjerde og sidste bemaerkede Domstolen, at det databehandlingssystem, som den
offentlige myndighed anvender, med jeevne mellemrum skal kontrolleres af et
uafhaengigt organ, der er udenforstaende i forhold til denne myndighed. Denne kontrol
tager sigte pd at efterpreve systemets integritet, herunder de effektive garantier mod
risikoen for uberettiget eller ulovlig adgangtil og anvendelse af disse data, samt
systemets effektivitet og palidelighed med hensyntil at afslgre eventuelle overtraedelser.

| denne forbindelse bemaerkede Domstolen, at den automatiserede behandling af
personoplysninger foretaget af den offentlige myndighed pa grundlag af oplysninger om
kraenkelser af immaterialretligheder konstateret af rettighedsorganisationeri det
foreliggende tilfeelde kunne medfere et vist antal falsk positive tilfeelde og isaer risiko for,
at et potentielt meget stort antal oplysninger blevmisbrugt af tredjemand til
uberettigede eller ulovlige formal, hvilket forklarer behovet for en sddan kontrol.

Domstolen tilfgjede desuden, at denne behandling skal overholde de seerlige regler om
beskyttelse af personoplysninger, der er fastsati direktiv 2016/680 3. Selv om den
offentlige myndighed i den foreliggende sagikke havde selvstaendige
beslutningsbefgjelser i forbindelse med proceduren med sakaldte gradvise
foranstaltninger, skulle den nemlig kvalificeres som en »offentlig myndighed, der er
involveret i forebyggelse og afslaring af strafbare handlinger, og den hgrte dermed
under dette direktivs anvendelsesomrade. Personer, der er involveret i en sddan
procedure, skal sdledes vaere omfattet af en raekke sammenhangende materielle og
processuelle garantier som foreskrevet ved direktiv 2016/680, idet det tilkom den
forelaeggende ret at efterprgve, om sadanne garantier var fastsati national ret.

7 Europa-Parlamentets og Ridets direktiv (EU) 2016/680 af 27.4.2016 om beskyttelse af fysiske personer i forbindelse med kompetente
myndigheders behandling af personoplysninger med henblik pa at forebygge, efterforske, afslare eller retsforfelge strafbare handlinger eller
fuldbyrde strafferetlige sanktioner og om fri udveksling af sddanne oplysninger og om ophaeevelse af Rddets rammeafggrelse 2008/977/RIA
(EUT 2016, L 119, s. 89).
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5. Ophavsret

Dom af 3. juli 2012 (Store Afdeling), UsedSoft (C-128/11,EU:C:2012:407)

Selskabet Oracle udviklede og distribuerede EDB-programmer, der fungerede som
»client-server«-software, bl.a. via download frainternettet. Kunden downloadede en
kopi af programmet direkte til sin computer. Brugsretten indbefattede retten til at lagre
kopien af programmet varigt pa en server og give 25 brugere adgang til programmet.
Ifelge licensaftalerne opnaede kunden en tidsubegraenset og ikke-overdragelig brugsret
udelukkendetil brug for sine interne forretningsformal. Den tyske virksomhed UsedSoft
markedsferte licenser, som den kgbte af Oracles kunder. De af UsedSofts kunder, der
ikke allerede havde den pagzeldende software, downloadede den direkte fra Oracles
websted efter at have erhvervet en »brugt« licens. Kunder, der allerede havde denne
software, kunne tilkabe en licens eller en del af en licens til yderligere brugere.
Kundernedownloadedei sa fald softwareni arbejdshukommelsen pa disse andre
brugeres arbejdsstationer.

Oracle anlagde sag mod UsedSoft ved de tyske domstole med pastand om forbud mod,
atvirksomheden anvendte denne praksis. Bundesgerichtshof (forbundsdomstol,
Tyskland) anmodede Domstolen om at oplyse, hvordan direktiv 2009/24/EF 74 om retlig
beskyttelse af EDB-programmer skulle fortolkes i denne sammenhang.

Ifelge Domstolen skal artikel 4, stk. 2, i direktiv 2009/24/EF fortolkes sdledes, at retten til
spredning af en kopi af et EDB-program udtemmes, safremt indehaveren af
ophavsretten, der har givet samtykke, eventuelt vederlagsfrit, til download af denne kopi
frainternettet til et medium, ligeledes har videregivet en brugsret til kopien uden
tidsbegraensning mod betaling af en pris, der ger det muligt for denne at opna et
vederlag, der svarertil den gkonomiske veerdi af kopien af det vaerk, som den
pagaldende ejer.

Download af en kopi af et EDB-program og indgaelse af en brugerlicenskontrakt hertil
udger et udeleligt hele. De naevnte handlinger indebaerer en overdragelse af
ejendomsretten til kopien af det pagaeldende EDB-program. | denne henseende er det
uden betydning, om kopien af EDB-programmet er blevet stillet til radighed for kunden
ved hjzelp af download eller ved hjeelp af et fysisk medium sasom en CD-ROM eller en
DVD.

Artikel 4, stk. 2, og artikel 5, stk. 1, i direktiv 2009/24/EF skal desuden fortolkes saledes,
atitilfeelde af videresalg af en brugerlicens, der indebaerer videresalg af en kopi af et
EDB-program, der er downloadetfra ophavsmandens websted, hvilken licens
oprindeligt af den naevnte ophavsmand var blevet tildelt den fgrste erhverver, vil den
anden erhverver og alle efterfglgende erhververe af den naevnte licens med rette kunne

" Europa-Parlamentets og Radets direktiv 2009/24/EF af 23.4.2009 om retlig beskyttelse afedb-programmer (EUT 2009, L 111, s. 16).
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paberabe sig, at spredningsretten er udtemt som fastsat i dette direktivs artikel 4, stk. 2,
og drage fordel af retten til reproduktion.

Dom af 10. november 2016, Vereniging Openbare Bibliotheken (C-174/15,EU:C:2016:856)

| Nederlandene var offentlige bibliotekers udlan af e-bager ikke omfattet af ordningen
for offentligt udlan af traditionelle bgger. Offentlige biblioteker gjorde e-bgger offentligt
tilgeengelige pa internettet pa grundlag af licensaftaler med rettighedshaverne.
Vereniging Openbare Bibliotheken, som er en sammenslutning af offentlige biblioteker
(herefter »VOB«), var af den opfattelse, at ordningen for traditionelle beger ligeledes
burde geelde for digitalt udlan. | denne forbindelse havde VOB anlagt sag mod Stichting
Leenrecht, som er en stiftelse, der har faet til opgave at opkraeve vederlag til
ophavsmand, med pastand om, at dette fastslas ved en konstaterende dom. VOB's
sggsmal vedrerte udlan efter »one copy, one user«-modellen, dvs. udlan af et eksemplar
af en bog i digital form, hvor udlanet foretages ved, at dette eksemplar placeres pa et
offentligt biblioteks server, og ved, at det gares muligt for en bruger at gengive det
naevnte eksemplar ved at downloade det til sin egen computer, idet der i
udlansperioden kun kan downloades et enkelt eksemplar, og idet det eksemplar, som
den pagaldende bruger har downloadet, ikke leengere kan anvendes af vedkommende
efter udlgbet af denne periode. Rechtbank Den Haag (retteni ferste instansi Haag,
Nederlandene), for hvem tvisten var blevetindbragt, anmodede Domstolen om at
oplyse, om artikel 1, stk. 1, artikel 2, stk. 1, litra b), og artikel 6, stk. 1, i direktiv
2006/115/EF 7> skal fortolkes saledes, at begrebet »udlan« omfatter et sddant udlan af et
eksemplar af en bog i digital form, og om det naevnte direktiv er til hinder for en sadan
praksis.

Ifalge Domstolen skal artikel 1, stk. 1, artikel 2, stk. 1, litra b), og artikel 6, stk. 1, i direktiv
2006/115/EF om udlejnings- og udlansrettigheder samt om visse andre
ophavsretsbeslegtede rettigheder i forbindelse med intellektuel ejendomsret fortolkes
saledes, at begrebet »udlan« som omhandlet i disse artikler omfatter »one copy, one
user«-modellen.

Begrebet »udlejning«i artikel 2, stk. 1, litra a), i direktiv 2006/115/EF skal derfor forstas
saledes, at det udelukkende vedrerer materielle frembringelser, og begrebet
»eksemplar« i direktivets artikel 1, stk. 1, skal forstas sdledes, at det - for sa vidt angar
udlejning - udelukkende vedragrer eksemplarer, der er fastholdti en fysisk form. En
sadan konklusion stettesi evrigt af det formal, der forfelges med det naevnte direktiv. |
fijerde betragtning til dette direktivanferes saledes bl.a., at den beskyttelse, som
ophavsrettenyder, ber tilpasses den nye gkonomiske situation sdsom nye former for
udnyttelse.

> Europa-Parlamentets og Radets direktiv 2006/115/EF af 12.12.2006 om udlejnings- og udldnsrettigheder samt om visse andre
ophavsretsbesleegtede rettigheder i forbindelse med intellektuel ejendomsret (EUT 2006, L 376, s. 28).
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EU-retten skal desuden fortolkes saledes, at den ikke er til hinder for, at en medlemsstat
gor anvendelsen af artikel 6, stk. 1, i direktiv 2006/115/EF betinget af, at eksemplaret af
en bog i digital form, som et offentligt bibliotek har stillet til rddighed, er blevet bragt i
omsaetning ved et farste salg eller anden overdragelse af ejendomsret i Unionen af
indehaveren af rettentil spredning til almenheden eller med dennes samtykke som
omhandleti artikel 4, stk. 2, i direktiv2001/29/EF 76, Medlemsstaterne ma ikke
forhindresi efter omstaendighederne at fastseette yderligere betingelser, der kan
forbedre beskyttelsen af ophavsretten ud over, hvad der udtrykkeligt er fastsati den
naevnte bestemmelse.

Artikel 6, stk. 1, i direktiv 2006/115/EF skal fortolkes saledes, at den er til hinder for, at
den undtagelse om offentligt udlan, som den fastseetter, finder anvendelsei forhold til
et offentligt biblioteks tilradighedsstillelse af et eksemplar af en bogi digital form, hvis
eksemplaret er erhvervet fra en ulovlig kilde.

Dom af 8. september 2016, GS Medja (C-160/15, EU:C:2016:644)

GS Media administrerede internetstedet GeenStijl, som var et af de ti mestbesggte
nyhedsstederi Nederlandene.|2011 havde GS Media offentliggjort en artikel og et
hyperlink, som henviste laeserne til et australsk netsted, hvor der blev vist fotografier af
Britt Geertruida Dekker. Disse fotografier var blevet offentliggjort pa det australske
netsted uden samtykke fra Sanoma, som udgav tidsskriftet Playboy, og som var
indehaver af ophavsretten til de pagaeldende fotografier. Til trods for Sanomas
opfordringer havde GS Media naegtet at fjerne det pagaeldende hyperlink. Da det
australske netsted havde fjernet fotografierne pa opfordring fra Sanoma, havde
GeenStijl offentliggjort en ny artikel, som ogsa indeholdt et hyperlink til et andet netsted,
hvor man kunne se de pagaldende fotografier. Det sidstnaevnte netsted havde ogsa
efterkommet Sanomas opfordring om, at fotografierne blevfjernet. P4 GeenStijls forum
indsatte internetbrugerne dernaest nye links til andre netsteder, hvor fotografierne
kunne ses. Efter Sanomas opfattelse havde GS Media kraenket ophavsretten. Hoge Raad
der Nederlanden (Nederlandenes @verste domstol), for hvilken der blev iveerksat
kassationsanke, forelagde Domstolen et spgrgsmal herom. | henhold til direktiv
2001/29/EF 77 skal enhver overfering af et vaerk til almenheden tillades af indehaveren af
ophavsrettigheden.

Ifelge Domstolen skal artikel 3, stk. 1, i direktiv 2001/29/EF fortolkes saledes, at med
henblik pa at afgere, om placeringen pa en internetside af hyperlinks til beskytte de
vaerker, som er frit tilgeengelige pa en anden internetside udentilladelse fra indehaveren
af ophavsretten, udger en »overfgringtil almenheden« som omhandlet i denne

7 Europa-Parlamentets og R&dets direktiv 2001/29/EF af 22.5.2001 om harmonisering af visse aspekter af ophavsret og beslaegtede

rettigheder i informationssamfundet (EFT 2001, L 167, s. 10).
Europa-Parlamentets og Radets direktiv 2001/29/EF af 22.5.2001 om harmonisering af visse aspekter af ophavsret og beslaegtede
rettigheder i informationssamfundet (EFT 2001, L 167, s. 10).
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bestemmelse, skal det fastslds, om disse links er anbragt uden vinding for gje af en
person, som ikke vidste, eller som ikke med rimelighed kunnevide, at disse vaerker
ulovligt var blevet offentliggjort pd denne andeninternetside, eller om anbringelsen af
disse links derimod er sket med vinding for gje, i hvilken situation en sddan viden ma
formodes at foreligge.

Nar det derimod konstateres, at en sddan person vidste, eller burdevide, at det
hyperlink, som den pagaldende har indsat, giver adgang til et vaerk, som ulovligt er
offentliggjort pa internettet, f.eks. fordi dette er blevet meddelt af indehaverne af
ophavsretten, udger denne anbringelse en »overferingtil almenheden« som omhandlet
i artikel 3, stk. 1,i direktiv 2001/29/EF. Nar der placeres hyperlinks med vinding for gje,
ma det forventes af den person, der foretager placeringen, at den pageeldende foretager
den nadvendige kontrol med henblik pa at sikre sig, at det omhandlede vaerk ikke
ulovligt er offentliggjort pa det netsted, som disse hyperlinks henviser til. Under disse
omstaendigheder, og forudsat at denne afkraeftelige formodning ikke afkraeftes, udger
den handling, der bestar i at placere et hyperlink til et vaerk, der ulovligt er offentliggjort
painternettet, en »overfering til almenheden« som omhandlet i artikel 3, stk. 1, i direktiv
2001/29/EF.

Dom af 14. juni 2017, Stichting Brein(C-610/15, EU:C:2017:456 )

Ziggo og XS4ALL var udbydere af internetadgang. En vaesentlig del af deres abonnenter
gjorde brug af online-delingsplatformen »The Pirate Bay«. P4 denne platform kunne
brugerne dele og downloade fragmenterede vaerker (»torrents«-filer), som befandt sig
pa deres egne computere. Sterstedelen af de pageeldende filer var ophavsretligt
beskyttede vaerker, som rettighedshaverne ikke havde givet administratorerne og
brugerne af denne platform tilladelsetil at dele. Stichting Brein, som er en nederlandsk
stiftelse, der forsvarer indehavere af ophavsrettigheders interesser, havde anlagt sag
ved de nederlandske domstole med pastand om, at det blev palagt Ziggo og XS4ALL at
blokere domanenavnene og IP-adresserne for »The Pirate Bayx.

Hoge Raad der Nederlanden (Nederlandenes gverste domstol) gnskede naermere
bestemt oplyst, om en delingsplatform som »The Pirate Bay« foretager en »overfering til
almenheden« som omhandlet i direktiv 2001/29/EF 8 og derfor kan kraenke
ophavsretten.

Domstolen fastslog, at begrebet »overfaring til almenheden« som omhandlet i artikel 3,
stk. 1, i direktiv 2001/29/EF skal fortolkes saledes, at det omfatter tilrddighedsstillelse og
forvaltning pa internettet af en delingsplatform, som ved indeksering af meta-

informationer vedrgrende de beskyttede vaerker og ved at udbyde en segemaskine gar

8 Europa-Parlamentets og R&dets direktiv 2001/29/EF af 22.5.2001 om harmonisering af visse aspekter af ophavsret og beslaegtede
rettigheder i informationssamfundet (EFT 2001, L 167, s. 10).
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det muligt for brugerne af denne platform at lokalisere disse veerker og dele dem inden
for rammerne af et peer-to-peer-netvaerk.

Domstolen bemaerkede, at som det fremgar af 23. betragtning til direktiv 2001/29/EF,
omfatter ophavsmaends ret til overfgring til almenheden, som omhandlesi denne artikel
3, stk. 1, enhver form for tradbunden eller tradlgs transmission eller retransmission af et
vaerk til den del af almenheden, som ikke befinder sig pa det sted, hvorfra overferingen
finder sted, herunder udsendelse i radio og fjernsyn.

Domstolen har i denne forbindelse allerede fastslaet, at den omstaendighed, at der pa
en internetside leveres klikbare links til beskyttede vaerker, som er offentliggjort uden
adgangsrestriktioner pa en anden internetside, giver den fersteinternetsides brugere en
direkte adgang til disse vaerker. Dette er ogsa tilfeeldet for salg af en medieafspiller,
hvorpa der er prainstalleret add-ons, der er tilgaengelige pad internettet, og som
indeholder hyperlinks til websteder, der er frit tilgaengelige for offentligheden, og hvor
veaerker, der er ophavsretligt beskyttede, stilles til radighed for almenheden uden
rettighedshavernestilladelse. Det kan derfor af denneretspraksis udledes, at enhver
handling, hvorved en bruger - pa et fuldt oplyst grundlag - giver sine kunder adgang til
beskyttede varker, vil kunne udggre en »overfgring« som omhandleti artikel 3, stk. 1, i
direktiv 2001/29/EF.

For at falde ind under begrebet »overfgring til almenheden« som omhandleti artikel 3,
stk. 1, i direktiv 2001/29/EF skal de beskyttede veerker faktisk overferes til en almenhed.
Begrebet »almenhed«indebaerer en vis minimumsgraense. Det er sdledes ikke kun
relevant at vide, hvor mange personer der har sidelgbende adgang til det samme vaerk,
men ligeledes hvor mange personer der har adgang til vaerket efter hinanden.

Dom af 29. juli 2019 (Store Afdeling), Funke Medien NRW (C-469/17, EU:C:2019:623)

Selskabet Funke Medien drev det tyske dagblad Westdeutsche Allgemeine Zeitungs
internetportal. Bundesrepublik Deutschland (Forbundsrepublikken Tyskland) var af den
opfattelse, at Funke Medien havde kraenket dens ophavsret til visse militaere
situationsrapporter, der var udarbejdet af den tyske regering og »klassificeret til
tjenestebrug«, og havde anlagt sag mod naevnte selskab med pastand om nedlaeggelse
af forbud. Forbundsrepublikken Tyskland fik medhold ved en afggrelse truffet af en
regional reti farsteinstans, som senere blev stadfaestet af en regional appeldomstol.
Funke Medien havdei sinrevisionsappel ved den forelazeggende ret, Bundesgerichtshof
(forbundsdomstol, Tyskland), fastholdt sin pastand om frifindelse i forhold til
forbudspastanden.

Domstolen bemaerkede indledningsvis, at militaere situationsrapporter som dei
hovedsagen omhandlede alene kan beskyttes ophavsretligt, hvis de er ophavsmandens
intellektuelle frembringelse, som afspejler hans personlighed og er udtryk for hansfrie
og kreative valg ved udarbejdelsen af rapporterne, hvilket skal efterprgves af den
nationale reti hvert enkelt tilfaelde.
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Domstolen fandt, at de bestemmelser i direktiv 2001/29/EF, som fastsaetter
ophavsmandenes enerettigheder til reproduktion og overfgring til almenheden af deres
vaerker, udgar foranstaltninger til en fuldsteendig harmonisering af det materielle
indhold af de deriomhandlede rettigheder. Derimod fandt Domstolen, at de
bestemmelser i direktiv 2001/29/EF, som tillader en undtagelse fra disse rettigheder
vedrgrende redeggrelser for dagsbegivenheder og citater, ikke udger foranstaltninger til
en fuldsteendig harmonisering af reekkevidden af de undtagelser og indskraenkninger,
som de tillader. Medlemsstaternes skgnsmargen ved gennemfgrelsen af disse
bestemmelser skal imidlertid udeves inden for de graenser, som EU-retten fastsaetter,
med henblik pa at bevare en rimelig balance mellem pa den ene side
rettighedshavernesinteressei beskyttelsen af deres intellektuelle ejendomsret, derer
garanteret ved chartret, og pa den anden side derettighed er og interesser, som
brugerne af beskyttede vaerker og andre frembringelser har, navnlig deres ytrings- og
informationsfrihed, som ligeledes er sikret ved chartret, og almenhedensinteresse.

Herefter praeciserede Domstolen, at ytrings- og informationsfrineden ikke kan begrunde
en undtagelse fra ophavsmandenes enerettigheder til reproduktion og overfering til
almenheden af deresveerker ud over de undtagelser og indskraenkninger, der er
omhandlet i direktiv2001/29/EF. Domstolen bemaerkede i denne forbindelse, at
opregningen af undtagelser og indskraenkninger i direktiv 2001/29/EF er udtemmende.

Endelig udtalte Domstolen, at den nationale ret ved den afvejning, som det pahviler den
at foretage, pa grundlag af samtlige omsteendigheder i den omhandlede sag, af
ophavsmandenes enerettigheder til reproduktion og overfagring til almenheden af deres
veerker pa den ene side og rettighederne for brugerne af beskyttede frembringelser som
omhandlet i undtagelsesbestemmelserne i direktiv2001/29/EF vedrgrende redegarelser
for dagsbegivenheder og citater pa den anden side, skal laegge en fortolkning af disse
bestemmelser til grund, som, samtidig med, at den respekterer deres ordlyd og bevarer
deres effektivevirkning, er i fuld overensstemmelse med de grundlaeggende rettigheder,
som er sikret ved chartret.

Dom af 29. juli 2019 (Store Afdeling), Spiegel Online (C-516/17,EU:C:2019:625)

Selskabet Spiegel Online drev nyhedsportalen pa internettet af samme nawn. Volker
Beck, der var medlem af Bundestag (Forbundsdagen, Tyskland), havde ved en regional
retiforste instans anfaegtet tilradighedsstillelsen af manuskripternes fuldstaendige tekst
pa Spiegel Onlines websted. Volker Beck ansd naevnte offentliggerelse for at veere et
indgreb i hans ophavsret. Denne ret havde taget Volker Becks pastandetil fglge. Spiegel
Online havde ikke faet medhold i sin appel, og selskabet havde derfor ivaerksat
revisionsanke for den forelaeggende ret, Bundesgerichtshof (forbundsdomstol,
Tyskland).

Domstolen fastslog, at de bestemmelseri direktiv 2001/29/EF, der tillader en undtagelse
til ophavsmandens enerettigheder vedrarende redeggrelser for dagsbegivenheder og

Juli 2024 61 curia.europa.eu


https://curia.europa.eu/juris/documents.jsf?num=C-516/17

Elektronisk handel og kontraktlige forpligtelser

Citater, overlader medlemsstaterne en skensmargen ved deres gennemfarelse i national
ret, men at de ikke udger foranstaltninger til en fuldsteendig harmonisering.
Medlemsstaternes skensmargen ved gennemferelsen af disse bestemmelser skal
imidlertid udeves inden for de graenser, som EU-retten fastsaetter, med henblik pa at
bevare en rimelig balance mellem pa den ene side rettighedshavernesinteresse i
beskyttelsen af deres intellektuelle ejendomsret, der er garanteret ved chartret, og pa
den anden side derettigheder og interesser, som brugerne af beskyttede vaerker og
andre frembringelser har, navnlig deres ytrings- og informationsfrihed, som ligeledes er
sikret ved chartret, og almenhedens interesse.

Hvad angar ytrings- og informationsfriheden praeciserede Domstolen, at denne ikke kan
begrunde en undtagelse fra ophavsmandenes enerettigheder til reproduktion og
overfering til almenheden af deres vaerker ud over de undtagelser og indskraenkninger,
der er omhandlet i direktiv 2001/29/EF. | denne forbindelse erindrede Domstolen om, at
opregningen af undtagelser og indskraenkninger i dette direktiv er udtemmende.

Domstolen bemarkede desuden, at den nationale ret ved den afvejning, som det
pahviler den at foretage, pa grundlag af samtlige omstaendigheder i den omhandlede
sag, af ophavsmaendenes enerettigheder til reproduktion og overferingtil almenheden
af deres vaerker pa den ene side og rettighederne for brugerne af beskyttede
frembringelser som omhandlet i undtagelsesbestemmelsernei direktiv 2001/29/EF
vedrgrende redeggrelser for dagsbegivenheder og citater pa den anden side, skal laegge
en fortolkning af disse bestemmelser til grund, som - samtidig med, at den respekterer
deres ordlyd og bevarer deres effektive virkning - er i fuld overensstemmelse med de
grundlzaeggende rettigheder, som er sikret ved chartret.

For det farste fastslog Domstolen, at undtagelsesbestemmelseni direktiv2001/29/EF
vedregrende redeggrelser for dagsbegivenheder er til hinder for en national
bestemmelse, som begranser anvendelsen af den undtagelse eller indskraenkning, som
er omhandleti denne bestemmelse, til tilfaelde, hvor det ikke med rimelighed er muligt
atindhente forudgdende tilladelse til at bruge et beskyttet vaerk med henblik pa
redegegrelse for dagsbegivenheder. Nar en dagsbegivenhed indtrzffer, er det nemligi
almindelighed - og i seerdeleshed i informationssamfundet - ngdvendigt, at information
om denne kan formidles hurtigt, og dette kan derfor vanskeligt forenes med et krav om
indhentelse af ophavsmandens forudgdende samtykke, som ville gere det
uforholdsmaessigt vanskeligt eller ligefrem umuligt at give offentligheden de relevante
oplysninger hurtigt nok.

For det andet fastslog Domstolen farst, at begrebet »citater« som omhandlet i
undtagelsesbestemmelseni direktiv2001/29/EF vedrgrende citater omfatter henvisning,
ved hjaelp af etlink, til en fil, som kan konsulteres selvstaendigt. | denne forbindelse
henviste dentil sin praksis, hvorefter hyperlinks medvirker til, at internettet - der er
saerligt vigtigt for ytrings- og informationsfriheden, som er sikret ved chartret - er
velfungerende og til udveksling af meninger og information pa dette netvaerk, der er
karakteriseretved adgang til uanede maengder af information. Dernaest fastslog
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Domstolen, at et veerk allerede er blevet gjort tilgaengeligt for almenheden pa lovlig vis,
nar deti sin konkrete udformning forud er blevet gjort tilgeengeligt for almenheden med
rettighedshaverenstilladelse elleri medfer af en tvangslicens eller en lovbestemt
tilladelse. Det tilkommer den nationale ret - i lyset af den konkrete sag, som er indbragt
for den, og under hensyntagen til alle omstaendighederne i det foreliggende tilfeelde - at
afgere, om et vaerk er blevet gjort tilgaengeligt for almenheden pa lovlig vis.

Dom af 9. marts 2021 (Store Afdeling), VG Bild-Kunst (C-392/19, EU:C:2021:181)

Stiftung PreuBischer Kulturbesitz (herefter »SPK«), der er en tysk stiftelse, driver
Deutsche Digitale Bibliothek, som er et digitalt bibliotek for kultur og kundskaber, som
danner et netvaerk mellem tyske kultur- og videnskabsinstitutioner. Dette biblioteks
websted indeholder links til digitaltindhold, der er lagret pa de deltagende institutioners
internetportaler. Deutsche Digitale Bibliothek opbevarer som »digitalt udstillingsvindue«
selv kun miniaturebilleder (thumbnails) af veerkerne, dvs. en formindsket version af
originalen.

VG Bild-Kunst, der er et kollektivt forvaltningsselskab for ophavsrettigheder inden for
billedkunst i Tyskland, ville kun indga en licensaftale med SPK om anvendelsen af
forvaltningsselskabets katalog over vaerkeri form af miniaturebilleder, hvis aftalen
indeholdt en bestemmelse om, at SPK skulle forpligte sigtil i forbindelse med
anvendelsen af de af aftalen omfattede vaerker at ivaerksaette effektive tekniske
foranstaltninger mod tredjemands framing 7 af miniatureudgaverne af disse vaerker,
som blev vist pa Deutsche Digitale Bibliotheks websted.

Da SPKvar af den opfattelse, at et sddant aftalevilkar i henhold til ophavsretten ikke var
rimeligt, anlagde stiftelsen sag ved de tyske domstole med pastand om, at det blev
fastsldet, at VG Bild-Kunst var forpligtettil at tildele den omhandlede licens, uden at
denne licens skulle vaere betinget af iveerksaettelsen af foranstaltninger, der havde til
formal at forhindre framing &°.

Pa denne baggrund anmodede Bundesgerichtshof (forbundsdomstol, Tyskland)
Domstolen om at fastsld, om framing skal anses for at udgere overfering til almenheden
som omhandlet i direktiv 2001/298', hvilket i bekraeftende fald ville gare det muligt for
VG Bild-Kunst at kraeve, at SPK skulle gennemfgre disse foranstaltninger.

7 Framing bestar i at opdele en side p3 et websted i flere rammer og i en af disse rammer ved hjaelp afet kliikbart link eller et indlejret weblink

(inline linking) at vise et element, der stammer fra et andet websted, séledes at brugerne af dette websted ikke kan se, hvor fra dette elemert

stammer.

Ifglge tysk ret har kollektive forvaltningsselskaber pligt til pa rimelige vilkar at udstede licens til anvendelse af de rettigheder, hvis forvaltning

de har faet overdraget, til enhver, som anmoder herom. Det fremgar imidlertid af tysk retspraksis, at kollektive forvaltningsselskaber

undtagelsesvis kan afsld at udstede licens, safremt dette afslag ikke udger misbrug af monopol, og forudsat at de modsatter sig

licensanmodningen ved at paberabe sig legitime interesser, der skal tilleegges forrang.

8 | henhold til artikel 3, stk. 1, i Europa-Parlamentets og R&dets direktiv 2001/29/EF af 22.5.2001 om harmonisering af visse aspekter af
ophavsret og besleegtede rettigheder i informationssamfundet (EFT 2001, L 167, s. 10)tilleegger medlemsstaterne ophavsmaend eneret til at
tillade eller forbyde overfering til almenheden af deres veerker.
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Domstolen (Store Afdeling) fastslog, at den omstaendighed, at der pa en tredjemands
websted ved hjeelp af framing indseettes ophavsretligt beskyttede vaerker, som med
tilladelse fraindehaveren af ophavsretten er stillet frit til raddighed for almenheden pa et
andet websted, udgaer overfering til almenheden, nar veerketindsaettes pa en sadan
made, at de beskyttelsesforanstaltninger mod framing, som indehaveren af
ophavsretten har ivaerksat eller foranlediget ivaerksat, omgas.

Domstolen bemaerkede indledningsvis, at en andring af vaerkernes starrelse, der skeri
forbindelse med framing, ikke spiller nogen rolle for vurderingen af, om der foreligger
en handling i form af overfgring til almenheden, sa laenge disse vaerkers originale
elementer er synlige.

Endvidere bemarkede Domstolen for det farste, at framing udger en handling i form af
overfering til almenheden, for sa vidt som denne fremgangsmade indebaerer, at det
viste element stilles til radighed for alle potentielle brugere af et websted. Domstol en
naevnte for det andet, at nar der i forbindelse med framing anvendes den samme
fremgangsmade som den, der allerede anvendes til at overfere det beskyttede vaerk til
almenheden pa det oprindelige websted, nemlig internettet, opfylder denne overfering
ikke betingelsen om et nyt publikum og udger derfor ikke overfgring »til almenheden«
som omhandlet i direktiv2001/29.

Domstolen preaeciserede imidlertid, at denne betragtning kun finder anvendelse pa en
situation, hvor adgangentil de berarte vaerker pa det oprindelige websted ikke er
underlagt nogenrestriktive foranstaltninger. | denne situation har rettighedshaveren
nemlig fra begyndelsen givet tilladelse til, at den pageeldendes vaerker kan overferes til
alle internetbrugere.

Domstolen fremhavede derimod, at nar rettighedshaveren fra begyndelsen har
iveerksat eller foranlediget iveerksat restriktive foranstaltninger med hensyn til
offentliggerelsen af den pagaeldendes vaerker, har vedkommende ikke givet samtykke til,
at tredjemand frit kan foretage overfgring af den pageeldendes veerker til almenheden.
Tveertimod har den pagzeldende gnsket at begraense den del af almenheden, der kan
tilgad vedkommendes veerker, til brugerne af et bestemt websted.

Domstolen fastslog derfor, at narindehaveren af ophavsretten har iverksat eller
foranlediget ivaerksat restriktive foranstaltninger mod framing, udger den
omstaendighed, at et veerk ved hjeaelp af framing indsaettes pa en tredjemands
internetside, »tilradighedsstillelse af dette veerk for et nyt publikum«. Denne overfering
til almenheden kraever derfor tilladelse fraindehaveren af ophavsretten.

Den modsatte tilgang ville nemlig svare til, at der etableres en regel, der udtemmer
overfegringsretten. Denne regel ville imidlertid fratage indehaveren af ophavsretten
muligheden for at kraeve et passende vederlag for anvendelsen af dennesvaerk. En
sadan tilgang ville saledes tilsidesztte den rimelige balance, som skal bevaresinden for
det elektroniske miljg mellem pa den ene side den interesse, som indehaverne af
ophavsrettigheder og beslegtede rettigheder hari beskyttelsen af deres intellektuelle
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ejendom, og pa den anden side beskyttelsen af de interesser, som brugerne af
beskyttede frembringelser har, og disse brugeres grundleggende rettigheder.

Endelig praeciserede Domstolen, at indehaveren af ophavsretten ikke kan begraense sit
samtykke til framing pa anden made end ved hjeelp af effektive tekniske
foranstaltninger. | mangel af sddanne foranstaltninger kan det nemlig vise sig vanskeligt
at efterprgve, om denne indehaver har haft til hensigt at modsaette sig, at den
pagaldendesvarker overfares ved hjaelp af framing.

Dom af 22. juni 2021 (Store Afdeling), YouTube og Cyando (C-682/18 og C-683/18,
EU:C:2021:503)

| den tvist, der I3 til grund for den forste sag (sag C-682/18), havde musikproducenten
Frank Peterson anlagt sag mod YouTube og dennes retlige repraesentant Google ved de
tyske domstole vedrgrende den omstaendighed, at der i 2008 var blevetstilletflere
fonogrammer, hvortil han haevdede at have forskellige rettigheder, til radighed online pa
YouTube. Denne tilrddighedsstillelse blev foretaget af brugerne af platformen uden
Frank Petersons tilladelse. Der var tale om musikstykker fra kunstneren Sarah
Brightmans album A Winter Symphony og private lydoptagelser, der var foretaget under
denne kunstners turné »Symphony Tour«.

| den tvist, der I3 til grund for den anden sag (sag C-683/18), havde forlaget Elsevier
anlagt sag mod Cyando ved de tyske domstole vedrgrende den omstaendighed, at der i
2013 var blevet stillet forskellige vaerker, hvortil Elsevier havde enerettigheder, til
radighed online pa Cyandos hosting- og fildelingsplatform »Uploaded«. Denne
tilrddighedsstillelse blev foretaget af brugerne af platformen uden Elseviers tillad else.
Der var tale om veerkerne Gray’s Anatomy for Students, Atlas of Human Anatomy og
Campbell-Walsh Urology, som kunnetilgds pa Uploaded via linksamlingerne
rehabgate.com, avaxhome.ws og bookarchive.ws.

Disse to sager blev indbragt for Bundesgerichtshof (forbundsdomstol, Tyskland), som
forelagde Domstolen flere praejudicielle spergsmal, idet Domstolen blev anmodet om
bl.a. at praecisere, hvilket ansvar operatarer af onlineplatforme kanifalde med hensyn til
de ophavsretligt beskyttede veerker, som deres brugere ulovligt ger tilgaengelige online
pa disse platforme.

Domstolen undersggte spgrgsmalet om dette ansvar i lyset af den ordning, der fandt
anvendelse pa tidspunktet for de faktiske omstaendigheder, og som fulgte af direktiv
2001/29 om ophavsret 8, direktiv 2000/31 om elektronisk handel 8 og direktiv 2004/48

& Europa-Parlamentets og R&dets direktiv 2001/29/EF af 22.5.20017 om harmonisering af visse aspekter af ophavsret og beslaegtede
rettigheder i informationssamfundet (EFT 2001, L 167, s. 10).

Europa-Parlamentets og Radets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (»direktivet om elektronisk handel«) (EFT 2000, L 178,s. 1).

83

Juli 2024 65 curia.europa.eu


https://curia.europa.eu/juris/documents.jsf?num=C-682/18

Elektronisk handel og kontraktlige forpligtelser

om handhaevelsen af intellektuelle ejendomsrettigheder 8. De forelagte praejudicielle
spergsmal vedrerte ikke den ordning, der tradte i kraft efter tidspunktet for de faktiske
omstaendigheder, og som er indfert ved direktiv 2019/790 om ophavsret og beslaegtede
rettigheder pa det digitale indre marked &°.

Domstolen (Store Afdeling) fastslog i sin dom bl.a., at operaterer af onlineplatforme pa
EU-rettens nuvaerende udviklingstrin ikke selv foretager en overfgring til almenheden af
det ophavsretligt beskyttede indhold, som brugerne ulovligt stiller til radighed online,
medmindre disse operaterer ud over den blotte tilradighedsstillelse af platformen
bidragertil at give almenheden adgangtil et sddant indhold i strid med ophavsretten.
Domstolen fastslog i @vrigt, at disse operaterer kan vaere omfattet af en
ansvarsfritagelse som omhandleti direktiv 2000/31 om elektronisk handel under
forudseetning af, at de ikke spiller en aktivrolle, som giver dem kendskab til og kontrol
over detindhold, derer uploadet pa deres platform.

For det forste undersggte Domstolen spergsmalet om, hvorvidt operatgren af en
videodelingsplatform eller af en hosting- og fildelingsplatform, pa hvilken brugere
ulovligt kan stille beskyttet indhold til radighed for almenheden, under omstaendigheder
som de i hovedsagerne omhandlede selv foretager »overfgring til almenheden« af d ette
indhold som omhandlet i direktiv 2001/29 om ophavsret 8. Domstolen henviste
indledningsvis til formalene med og definitionen af begrebet »overfering til
almenheden« og de supplerendekriterier, der skal tages hensyn til i forbindelse med
den individualiserede vurdering, som dette begreb indebzerer.

Blandt disse kriterier fremhaevede Domstolen sdledes den afgerende rolle, som
platformoperatgren spiller, og det forhold, at dennes handling er bevidst. Denne
operater foretager nemlig en »overfering«, nar den pageeldende med fuldt kendskab til
konsekvenserne af sine handlinger medvirker til at give sine kunder adgang til et
beskyttet veerk, og navnlig nar disse kunder i princippetikke ville have haft adgang til
veerket, hvis vedkommende ikke havde foretaget denne handling.

| denne sammenhaeng fastslog Domstolen, at operatgren af envideodelingsplatform
eller en hosting- og fildelingsplatform, pa hvilken brugere ulovligt kan stille beskyttet
indhold til radighed for almenheden, ikke foretager »overfgring til almen heden« af dette
indhold som omhandlet i direktivet om ophavsret, medmindre den pagaeldende ud over
den blotte tilradighedsstillelse pa platformen giver almenheden adgang til et sddant
indhold i strid med ophavsretten.

#  Europa-Parlamentets og Radets direktiv 2004/48/EF af 29.4.2004 om handhaevelsen af intellektuelle ejendomsrettigheder (EUT 2004, L 157,
s. 45, berigtiget i EUT 2004, L 195, s. 16).

& Europa-Parlamentets og R3dets direktiv (EU) 2019/790 af 17.4.2019 om ophavsret og beslzegtede rettigheder pé det digitale indre marked
og om aendring af direktiv 96/9/EF og 2001/29/EF (EUT 2019, L 130, s. 92). Dette direktiv indfgrer for operaterer af onlineplatforme en szerlig
ansvarsordning for de veerker, som brugerne af deres platforme ulovligt gar tilgaengelige online. Dette direktiv, der skulle gennemferes af
hver enkelt medlemsstat i national ret senest den 7.6.2021, paleegger bl.a. disse operaterer at indhente entilladelse fra rettighedshaverne,
f.eks. ved at indgé en licensaftale vedrerende de vaerker, som brugerne af deres platform ger tilgaengelige online.

Artikel 3, stk. 1, i direktiv 2001/29 om ophavsret. | henhold til denne bestemmelse tilleegger medlemsstaterne ophavsmaend eneret til at
tillade eller forbyde tradbunden eller tradles overfering til almenheden af deres vaerker, herunder tilrddighedsstillelse af deres veerker pa en
sddan mdde, at almenheden far adgang til dem pa et individuelt valgt sted og tidspunkt.
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Dette er navnlig tilfeeldet, ndr denne operater har konkret kendskab til, at der ulovligt
stilles beskyttet indhold til rddighed pa den pageaeldendes platform, og undlader straks at
slette dette indhold eller blokere adgangen hertil, eller nar den naevnte operater, selv
om den pagaldendeved eller burde vide, at brugerne af den pageeldendes platform
generelt stiller det beskyttede indhold ulovligt til rddighed for almenheden via
vedkommendes platform, undlader at gennemfgre de passende tekniske
foranstaltninger, som kan forventes af en normalt papasselig operater, der befinder sigi
denne situation, for pa en troveerdig og effektivmade atimadegd kraenkelser af
ophavsretten pa denne platform, eller nar den pagaeldende deltager i udvaelgelsen af
det beskyttede indhold, der ulovligt overferes til almenheden, stiller veerktgijer til
radighed pa sin platform, der specifikt har til formal at foretage ulovlig deling af et
sadantindhold, eller bevidst fremmer en sadan deling, hvilket kan godtgeresved den
omstaendighed, at operatgren har valgt en gkonomisk model, der tilskynder brugerne af
den pagaldendes platform til at foretage ulovlig overfering til almenheden af beskyttet
indhold herpa.

For det andet tog Domstolen stilling til spargsmalet om, hvorvidt en operater af en
onlineplatform kan vaere omfattet af den ansvarsfritagelse, der er fastsati direktiv
2000/31 om elektronisk handel &, i forhold til det beskyttede indhold, som brugerne
ulovligt overfgrer til almenheden via den pdgzeldendes platform. | denne sammenhang
undersggte Domstolen, om den rolle, som denne operatgr udaver, er neutral, dvs. om
den pdgeaeldendes adfaerd udelukkende er teknisk, automatisk og passiv, hvilket
indebeerer, at vedkommende ikke har kendskab til eller kontrol over det indhold, der
oplagres, eller om den naevnte operater tvaertimod har spillet en aktiv rolle, som giver
den pagaeldende kendskab til eller kontrol over dette indhold. | denne henseende
fastslog Domstolen, at denne operater kan vaere omfattet af ansvarsfritagelsen, for sa
vidt som den pagaeldende ikke har spillet en aktiv rolle, som kan give den pagaeldende
kendskab til eller kontrol over detindhold, der er uploadet pa den pagaeldendes
platform. Domstolen praeciserede pa dette punkt, at en sddan operater for at veere
udelukket fra den ansvarsfritagelse, der er fastsat i dette direktiv, skal have kendskab til
konkrete ulovlige handlinger, som dennes brugere har foretaget med hensyn til det
beskyttede indhold, der er blevet uploadet pa den pagaeldendes platform.

For det tredje praeciserede Domstolen de betingelser, hvorunder rettighedshavere i
henhold til direktiv 2001/29 om ophavsret 8 kan opna udstedelse af retslige pabud over
for operaterer af onlineplatforme. Domstolen var sadledes af den opfattelse, at dette
direktiv ikke er til hinder for, atindehaveren af en ophavsret eller en beslzaegtet rettighed

8 Artikel 14, stk. 1, i direktiv 2000/31 om elektronisk handel. | henhold til denne bestemmelse sikrer medlemsstaterne, at tjenesteyderen i

tilfeelde af levering af en informationssamfundstjeneste, som bestar i oplagring af information leveret af en tjenestemodtager, ikke padrager
sig ansvar for information oplagret pd anmodning af en tjenestemodtager, forudsat at tjenesteyderen ikke har konkret kendskab til den
ulovlige aktivitet eller information og, for sa vidt angar erstatningskrav, ikke har kendskab til forhold eller omstaendigheder, hvoraf den
ulovlige aktivitet eller information fremgar, eller at tjenesteyderen fra det gjeblik, hvor han far et sddant kendskab, straks tager skridt til at
fierne informationen eller hindre adgangen til den.

Artikel 8, stk. 3, i direktiv 2001/29 om ophavsret. | henhold til denne bestemmelse sikrer medlemsstaterne, at rettighedshaverne kan kraeve
nedlagt forbud over for mellemmaend, hvis tjenester anvendes af tredjemand til at kraenke ophavsrettigheder eller beslaegtede rettigheder.
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i henhold til national ret kun kan fa nedlagt forbud over for operateren, hvis tjeneste er
blevet anvendt af tredjemand til at kreenke den pagaeldendes rettigheder, uden at denne
operatgr har haft kendskab hertil som omhandlet i direktiv2000/31 om elektronisk
handel &, hvis denne operater inden indledningen af den retslige procedure har
modtaget underretningom denne kraenkelse og ikke straks har grebet ind for at fjerne
det pagaeldende indhold eller blokere adgangen hertil og for at sikre, at sddanne
kraenkelser ikke gentagersig.

Det tilkommer imidlertid de nationale retter ved anvendelsen af en sddan betingelse at
sikre sig, at denne betingelse ikke forer til, at det faktiske ophar af kraenkelsen forsinkes,
saledes atindehaveren paferes uforholdsmaessige skader.

Il. De retlige rammer for e-handelen

1. Reklame

Dom af 23. marts 2010 (Store Afdeling), Google France (C-236/08 - C-238/08, EU:C:2010:159)

Selskabet Google drev en sggemaskine padinternettet og udbed bl.a. en sgge- og
annonceringsydelse mod betaling med navnet »AdWords«. Denne ydelse gjorde det
muligt for erhvervsdrivende ved hjalp af et eller flere sggeord at fa vist et
salgsfremmende link til deres websider ledsaget af et reklamebudskab. Vuitton, der var
indehaver af EF-varemaerket »Vuitton« og af andre franske varemaerker, var blevet
opmaerksom p4, at nar internetbrugere ved brug af Google indtastede ord, som svarede
til disse varemaerker, blev der vistlinks til websteder, som udbgd efterligninger af
Vuitton-produkter, og til websteder for konkurrenter, som var indehavere af andre
varemaerker. Cour de cassation (kassationsdomstol, Frankrig) anmodede Domstolen om
atoplyse, om det er lovligt, at der i forbindelse med en se@ge- og annonceringsydelse pa
internettet som sggeord anvendes tegn, som svarer til varemaerker, uden at
indehaverne af disse varemaerker har givet deres samtykke.

Domstolen fastslog, at en sddan udbyder af en sgge- og annonceringsydelse pa
internettet ikke gar brug af dettetegn som omhandleti artikel 5, stk. 1 og 2, i direktiv
89/104/EQ@F %° eller artikel 9, stk. 1, i forordning (EF) nr. 40/94 °', selv om udbyderen giver
annoncegrer mulighed for at vaelge tegn som sggeord, der er identiske med varemaerker,
lagrer disse tegn og viser klienternes annoncer ved hjaelp af disse sggeord. Tredjemands
brug af et tegn, der er identisk med eller ligner en indehavers varemaerke, forudsaetter,

8 Artikel 14, stk. 1, litra a), i direktiv 2000/31 om elektronisk handel.
% R&dets direktiv 89/104/EQF af 21.12.1988 om indbyrdes tilnsermelse af medlemsstaternes lovgivning om varemaerker (EFT 1989, L 40, s. 1).
9 R3dets forordning (EF) nr. 40/94 af 20.12.1993 om EF-varemaerker (EFT 1994, L 11,s.1).
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atdenne gor brug af tegnet i forbindelse med sin egen kommercielle kommunikation, og
udger en brug i det naevnte direktivs forstand, safremt formalet med visningen er at
vildlede internetbrugerne vedrerende oprindelsen af den pagaldendesvarer eller
tjenesteydelser.

Indehaveren af et varemaerke kan forbyde en annoncer at reklamere, safremt reklamen
kun med vanskelighed giver den gennemsnitlige internetbruger mulighed for at gere sig
bekendt med, om de i annoncen omhandlede varer eller tjenesteydelser hidrgrer fra
varemarkeindehaveren eller fra en tredjemand. Varemaerkets vaesentligste funktion
bestar i at give internetbrugerne mulighed for at adskille varemaerkeindehaverens varer
eller tjenesteydelser fra varer eller tjenesteydelser med en anden oprindelse.

Virkninger af tredjemaends brug af det tegn, der er identisk med varemaerket, udger
imidlertid ikke i sig selv etindgreb i varemaerkets reklamefunktion. Artikel 14 i direktiv
2000/31/EF 22 skal fortolkes saledes, at den herifastsatte bestemmelse finder
anvendelse pa udbyderen af en sgge- og annonceringsydelse pa internettet, safremt
denne udbyderikke har spillet en aktiv rolle, som vil give den pagaeldende kendskab til
eller kontrol med de lagrede oplysninger. Hvis udbyderens rolle udelukkende er teknisk,
automatisk og passiv, sdledes at udbyderen ikke har kendskab til eller kontrol over de
informationer, som den pageldende lagrer, kan denne udbyder ikke gares ansvarlig.

Dom af 11. juli 2013, Belgian Electronic Sorting Technology (C-657/11, EU:C:2013:516)

Virksomhederne BEST og Visys var designere, producenter og salgere af
sorteringsmaskiner og -linjer baseret pa laserteknologi. Visys var blevet stiftet af Bert
Peelaers, som tidligere havde vaeret ansat i BEST. Bert Peelaers havde registreret
domanenavnet »www.bestlasersorter.com« for Visys' regning. Indholdet af den
webside, som var knyttet til dette domanenavn, var identisk med indholdet af Visys'
gangse websider med domanenavnene »www.visys.be« og swww.visysglobal.be«. Hvis
sggeordene »Best Laser Sorter« blev indtastet i segemaskinen google.be, henviste
sidstnavnte til Visys' webside som andet sggeresultat lige efter BEST's webside. Visys
anvendte pa sine websider fglgende metatags: »Best+Helius, Best+Genius«. Den
forelaeggende ret, Hof van Cassatie (kassationsdomstol, Belgien), anmodede Domstolen
om at oplyse, om dels registrering og brug af et domanenavn, dels brug af metatags i
en websides metadata kan anses for at vaere omfattet af begrebet reklame i direktiv
84/450/E@F ?3 og direktiv 2006/114/EF 4,

Domstolen fastslog, at artikel 2, stk. 1, i direktiv84/450/EQF og artikel 2, litra a), i direktiv
2006/114/EF skal fortolkes saledes, at begrebet reklame, som defineret i disse

2 Europa-Parlamentets og R&dets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig

elektronisk handel, i det indre marked (EFT 2000, L 178, s. 1).

Radets direktiv 84/450/EQF af 10.9.1984 om indbyrdes tilneermelse af medlemsstaternes love og administrative bestemmelser om
vildledende reklame, som aendret ved direktiv 2005/29/EF (EFT 1984, L 250, s. 17).

°  Europa-Parlamentets og R&dets direktiv 2006/114/EF af 12.12.2006 om vildledende og sammenlignende reklame (EUT 2006, L 376, s. 21).
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bestemmelser, omfatter savel brugen af et domanenavn som anvendelsen af metatags
i en websides metadatai en situation, hvor domanenavnet eller metatags bestdende af
nggleord (»keyword metatags«) henviser til visse produkter eller visse tjenesteydelser
eller til en virksomheds firmanavn og udger en form for tilkendegivelse, som henvender
sig til potentielle forbrugere, og som over for disse giver udtryk for, at de finder en
webside med disse produkter eller tjenesteydelser eller med dette selskab.

Begrebet reklame skal dermed ikke fortolkes eller anvendes sdledes, at de
foranstaltninger, som en erhvervsdrivende iveerksaetter med henblik pa at fremme
salget af den pagaeldendes varer eller tjenesteydelser, og som kan pavirke forbrugernes
gkonomiske adfeerd og dermed bergre denne erhvervsdrivendes konkurrenter, ikke
skulle veere omfattet af bestemmelserne om loyal konkurrence i disse direktiver.

Registreringen af selve domanenavnet som sadan er derimod ikke omfattet af dette
begreb. Der er sdledes tale om en sddan rent formel handling, der i sig selvikke giver
potentielle forbrugere mulighed for at fa kendskab til domanenavnet, og som dermed
ikke kan pavirke disses valg.

Dom af4. maj 2017, Luc Vanderborght (C-339/15, EU:C:2017:335)

Luc Vanderborght, som var tandlaege med hjemsted i Belgien, havde reklameret for
tandplejeydelser. Han havde opsat en reklametavle, som oplyste hans navn, at han var
tandlaege, hans websted samt telefonnummerettil hans praksis. Han havde desuden
oprettet et websted, der informerede patienter om de forskellige former for
behandlinger,som han udferte i sin praksis. Han havde endeligindrykket annoncer i
lokale dagblade. P4 baggrund af en klage indgivet af tandlaegeorganisationen Verbond
der Vlaamse Tandartsen VZW var der blevet anlagt straffesag mod Luc Vanderborght.
Belgisk ret forbed saledes enhver reklame for mund- og tandplejeydelser og fastsatte
krav om beskedenhed. Nederlandstalige rechtbank van eerste aanlegte Brussel (den
nederlandsksprogede reti fgrste instans i Bruxelles, Belgien), for hvem tvisten var blevet
indbragt, besluttede at forelaeegge Domstolen en raekke spargsmal herom.

Ifelge Domstolen skal direktiv 2000/31/EF  fortolkes saledes, at det er til hinder for en
national lovgivning som den i hovedsagen omhandlede.

| 18. betragtning til direktiv 2000/31/EF praeciseres det, at begrebet
»informationssamfundstjenester« omfatter en lang raekke gkonomiske aktiviteter, som
finder sted online. Endvidere praeciseres det i direktivets artikel 2, litra f), at begrebet
»kommerciel kommunikation« bl.a. omfatter alle former for kommunikation bestemt il
at fremme afsaetningen af varer eller tjenester for en person, som udgver et lovreguleret
erhverv. Det folger heraf, at reklame vedrgrende mund- og tandplejeydelser, som
foretages gennem et websted, udger en sddan tjeneste. EU-lovgiver har ikke udelukket

% Europa-Parlamentets og R3dets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (EFT 2000, L 178, s. 1).
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lovregulerede erhverv fra princippet om tilladelsen til kommerciel onlinekommunikation
som fastsati artikel 8, stk. 1, i neevnte direktiv. Selv om denne bestemmelse giver
mulighed for at tage hensyn til seeregenhederne ved sundhedserhverv som led i
udarbejdelsen af faglige regler herom ved snaevert at foreskrive formerne og metoderne
for den kommercielle onlinekommunikation med henblik pa bl.a. at sikre, at dentillid,
som patienterne hartil disse erhverv, ikke skades, falger det ikke desto mindre heraf, at
disse faglige regler ikke gyldigt generelt og absolut kan forbyde enhver form for
onlinereklame, der skal fremme virksomheden for en person, der udgver et lovreguleret
erhverv.

Artikel 56 TEUF skal fortolkes saledes, at den er til hinder for en national lovgivning som
den i hovedsagen omhandlede, der generelt og absolut forbyder enhver form for
reklame for mund- og tandplejeydelser.

Hvad angar nedvendigheden af en restriktion af den frie udveksling af tjenesteydelser
som den i hovedsagen omhandlede skal der tages hensyn til, at menneskers liv og
sundhed star gverst blandt de goder og interesser, som er beskyttet ved traktaten, og at
deti princippet tilkommer medlemsstaterne at traeffe bestemmelse om det niveau for
beskyttelsen af den offentlige sundhed, som de gnsker at sikre.

Alle de reklamer, som er forbudt ved denne lovgivning, kan nemligikke som sadan
skabe virkninger, der er i strid med de naevnte formal. P4 denne baggrund ma det
fastslds, at de med den i hovedsagen omhandlede lovgivning forfulgte formal ville kunne
nas med mindre restriktive foranstaltninger.

Dom af 30. marts 2017, Verband Sozialer Wettbewerb eV (C-146/16, EU:C:2017:243)

Tvistens genstand var en reklameannonce, som DHL Paket, der drev platformen for
onlinesalg »MeinPaket.de«, hvor professionelle sxlgere udbed produkter til salg, havde
offentliggjorti et ugeblad. De varer, som blev praesenteret i denne annonce, og som var
forsynet med en kode, kunne kgbes hos tredjepartssalgere via den naevnte platform.
Nar brugeren var kommet ind pa websiden, kunne den pageeldende angive den
respektive kode for at blive henvist til en side, som indeholdt en naermere beskrivelse af
den pagaeldende vare og salgerens navn samt en saerlig rubrik med relevante
oplysninger om salgeren.

Verband Sozialer Wettbewerb (VSW), som er en sammenslutning af bl.a. leverandarer af
elektriske og elektroniske artikler samt postordreforhandlere, der tilbyder salg af artikler
af enhver slags, ansa den offentliggjorte annonce for at vaere en urimelig
handelspraksis. Ifalge VSW overholdt DHL Paket ikke sin pligt til at oplyse navnet og den
fysiske adresse pa deleverandgrer, der benyttede virksomhedens salgsplatform. VSW
anlagde sag med pastand om, DHL Paket blev palagt at ophgre med denne
reklamevirksomhed.
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Bundesgerichtshof (forbundsdomstol, Tyskland) forelagde sagen for Domstolen, der
fastslog, at artikel 7, stk. 4, i direktiv 2005/29/EF °° skal fortolkes saledes, at en
reklameannonce som deni hovedsagen omhandlede, der henhgrer under begrebet
»kabsopfordring« som omhandlet i dette direktiv, kan opfylde den oplysningspligt, der
er fastsati denne bestemmelse.

Det pahviler den forelaeggenderet i det enkelte tilfzelde at undersgge dels, om
begraensningerneirum i reklameteksten begrunder, at oplysninger om leveranderen
kun stilles til rddighed pa platformen for onlinesalg, dels, hvor det er relevant, om de
oplysninger, der kraeves i det naevnte direktivs artikel 7, stk. 4, litra b), vedregrende
platformen for onlinesalg, gives nemt og hurtigt.

Dom af 3. marts 2016, Daimler AG (C-179/15, EU:C:2016:134)

Egyud Garage, som var et ungarsk selskab, der havde specialiseret sigi at saelge og
reparere biler af maerket Mercedes, havde indgdet en vaerkstedsaftale med det tyske
selskab Daimler, der producerede Mercedes og var indehaver af det internationale
varemaerke »Mercedes-Benz«. Det ungarske selskab var berettiget til at anvende dette
varemaerke og til at anvende udtrykket »vaerksted autoriseret af Mercedes-Benz«i sine
egne annoncer. Efter aftalens ophgr havde Egyud Garage forsggt at fjerne enhver
annonce pa internettet, som kunne give anledningtil, at offentligheden antog, at der
fortsat bestod et aftaleforhold mellem Egytd Garage og Daimler. Til trods for de
ivaerksatte tiltag blev der stadig udsendt annoncer painternettet, hvoraf en sadan
forbindelse fremgik, og disse annoncer blev stadig fundet af sggemaskinerne. Févarosi
Torvényszék (retteni farste instansi Budapest, Ungarn) anmodede Domstolen om at
oplyse, om Daimler i henhold til varemaerkedirektivet °” kan kraeve, at en tidligere
aftalepartnerivaerksaetter vidtraekkende tiltag for at undga, at Daimlers varemaerke
skades.

Domstolen fastslog, at tredjemands brug af et varemaerke uden indehaverens samtykke
med henblik pd at gere offentligheden bekendt med, at denne tredjemand udferer
reparation og vedligeholdelse af varer, der er forsynet med dette varemaerke, eller at
den pagaeldende er specialiseret i sddannevarer, er en brug af varemaerket, der
henhgrer under artikel 5, stk. 1, litra a), i direktiv 2008/95/EF. Dette kan forbydes af
varemaerkeindehaveren, medmindre artikel 6, der vedrarer begraensninger i
varemaerkets retsvirkninger, eller artikel 7, der vedrgrer konsumption af de rettigheder,
der er knyttet til varemaerket, finder anvendelse. Nar en sadan brug foretages uden
varemaerkeindehaverens samtykke, kan der foreligge en kraenkelse af dette varemaerkes
funktion som oprindelsesangivelse.

% Europa-Parlamentets og Radets direktiv 2005/29/EF af 11.5.2005 om virksomheders urimelige handelspraksis over for forbrugerne p3 det
indre marked og om aendring af Radets direktiv 84/450/E@F og Europa-Parlamentets og Radets direktiv 97/7/EF, 98/27/EF og 2002/65/EF og
Europa-Parlamentets og Radets forordning (EF) nr. 2006/2004 (EUT 2005, L 149, s. 22).

" Europa-Parlamentets og R&dets direktiv 2008/95/EF af 22.10.2008 om indbyrdes tilneermelse af medlemsstaternes lovgivning om
varemeerker (EUT 2008, L 299, s. 25).
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Det naevnte direktivs artikel 5, stk. 1, litra a) og b), skal fortolkes sdledes, at der ikke er
tale om brug, ndr annoncen ikke er blevet anbragt af den pdgaldende tredjemand eller
pa dennes vegne, eller nar dennetredjemand i en situation, hvor annoncen er blevet
anbragt af denneeller pa dennesvegne med indehaverens samtykke, udtrykkeligt har
anmodet udbyderen af det websted, af hvilken den pageeldende kgbte annoncen, om at
fierne den eller henvisningen heritil varemaerket. En annoncer kan heller ikke gares
ansvarlig for andre erhvervsdrivendes selvstaendige handlinger, sdsom handlinger, der
er foretaget af udbydere af websteder til virksomhedssagning, som ikke handler efter
opdrag, men pa eget initiativ og i deres eget navn.

| disse to situationer kan varemaerkeindehaveren ikke i henhold til artikel 5, stk. 1, litra a)
og b), i direktiv 2008/95/EF gribe ind over for en annoncer med henblik pa at forbyde
denne at ggre annoncer med benavnelsen af indehaverens varemaerke tilgeengelige
online.

Dom af 22, december 2022 (Store Afdeling), Louboutin (Brug af et kraenkende tegn pa et
onlinemarked) (C-148/21 og C-184/21, EU:C:2022:1016)

Siden 2016 har Christian Louboutin, der er en fransk designer af luksussko
og -handtasker, registreret den rede farve, der er pafert ydersalen af en hgjhzlet sko,
som EU-varemeaerke.

Amazon driver websteder for onlinesalg af forskellige varer, som selskabet udbyder
savel direkte i eget navn og for egen regning som indirekte ved at stille en
onlinemarkedsplads til radighed for eksterne salgere. Denne operater tilbyder ligeledes
de eksterne szlgere yderligere oplagrings- og forsendelsestjenester for deres varer.

Christian Louboutin konstaterede, at der pa disse websteder regelmaessigt blevvist
salgsannoncer for sko med rede sdler, der ifalge hamvedrerte varer, som blev
markedsfert uden hans samtykke. Idet han paberabte sigen kraenkelse af de
enerettigheder, der er knyttet til det omhandlede varemaerke, anlagde han d erefter to
sager om varemaerkekraenkelse mod Amazon ved Tribunal d’arrondissement de
Luxembourg (kredsdomstolen i Luxembourg, Luxembourg) *® og Tribunal de I'entreprise
francophone de Bruxelles (den fransksprogede ret i handels- og erhvervsretlige sager i
Bruxelles, Belgien) *°.

Disse retsinstanser besluttede derefter begge at foreleegge Domstolen en raekke
praejudicielle spergsmal.

De anmodede naermere bestemt Domstolen om at oplyse, om EU-
varemaerkeforordningen ' skal fortolkes saledes, at operateren af et websted for

% Sag(-148/21.

® Sag C-184/21.

0 Narmere bestemt artikel 9, stk. 2, litra a), i Europa-Parlamentets og Radets forordning (EU) 2017/1007 af 14.6.2017 om EU-varemaerker
(EUT 2017, L 154,s.1).
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onlinesalg, der ud over operatgrens egne salgstilbud integrerer en onlinemarkedsplads,
kan anses for selv at gagre brug af et tegn, der er identisk med et EU-varemaerke
tilherende en anden, for varer, der er identiske med dem, for hvilke dette varemaerke er
registreret, nar eksterne selgere uden samtykke fra indehaveren af dette varemaerke
udbyder sddannevarer, der er forsynet med dette tegn, til salg pa denne markedsplads.

De rejste navnlig spergsmalet, om deti denne henseende er relevant, at denne operater
anvender en ensartet made at praesentere de pa dennes websted offentliggjorte tilbud
pa, idet denne viser deannoncer, der vedrerer de varer, som denne salgeri eget navn
og for egen regning, samtidig med de annoncer, der vedrerer varer, som udbydes af
eksterne salgere paden naevnte markedsplads, at operatgren viser sit eget anerkendte
distributerlogo pa alle disse annoncer, og at operategren tilbyder de eksterne salgere
yderligere tjenester i forbindelse med markedsferingen af deres varer, der bestar i at
yde dem stgtte ved praesentationen af deres annoncer, oplagring samt forsendelse af
varer, der udbydes pd samme markedsplads. | denne sammenhang enskede de
foreleeggende retter ligeledes oplyst, om der i givet fald skal tages hensyn til brugernes
opfattelse af det omhandlede websted.

Domstolen (Store Afdeling) fik lejlighed til at give vigtige praeciseringer vedrgrende
spergsmaletom det direkte ansvar for operatgren af et websted for onlinesalg, der
integrerer en onlinemarkedsplads, for kraenkelser af de rettigheder, der tilkommer
indehaveren af et EU-varemaerke, som folger af den omstaendighed, at et tegn, derer
identisk med dette varemaerke, fremgar af eksterne salgeres annoncer pa denne
markedsplads.

Domstolen mindede om, at registreringen af et EU-varemaerke i henhold til EU-
varemaerkeforordningen 9! giverindehaverenret til at forbyde tredjemand at ggre
erhvervsmaessig brug af et tegn, der eridentisk med dette varemaerke, i forbindelse med
varer eller tjenesteydelser, som er identiske med dem, for hvilke EU-varemaerket er
registreret.

Domstolen bemaerkede indledningsvis, at begrebet »gare brug af« ikke er definereti EU-
varemaerkeforordningen. Dette begreb omfatter ikke desto mindre for det farste en
aktiv handling og en direkte eller indirekte kontrol over den handling, der bestar i denne
brug. Det er nemlig alene en tredjemand, som har en sadan kontrol, som faktisk er i
stand til at bringe brugen af et varemaerke, der er gjortuden indehaverens samtykke, til
opher.

Tredjemands brug af et tegn, der er identisk med eller lignerindehaverens varemaerke,
forudseetter for det andet i det mindste, at denne sidstnaevnte ggr brug aftegnet i
forbindelse med sin egen kommercielle kommunikation. En person kan saledes give sine
kunder mulighed for at gare brug af tegn, der er identiske med eller ligner varemaerker,
uden at vedkommende selv ger brug af de naevnte tegn. Domstolen har saledes for sa

107 Artikel 9, stk. 2, litra a), i Europa-Parlamentets og Radets forordning (EU)2017/1001 af 14.6.2017 om EU-varemaerker (EUT 2017, L 154, s. 1).
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vidt angar operategren af en onlinemarkedsplads fastsldet, at brugen aftegn, derer
identiske med eller ligner varemaerker, i salgstilbud, som vises pa denne
onlinemarkedsplads, udelukkende foretages af denne operaters kunder, der szelger
varer, og ikke af operatgren selv, eftersom denne ikke bruger dette tegn i forbindelse
med sin egen kommercielle kommunikation.

Domstolen bemaerkedeimidlertid, at deni sintidligere retspraksis ikke var blevet stillet
spergsmal om betydningen af den omstaendighed, at det omhandlede websted for
onlinesalg ud over onlinemarkedspladsen integrerer salgstilbud fra operateren af dette
websted selv, mens de foreliggende sager netop vedrgrte denne betydning. | det
foreliggende tilfeelde gnskede de forelaeggende retter sdledes oplyst, om operateren af
et websted for onlinesalg, der integrerer en onlinemarkedsplads, sdsom Amazon, ud
over den eksterne salgerligeledes i sin egen kommercielle kommunikation ger brug af
et tegn, der er identisk med en andens varemeaerke, for varer, som er identiske med
dem, for hvilke dette varemaerke er registreret, sdledes at denne kan holdes ansvarlig
for kraenkelsen af varemaerkeindehaverens rettigheder, ndr denne eksterne salger
udbyder sddannevarer, der er forsynet med dette tegn, til salg pa denne markedsplads.

Domstolen konstaterede, at dette spgrgsmal opstar uathaengigt af den omstaendighed,
aten sadan operategrsrollei givetfald ogsa kan vurderes efter andre retsregler, og at
den - selvom operaterens vurdering af en sadan brug i sidste ende tilkom den
nationale ret - kunne forsyne denne med de EU-retlige fortolkningselementer, som
kunne veere nyttige i denne henseende.

Hvad i denne henseende angar den kommercielle kommunikation preeciserede
Domstolen, at den brug, som operataren af et websted, der integrerer en
onlinemarkedspladsi sin egen kommercielle kommunikation, ger af et tegn, der er
identisk med en andensvaremaerke, forudseetter, at dette tegni tredjemands gjne
fremstdr som en integrerende del af denne og dermed som henherende under dennes
aktivitet.

| denne sammenhang mindede Domstolen om, ati en situation, hvor tjenesteyderen
bruger et tegn, der er identisk med eller ligner en andens varemaerke, med henblik pa at
reklamere for varer, som en af dennes kunder markedsferer ved hjaelp af denne
tjeneste, ger denne tjenesteyder selv brug af dette tegn, nar denne bruger tegnet pa en
sadan made, at den pagaldende skaber en forbindelse mellem det naevnte tegn og de
tjenesteydelser, som den navnte tjenesteyder leverer.

Domstolen har saledes allerede udtalt, at en sadan tjenesteyder ikke selvgegr brug af et
tegn, der er identisk med eller ligner en andensvaremaerke, nar den af tjenesteyderen
leverede tjenesteydelse ikke kan sammenlignes med en tjenesteydelse, der har til formdl
at fremme markedsferingen af varer, der er forsynet med dette tegn, og ikke indebaerer,
atder skabes en forbindelse mellem dennetjenesteydelse og det naevnte tegn, eftersom
den pagaldende tjenesteyder ikke bemaerkes af forbrugeren, hvilket udelukker enhver
forbindelse mellemvirksomhedens tjenesteydelser og det omhandlede tegn.
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Domstolen har derimod fastslaet, at der foreligger en sadan forbindelse, nar operatgren
af en onlinemarkedsplads ved hjeelp af en sgge- og annonceringsydelse pa internettet
og ved hjeelp af et segeord, der er identisk med en andens varemaerke, reklamerer for
varer under dette varemeaerke, der udbydes til salg af dennes kunder pa dennes
onlinemarkedsplads. En sddan reklame skaber nemlig for de internetbrugere, der
foretager en segning pa grundlag af dette sggeord, en dbenbar forbindelse mellem
disse maerkevarer og muligheden for at kebe dem via den naevnte markedsplads. Det er
af denne grund, at indehaveren af dette varemaerke kan forbyde denne operater en
sadan brug, nar denne reklame kraenker varemaerkeretten som felge af, at den ikke eller
kun med vanskelighed gar det muligtfor en internetbruger, der er almindeligt oplyst og
rimeligt opmaerksom, at ggre sig bekendt med, om varerne hidrarer fra
varemarkeindehaveren eller fra envirksomhed, der er gkonomisk forbundet med
denne, eller derimod hidrgrer fraen tredjemand.

Domstolen udledte deraf, at det med henblik pa at afgere, om operateren af et websted
for onlinesalg, der integrerer en onlinemarkedsplads, selv gar brug af et tegn, derer
identisk med en andensvaremaerke, i annoncer vedrgrende varer, der udbydes af
eksterne salgere pa denne markedsplads, skal bedgmmes, om en almindeligt oplyst og
rimeligt opmeaerksom bruger af dette websted skaber en forbindelse mellem denne
operaters tjenesteydelser og det pagaeldende tegn.

Ud fra dette perspektiv skal det med henblik pa at afggre, om en annonce, der er
offentliggjort pa den naevnte markedsplads af en ekstern salger, der er aktiv pa denne
markedsplads, og som bruger et tegn, der er identisk med en andens varemaerke, kan
anses for at udgere en del af den kommercielle kommunikation, som operateren af
naevnte websted foretager, undersgges, om denne annonce kan skabe en forbindelse
mellem de tjenesteydelser, der udbydes af denne operater, og det pagaeldende tegn,
fordi en brugervil kunnetro, at det er operatgren, der i eget navn og for egen regning
markedsfgrer denvare, for hvilken der er gjort brug af det pageeldende tegn.

Domstolen fremhaevede, at inden for rammerne af denne samlede vurdering af
omstaendighedernei den foreliggende sag er navnligden made, hvorpa annoncerne
praesenteres, sdvel individuelt som i deres helhed, pa det omhandlede websted, og
arten og omfanget af de tjenesteydelser, der leveres af operatgren af dette websted, af
betydning.

Hvad for det ferste angar maden, hvorpa annoncer praesenteres, indeholder EU-retten
en forpligtelse om, at annoncer vises pa en gennemskueligmade pa internettet, saledes
aten almindeligt oplyst og rimeligt opmaerksom bruger nemt kan adskille de tilbud, der
hidrgrer fra operatgren af webstedet, fra tilbud fra eksterne szelgere, der er aktive pa
onlinemarkedspladsen. Domstolen fandt imidlertid, at den omsteendighed, at
operatgren anvender en ensartet praesentationsmade for de offentliggjorte tilbud, idet
denne viser sineegne annoncer og eksterne salgeres annoncer samtidig, og viser
dennes eget anerkendte distributerlogo savel pa dennes websted som pa alle annoncer,
kan gere det vanskeligt at foretage en saddan klar sondring og saledes kan give det
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indtryk, at det er operatagren, der i sit eget navn og for egen regning markedsferer de
varer, der udbydes til salg af disse eksterne saelgere.

For det andet kan arten og omfanget af de tjenesteydelser, der leveres af operateren af
en onlinemarkedsplads til seelgerne, og navnligdem, der bestar i oplagring, forsendelse
og administration af returnering af de naevnte varer, ligeledes give en oplyst og rimeligt
opmaerksom bruger det indtryk, at disse varer markedsferes af operateren, og saledes

skabe en forbindelse i disse brugeres gjne mellem disse tjenesteydelser og de tegn, der
star pa disse varer og i eksterne saelgeres annoncer.

Sammenfattende fastslog Domstolen, at operatgren af et websted for onlinesalg, der ud
over operatgrens egne salgstilbud integrerer en onlinemarkedsplads, kan anses for selv
atgare brug af et tegn, der er identisk med et EU-varemeaerke tilhgrende en anden, for
varer, der er identiske med dem, for hvilke dette varemaerke er registreret, nar eksterne
seelgere uden samtykke fra indehaveren af dette varemaerke udbyder sddanne varer,
der er forsynet med dette tegn, til salg pa denne markedsplads, hvis en almindeligt
oplyst og rimeligt opmaerksom bruger af dette websted skaber en forbindelse mellem
denne operaters tjenesteydelser og det pagaeldende tegn, hvilket normalt er tilfaeldet,
nar en sadan bruger, henset til alle de forhold, der karakteriserer den omhandlede
situation, kan fa det indtryk, at det er den naevnte operater, der selv i sit eget navn og for
egen regning markedsferer de varer, der er forsynet med det naevnte tegn. Domstolen
tilffgjede, at deti denneforbindelse er relevant:

— atdenne operater anvender en ensartet made at praesentere de pa dennes websted
offentliggjorte tilbud pa, idet denne viser de annoncer, der vedrerer de varer, som
denne salgeriegetnavn og for egen regning, samtidig med de annoncer, der
vedrarer varer, som udbydes af eksterne saelgere pa naevnte markedsplads

— atdenne viser sit egetanerkendte distributerlogo pa alle disse annoncer

— ogatdenneiforbindelse med markedsfgringen af devarer, der er forsynet med det
omhandledetegn, tilbyder de eksterne saelgere yderligere tjenester, der bl.a. bestari
oplagring og forsendelse af disse varer.

Dom af 22. december 2022 (Store Afdeling), EUROAPTIEKA (C-530/20, EU:C:2022:1014)

»EUROAPTIEKA« SIA er et selskab, der udever farmaceutisk virksomhed i Letland. Det er
en del af en koncern, som ejer en apotekerkaede og leegemiddeldetailsalgsvirksomheder
i Letland. 12016 forbad Veselibas inspekcijas Zalu kontroles nodala
(sundhedsinspektionens afdeling for laegemiddelkontrol, Letland) EUROAPTIEKA at
reklamere for et salgsfremsted med tilbud om en rabatpa 15% af kegbsprisen paalle
loegemidler ved kgb af mindst tre artikler. Denne afggrelse blev truffet pa grundlag af en
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national bestemmelse, som forbyder medtagelse i reklame over for offentligheden for
leegemidler, der hverken er receptpligtige eller tilskudsberettigede, af oplysninger, der
tilskynder til keb af lsegemidlet ved at begrunde behovet for kab med lsegemidlets pris,
ved at annoncere ensaerligrabat eller ved at angive, at laegemidlet saelges sammen med
andre leegemidler (herunder til en nedsat pris) eller andre produkter %2,

1 2020 anlagde EUROAPTIEKA sagtil prgvelse af denne bestemmelse ved Latvijas
Republikas Satversmes tiesa (Republikken Letlands forfatningsdomstol), som forelagde
Domstolen en anmodning om prajudiciel afgerelse vedrgrende fortolkningen af direktiv
2001/83 1%,

Domstolen (Store Afdeling) praeciseredei dommen raekkevidden af begrebet»reklame
for laegemidler« som omhandlet i dette direktiv, bl.a. vedrerende reklameindhold, der
ikke vedrgrer et bestemt leegemiddel, men ikke naermere bestemte laegemidler. Den
udtalte sig desuden om, hvorvidt en national bestemmelse, der fastseetter forbud som
de i hovedsagen omhandlede, er forenelig med direktivet, herunder bl.a.om disse
forbud tager sigte pa at fremme en rationel anvendelse af leegemidler som omhandlet i
samme direktiv.

Domstolen fastslog for det forste, at udbredelse af oplysninger, der tilskynder til kab af
leegemidler ved at begrunde behovet for kab med disse laegemidlers pris, ved at
annoncere en sarlig rabateller ved at angive, at lsegemidlerne salges sammen med
andre laegemidler, herunder til en nedsat pris, eller sammen med andre produkter, er
omfattet af begrebet »reklame for leegemidler« som omhandlet i direktiv2001/83, selv
nar disse oplysninger ikke vedrgrer et bestemt leegemiddel, men ikke naermere
bestemte lzegemidler.

Domstolen bemarkede indledningsvis hvad angar ordlyden, at deri direktivets artikel
86, stk. 1,som indeholder begrebet »reklame for lsegemidler«, systematisk henvises til
»laegemidler«i flertal. Desuden er dette begreb defineret meget bredti denne
bestemmelse som omfattende »enhver form« for ops@gende informationsvirksomhed,
kundesggning eller holdningspavirkning, herunder bl.a. »offentlig reklame for
leegemidler.

Dernaest bemaerkede Domstolen hvad angar sammenhangen, at bestemmelsernei
afsnit VIl i direktiv 2001/83, hvori artikel 86 indgar, opstiller almindelige og
grundlaeggende principper for reklame for lsegemidler, og at de derfor finder
anvendelse pa alle handlinger, der tager sigte pa at fremme ordinering, udlevering, salg
eller forbrug af leegemidler.

102 Afsnit 18.12 i Ministru kabineta noteikumi nr. 378 »Zalu reklamésanas kartiba un kartiba, kada zalu raZotajs ir tiesigs nodot arstiem

bezmaksas zalu paraugus« (ministerradets dekret nr.378 om »nzermere regler for reklame for laeegemidler og retningslinjer for
leegemiddelproducenters tilbud til lseger om gratis prever pa laegemidler«)af 17.5.2011 (Latvijas Véstnesis, 2011, nr. 78).

% Nearmere bestemt artikel 86, stk. 1, artikel 87, stk. 3, og artikel 90 i Europa-Parlamentets og R3dets direktiv 2001/83/EF af 6.11.2001 om
oprettelse af en faellesskabskodeks for humanmedicinske leegemidler (EFT 2001, L 311, s.67), som andret ved Europa-Parlamentets og
Radets direktiv 2004/27/EF af 31.3.2004 (EUT 2004, L 136, s. 34).
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Hvad endeligangar de formadl, der forfalges med direktiv 2001/83, fandt Domstolen, at
direktivets hovedformadl om beskyttelse af folkesundhedeni vidt omfang ville blive
tilsidesat, hvis en aktivitet i form af opsggende informationsvirksomhed, kundes ggning
eller holdningspavirkning, der tager sigte pa at fremme ordinering, udlevering, salg eller
forbrug af laegemidler, uden henvisning til et bestemt lsegemiddel, ikke var omfattet af
begrebet »reklame for laegemidler« og dermed ikke blev ramt af de forbud, betingelser
og begraensninger vedregrende reklame, som er fastsat ved dette direktiv.

For sa vidt som en reklame for ikke naermere bestemte laegemidler, sdsom en reklame
for en hel leegemiddelgruppe til behandling af den samme sygdom, ogsa kan omfatte
receptpligtige eller tilskudsberettigede lzegemidler, ville udelukkelse af en sadan reklame
fra anvendelsesomradet for bestemmelserne om reklame i direktiv 2001/83 nemlig i vidt
omfang fratage forbuddenei dette direktiv 1% deres effektive virkning, derved at
udelukkelsen ville betyde, at alle reklamer, som ikke specifikt er rettet mod et
leegemiddel i denne gruppe, ville undslippe disse forbud.

Domstolen fandt desuden, at en reklame for et ubestemtantal laegemidler, som hverken
er receptpligtige eller tilskudsberettigede, pd samme made som en reklame for et enkelt
bestemt [;egemiddel, kan vaere overdreven og ikke tilstraekkeligt gennemtaenkt og
folgelig vaere til skade for folkesundheden ved at tilskynde forbrugerne til en irrationel
brug eller et overforbrug af de pageeldende legemidler.

Domstolen konkluderede, at uansetdens bemaerkningeri dommen i A-sagen (Reklame
for og onlinesalg af leegemidler) '% og i dommen i DocMorris-sagen "% omfatter
begrebet »reklame for laegemidler« som omhandlet i direktiv 2001/83 enhver formfor
opseggende informationsvirksomhed, kundesagning eller holdningspavirkning, der tager
sigte pa at fremme ordinering, udlevering, salg eller forbrug af et bestemtlaegemiddel
eller af ikke naermere bestemte laegemidler.

Domstolen tilfgjede, at eftersom formalet med reklamebudskabet udger det
grundlaeggende definitionskriterium for dette begreb og den afggrende faktor for
sondringen mellemreklame og information, og eftersom aktiviteter i form af udbredelse
af oplysninger, som er omhandlet i en national bestemmelse som den i hovedsagen
omhandlede, synes at have et sddant salgsfremmende formal, er disse aktiviteter
omfattet af det naevnte begreb.

Domstolen fastslog for det andet, at bestemmelserne i direktiv 2001/83 %7 ikke er til
hinder for en national bestemmelse, derindfgrer begraensninger, som ikke er fastsat i
dette direktiv, men som tjener direktivets hovedformal om beskyttelse af
folkesundheden, idetden forbyder medtagelse i reklame over for offentligheden for
leegemidler, der hverken er receptpligtige eller tilskudsberettigede, af oplysninger, der

104 Artikel 88, stk. 1, litra a), og artikel 88, stk. 3, i direktiv 2001/83.

% Dom af 1.10.2020, A (Reklame for og onlinesalg af laegemidler) (C-649/18, EU:C:2020:764, praemis 50).
% Dom af 15.7.2021, DocMorris (C-190/20, EU:C:2021:609, praemis 20).

07 Naermere bestemt artikel 87, stk. 3, og artikel 90 i direktiv 2001/83.
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tilskynder til kab af lsegemidler ved at begrunde behovet for keb med disse laegemidlers
pris,ved atannoncere ensarligrabat eller ved at angive, at leegemidlerne saelges
sammen med andre laegemidler, herunder til en nedsat pris, eller sammen med andre
produkter.

Til stette for denne fortolkning bemaerkede Domstolen for det ferste hvad angar
forholdet mellemkravet om, at denne reklame fremmer den rationelle brug af
leegemidlerne %, og de begraensninger, der er omhandleti direktiv 2001/83, opstillet
som en liste over forbudte enkeltheder i reklamer '%, at den omstaendighed, at dette
direktiv ikke indeholder specifikke regler om en bestemt enkelthed i en reklame, ikke er
til hinder for, at medlemsstaterne med henblik pd at forhindre overdrevne og ikke
tilstraekkeligt gennemtaenkte reklamer for leegemidler, som vil kunne indvirke pa
folkesundheden, forbyder '"° en sddan enkelthed i detomfang, denne ville fremme
irrationel brug af lsegemidler.

Selvom direktiv 2001/83 tillader reklame for ikke-receptpligtige leegemidler, skal
medlemsstaterne falgelig for at forebygge risici for folkesundheden i overensstemmelse
med hovedformalet om beskyttelse heraf forbyde medtagelse i reklame over for
offentligheden for lsegemidler, som hverken er receptpligtige eller tilskudsberettigede, af
enkeltheder, der kan fremme den irrationelle brug af sddanne laegemidler.

For det andet bemaerkede Domstolen med hensyn til spargsmalet om, hvorvidt dette er
tilfeeldet for enkeltheder, som er genstand for forbud som de i hovedsagen
omhandlede, at det hvad angar leegemidler, der hverken er receptpligtige eller
tilskudsberettigede, er almindeligt, at de endelige forbrugere uden hjzelp fra en laege
selvvurderer, om det vil veere til gavn eller ngdvendigt at kebe sddanne laegemidler.
Forbrugeren har imidlertid ikke ngdvendigvis den specifikke og objektive viden til at
vurdere disse laegemidlers terapeutiske vaerdi. Reklame kan i sa fald have en seerlig stor
indflydelse pa denvurdering og det valg, som den pagaldende forbruger foretager,
bade med hensyn til legemidlets kvalitet og den kvantitet, der skal kgbes.

| denne sammenhang kan enkeltheder i en reklame sdsom dem, der er omhandlet i den
i hovedsagen omhandlede nationale bestemmelse, tilskynde forbrugerne til at kebe
leegemidler, der hverken er receptpligtige eller tilskudsberettigede, ud fra et gkonomisk
kriterium knyttet til disse laegemidlers pris, og disse enkeltheder kan derfor fa
forbrugerne til at kgbe og bruge de naevnte laegemidler, uden at der er foretaget en
objektivvurdering pa grundlag af midlernes terapeutiske egenskaber og de konkrete
medicinske behov.

Ifelge Domstolen opmuntrer reklame, som afsporer forbrugeren fra en objektiv
vurdering af ngdvendigheden af at indtage et leegemiddel, imidlertid til irrationel og
overdreven brug af dette laegemiddel. En sadan irrationel og overdreven brug af

1% Det krav, som er fastsat i artikel 87, stk. 3, i direktiv 2001/83.
®" De begraensninger, der er omhandlet i artikel 90 i direktiv 2001/83.
" p& grundlag af artikel 87, stk. 3, i direktiv 2001/83.
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loegemidler kan ligeledes opsta som fglge af en reklame, der - ligesom reklamer
vedrgrende tilbud eller kombineret salg af leegemidler og andre produkter - sidestiller
leegemidler med andre forbrugsprodukter, som i almindelighed er genstand for rabatter
og prisnedsaettelser ved overskridelse af et bestemt udgiftsniveau.

Domstolen konkluderede, at en national bestemmelse som deni hovedsagen
omhandlede, for sa vidt som den forbyder udbredelse af enkelthederi reklamer, der
tilskynder til en irrationel og overdreven brug af lsegemidler, som hverken er
receptpligtige eller tilskudsberettigede - uden at dette dog bergrer apotekernes
mulighed for atindremme rabatter og prisnedsaettelser ved salg af disse lsegemidler og
andre sundhedsprodukter - tjener hovedformalet om beskyttelse af folkesundheden og
derfor er forenelig med direktiv2001/83.

2. Formidleransvar for tjenesteydere

Dom af 3. oktober 2019, Glawischnig-Piesczek (C-18/18, EU:C:2019:821)

Facebook Ireland driver en global social medie-platform (herefter »Facebook Service«)
for brugere uden for USA og Canada. Eva Glawischnig-Peisczek var medlem af
Nationalrat (det gstrigske parlament), formand for parlamentsgruppen die Grunen (»De
gronnex) og forbundstalsmand for partiet. Den 3. april 2016 delte en af Facebook
Services brugere pasin personlige side en artikel fra det gstrigske online-
nyhedsmagasin oe24.at, der bar overskriften »Grtne: Mindestsicherung fur Flichtlinge
soll bleibenc, hvilket bevirkede, at der pa denne platform blev oprettet en »thumbnail«
af den oprindelige side med artiklens overskrift og et kort resumé af denne samt et foto
af Eva Glawischnig-Piesczek. | forbindelse med denne artikel offentliggjorde denne
bruger endvidere en kommentar, der var affattet pd en made, der ifglge den
foreleeggende ret kunne kreenke sagsegereni hovedsagens aere, bespotte og diffamere
hende. Denne kommentar var tilgaengelig for samtlige brugere af Facebook Service.

Ved skrivelse af 7. juli 2016 anmodede Eva Glawischnig-Piesczek bl.a. Facebook Ireland
om at slette kommentaren. Da Facebook Ireland ikke fjernede den omhandlede
kommentar, anlagde Eva Glawischnig-Piesczek sag for en handelsret, der pdlagde
Facebook Ireland med omgdende virkning og indtil den endelige afgerelse af
forbudssagen at undlade at offentliggare og/eller udbrede fotos af sagsegeren i
hovedsagen. Efterfelgende hindrede Facebook Ireland adgangen til det oprindeligt
offentliggjorte indhold i @strig.

Under en appelsag stadfeestede den gverste regionale domstol den af fgrsteinstansen
afsagte kendelse for sa vidt angik identiske pastande. Den fastslog derimod, at
forpligtelsentil at bringe udbredelsen af pastande med samme betydning til opher
udelukkende omfattede pastande, som Facebook Ireland var blevet gjort bekendt med
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af sagsegereni hovedsagen, af tredjemand eller pad anden made. Hver af parternei
hovedsagen ivaerksatte revisionsanke for Oberster Gerichtshof (averste domstol, @strig).

Anmodningen om prajudiciel afggrelse vedrarte hovedsageligt fortolkningen af artikel
15, stk. 1, i direktiv 2000/31/EF.

Domstolen fremhavede indledningsvis, at det, for at sikre, at den pageeldende hosting-
udbyder hindrer enhver yderligere skade for de bergrte interesser, er legitimt, at den
kompetente ret af denne hosting-udbyder kan kraeve, at denne hindrer adgangen til
oplagret information, som er identisk med information, der tidligere er erkleeret ulovlig,
eller at den pageldende fjerner denneinformation, uanset hvem der har anmodetom
atfa den oplagret.

Domstolen fastslog herefter, at en reti en medlemsstat har befgjelse til at palaegge en
hosting-udbyder at fjerne information, som den pagaldende oplagrer, og som har
samme betydning som information, der tidligere er erklaeret ulovlig, eller at hindre
adgangentil den, forudsatat den overvagning og undersggelse, som kraeves ifelge dette
pabud, er begraenset til information, der formidler et budskab, hvisindhold i det
vaesentlige er det samme som det, der farte til ulovlighedskonstateringen, og som
indeholder de oplysninger, som er angivet i pabuddet, og forudsat at forskellen i
formuleringen af det indhold, som anses for at have samme betydning som detindhold,
der tidligere er erkleeret ulovlig, ikke forpligter den pagzeldende hosting-udbyder til at
foretage en selvsteendig vurdering af naevnte indhold.

Endelig har en sddanret befgjelsetil at paleegge en hosting-udbyder at fjerne
information, som er genstand for et pabud, eller hindre adgangentil deni hele verden
inden for rammerne af den relevante folkeret.

Dom af 8 december 2022 (Store Afdeling), Google (Fjernelse af links til et angiveligt urigtigt
indhold (C-460/20, EU:C:2022:962 )

Sags@gerne i hovedsagen, TU, der hartillidsposter og er indehaver af andelei forskellige
selskaber, og RE, som var TU's samlever, og som indtil maj 2015 var prokurist i et af disse
selskaber, var genstand for tre artikler offentliggjort pa et websted i 2015 af G LLC,
udbyderen af dette websted. Disse artikler, hvoraf en var illustreret ved fire fotografier,
der repraesenterede sagsggerne, og som antydede, at sagsegerne levede et luksurigst
liv,indeholdt en kritisk beskrivelse af investeringsmodellen i flere af deres selskaber.
Adgangentil disse artikler var mulig ved at indtaste sagsggernes for- og efternavne bade
separat og i sammenhaeng med bestemte firmanavnei den sggemaskine, der drives af
Google LLC (herefter »Google«). Listen over sggeresultater henviste til disse artikler via
et link og til fotografieri form af miniaturebilleder (»thumbnails«).

Sagse@gerne i hovedsagen anmodede Google, som dataansvarlig for behandlingen af de
personoplysninger, der foretages af selskabets sagemaskine, dels om at fjerne links til
de omhandlede artikler fra listen over sggeresultater med den begrundelse, at disse
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indeholder en lang raekke urigtige udsagn og meninger, der antager karakter af
bagvaskelse, dels om at fjerne miniaturebillederne fralisten over sggeresultater. Google
afslog at efterkomme denne anmodning.

Da sagsggerne hverken fik medhold i fgrste instans eller i appelinstansen, iveerksatte de
revisionsappel ved Bundesgerichtshof (forbundsdomstol, Tyskland), inden for
rammerne af hvilken Bundesgerichtshof (forbundsdomstol) forelagde Domstolen en
anmodning om prajudiciel afggrelse vedrgrende fortolkningen af
databeskyttelsesforordningen "' og direktiv 95/46 12,

| dommen, der blev afsagt af Store Afdeling, udviklede Domstolen sin praksis angdende
de betingelser, der gaelder for anmodninger om fjernelse af links rettet til en
segemaskineudbyder pa grundlag af reglerne om beskyttelse af personoplysninger '3,
Domstolen undersggte for det fgrste omfanget af de forpligtelser og det ansvar, der
pahviler en segemaskineudbyder i forbindelse med behandlingen af en anmodning om
fiernelse af links pa grundlag af angiveligt urigtige oplysninger i det indhold, der er linket
til, og for det andet den bevisbyrde, der pahviler den registrerede for sa vidt angar
denne urigtighed. Domstolen udtalte sig desuden om ngdvendigheden af med henblik
pa behandlingen af enanmodning om sletning af fotografier, der vises i form af
miniaturebilleder palisten over resultaterne af en billedsggning, at tage hensyntil den
oprindelige sammenhang for offentliggerelsen af disse fotografier painternettet.

For det forste fastslog Domstolen, at i forbindelse med afvejningen mellem pa den ene
side retten til respekt for privatlivet og retten til beskyttelse af personoplysninger og pa
den anden side retten til ytrings- og informationsfrihed ''* med henblik pa behandlingen
af en anmodningtil en segemaskineudbyder om fjernelse af links, og som tilsigter at fa
etlink fra listen over sggeresultater, der fgrer til et indhold, der indeholder angiveligt
urigtige oplysninger, slettet, er denne fjernelse af links betinget af, at spergsmalet om
rigtigheden af det indhold, der linkes til, er blevet afgjort i det mindste forelgbigt i et
spgsmal anlagt af den person, der har indgivet anmodningen, mod udbyderen af
indholdet.

Med henblik pa at undersege, under hvilke omstandigheder en sggemaskineudbyder er
forpligtet til at efterkomme en anmodning om fjernelse og dermed at fjerne linket til et
websted, hvor der forekommer de angivelser, som den registrerede finder urigtige, fra
den resultatliste, som vises efter en s@gning pa denne persons navn, bemaerkede
Domstolen indledningsvis bl.a. falgende:

™ Artikel 17, stk. 3, litra a), i Europa-Parlamentets og Radets forordning (EU) 2016/679 af 27.4.2016 om beskyttelse af fysiske personer i
forbindelse med behandling af personoplysninger og om fri udveksling af sddanne oplysninger og om ophaeevelse af direktiv 95/46/EF
(generel forordning om databeskyttelse) (EUT 2016, L 119, s. 1).

M2 Artikel 12, litra b), og artikel 14, stk. 1, litra a), i Europa-Parlamentets og Radets direktiv 95/46/EF af 24.10.1995 om beskyttelse af fysiske
personer i forbindelse med behandling af personoplysninger og om fri udveksling af sddanne oplysninger (EFT 1995, L 281, s.31).

"3 Dom af 13.5.2014, Google Spain og Google (C-131/12, EU:C:2014:317), og domme af 24.9.2019, GC m fl. (Fjernelse af falsomme oplysninger)
(C-136/17, EU:C:2019:773) og Google (Territorial raekkevidde af retten til at fa fjernet links) (C-507/17, EU:C:2019:772).

M4 Grundleggende rettigheder, der ersikret ved artikel 7, 8 og 11 i Den Europaeiske Unions charter om grundleeggende rettigheder.
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— For sd vidt som sggemaskinens aktivitet sdledes i forhold til webstedsudgiveres
aktivitet i vaesentligt sterre og yderligere grad kan pavirke de grundleeggende
rettigheder til privatlivets fred og beskyttelse af personoplysninger, skal
sggemaskineudbyderen folgelig i sin egenskab af den person, som afger formalet
med aktiviteten og hjaelpemidlerne hertil, inden for rammerne af sit ansvar, sine
kompetencer og sine muligheder sikre, at den opfylder kravenei
databeskyttelsesforordningen med henblik pa, at de garantier, som direktiv 95/46 og
databeskyttelsesforordningen fastseetter, kan udfolde deres fulde virkning, og at en
effektiv og fuldstaendig beskyttelse af de bergrte personer faktisk kan gennemfares.

— Nar segemaskineudbyderen har modtaget en anmodning om fjernelse af links, skal
denne prgve, om medtagelsen af et link til det pagaeldende websted pa resultatlisten
er ngdvendig for, at de internetbrugere, som potentielt kunne vaere interesserede i
at fa adgang til dette websted ved en sddan segning, kan udgve deresret til
informationsfrihed, som er beskyttet af retten til ytrings- og informationsfrihed.

— Databeskyttelsesforordningen fastsaetter saledes udtrykkeligt kravet om en afvejning
mellem pa den ene side den grundlaeggende ret til respekt for privatlivet og den
grundlaeggende ret til beskyttelse af personoplysninger og pa den anden side den
grundlaeggende ret til informationsfrihed.

Indledningsvis fastslog Domstolen, at selv om rettentil respekt for privatlivet og retten
til beskyttelse af personoplysninger for den registrerede generelt vejer tungest i forhold
til internetbrugernes legitime interesse i at fa adgang til de pageeldende oplysninger, kan
denne afvejning dog under relevante omstaendigheder i hvert enkelt tilfaelde afhaenge af
den pagaeldende oplysnings art, og hvor felsom den er for den registreredes privatliv,
samt offentlighedens interesse i at rdde over denne oplysning, hvilket bl.a. kan variere,
alt efter hvilken rolle denne person har i det offentlige liv.

Spergsmaletom, hvorvidt det indhold, der er linkettil, er rigtigt eller ej, udger ligeledes
et relevant forholdi forbindelse med denne vurdering. Under visse omstaendigheder har
internetbrugernesret tilinformation og indholdsleveranderens ytringsfrihed saledes
forrang for retten til beskyttelse af privatlivets fred og beskyttelsen af
personoplysninger, navnlig ndr den registrerede spiller enrolle i det offentlige liv. Dette
forhold er dog under alle omstaendigheder omvendt, nari det mindste en del af de
oplysninger, der er omfattet af anmodningen om fjernelse af links, og som ikke er
uvaesentligi forhold tilindholdet som helhed, viser sig at vaere urigtige. | et sddant
tilfeelde kan retten til information og retten til at blive informeret nemligikke tages i
betragtning, da de ikke kan omfatte rettentil at udbrede sddanne oplysninger og have
adgang til dem.

Hvad dernaest for det ferste angar forpligtelsen til at fastsla, om oplysningernei det
indhold, der er linket til, er korrekte eller ej, preeciserede Domstolen, at den person, der
anmoder om at fa fjernet links som felge af, at sddanne oplysninger er urigtige, skal
godtgere, at de oplysninger, der fremgar af det naevnte indhold, eller i det mindste en

Juli 2024 84 curia.europa.eu



Elektronisk handel og kontraktlige forpligtelser

del af disse oplysninger, som ikke er uvaesentlig i forhold til indholdet som helhed, er
abenbart urigtige. For at undga at palaegge denne person en urimelig byrde, der kan
skade den effektive virkning af retten til at fa fjernet links, pahviler det imidlertid alene
denne person at fremlaegge beviser, som det, henset til omstaendighederne i den
konkrete sag, med rimelighed kan kraeves af denne person at finde frem til. Denne
person er i princippet ikke forpligtet til allerede under den administrative procedure til
stette for sin anmodning om fjernelse af links at fremlaegge en retsafgarelse, der er
truffet over for udgiveren af det omhandlede websted, selvi form af en afgarelse om
forelgbige forholdsregler.

Hvad for det andet angdr segemaskineudbyderens forpligtelser og ansvar fremhavede
Domstolen, at sggemaskineudbyderen med henblik pa at efterpreve, om et indhold
fortsat kan medtages pa listen over sggeresultater foretaget via dennes sggemaskine
efter en anmodning om fjernelse af links, skal basere sig pa alle de foreliggende
rettigheder og interesser samt pa samtlige omstaendigheder i den foreliggende sag.
Denne udbyder kan saledes ikke palaegges en forpligtelse til at undersgge de faktiske
omstaendigheder og med henblik herpa at organisere en kontradiktorisk
korrespondance med indholdsleveranderen for at opna manglende oplysninger
vedrgrende rigtigheden af det indhold, der linkes til. En forpligtelse til at bidrage til at
fastsla, om det pagaeldende indhold er korrekt eller ej, ville paleegge naevnte udbyder en
byrde, der gar ud over, hvad der med rimelighed kan forventes af udbyderen, henset til
dennes ansvar, kompetencer og muligheder. Denne lgsning indebaerer en alvorlig risiko
for, atindhold, derimgdekommer almenhedens legitime og vaegtige informationsb ehoy,
fiernes, og at det sdledes bliver vanskeligt at finde det painternettet. Der foreligger
saledes en reel risiko for en afskraekkende virkning pa udevelsen af ytrings- og
informationsfriheden, hvis en sddan udbyder naesten systematisk foretager en sadan
fijernelse af links med henblik pd at undga at skulle baere byrden ved undersegelsen af
de relevante faktiske omsteendigheder for at fastsla, om det indhold, der linkes til, er

rigtigt.

Nar den person, der harindgivet en anmodning om fjernelse af links, fre mlaegger
beviser, som godtgar, at oplysningerne i detindhold, der er linket til, eller i det mindste
en del af disse oplysninger, som ikke er uvaesentligi forhold til indholdet som helhed, er
abenbart urigtige, er segemaskineudbyderen fglgelig forpligtet til at efterkomme denne
anmodning om fjernelse af links. Det samme ger sig geeldende, nar denne person
foreleegger en retsafgerelse, der er truffet i forhold til udgiveren af webstedet, og som er
baseret pa en konstatering af, at oplysningerne i det indhold, der linkes til, som ikke er
uvaesentlige i forhold tilindholdet som helhed, i det mindste ved forste gjekast er
urigtige. Hvis den urigtige karakter af sddanne oplysningerikke fremgar pa abenbar vis
af de beviser, som den registrerede har fremlagt, er sagemaskineudbyderen derimod
ikke forpligtet til at efterkomme en sddan anmodning om fjernelse af links, hvis der ikke
foreligger ensadan retsafgerelse. Nar de omhandlede oplysninger kan bidragetil en
debat af almen interesse, skal retten til ytrings- og informationsfrined, henset til
samtlige gvrige omstaendigheder i den foreliggende sag, tilleegges saerlig relevans.
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Endelig tilfejede Domstolen, at nar segemaskineudbyderen ikke tager en anmodning om
fiernelse af links til fglge, skal den registrerede kunne indbringe dette for
tilsynsmyndigheden eller for en retsinstans med henblik pd, at denne foretager de
nedvendige undersggelser og falgelig palaegger den registeransvarlige at treeffe de
pakraevede foranstaltninger. | denne henseende tilkommer det saledes navnlig de
retslige myndigheder at sikre afvejningen af de konkurrerende interesser, idet disse er
bedstistand til at foretage en kompleks og tilbundsgaende afvejning, som tager hensyn
til alle de kriterier og forhold, der er fastsati den relevante praksis.

For det andet fastslog Domstolen, at der i forbindelse med afvejningen af de
ovennavnte grundlaeggende rettigheder med henblik pa behandlingen af en anmodning
om at slette fotografier, der vises som miniaturebilleder af en fysisk person, fra
resultaterne af en billedsegning, der er foretaget pa grundlag af denne persons navn,
skal tage hensyn til disse fotografiers informative veerdi uafhaengigt af sammenhaengen
for deres offentliggerelse pa det websted, hvorfra de stammer. Der skal imidlertid tages
hensyn til alle de tekstelementer, som direkte ledsager visningen af disse fotografier i
segeresultaterne, og som vil kunne kaste lys over deres informative vaerdi.

For at na til denne konklusion fremhavede Domstolen, at billedsggninger, der foretages
via en sggemaskine pa internettet pa en persons navn, er underlagt desamme
principper som dem, der finder anvendelse pa s@gning pa websteder og de oplysninger,
der forekommer pa disse. Domstolen fastslog, at visningen efter en sggning pa et navn
af fotografier i form af miniaturebilleder af den registrerede kan udgere et seerligt vigtigt
indgreb i denne personsret til beskyttelse af privatlivets fred og retten til beskyttelse af
den registreredes personoplysninger.

Nar en sggemaskineudbyder modtager en anmodning om fjernelse, som tilsigter at
fijerne resultater fra en billedsggning baseret pa en persons navn, der bestar af
miniaturebilleder af fotografier af denne person, skal sggemaskineudbyderen prave, om
visningen af de omhandlede fotografier er ngdvendig for, at de internetbrugere, som
potentielt kunne vaere interesserede i at fa adgang til disse fotografier ved en sadan
sggning, kan udegve deresret til informationsfrihed.

For sa vidt som segemaskinen viser den bergrte persons fotografier uden for den
sammenhang, hvori de er offentliggjort pa det websted, der er linkettil, oftest med
henblik pa atillustrere de tekstmaessige elementer, som denne side indeholder, skal det
imidlertid afgeres, om denne sammenhaeng ikke desto mindre skal tagesi betragtning
ved den afvejning af de konkurrerende rettigheder og interesser, der skal foretages. |
denne forbindelse afhaenger spergsmalet om, hvorvidt denne vurdering ligeledes skal
omfatte indholdet fra det websted, som indeholder det fotografi, der i form af et
miniaturebillede heraf er sggt slettet fra visningen, af genstanden for og arten af den
omhandlede behandling.

Hvad for det ferste angar genstanden for den omhandlede behandling bemaerkede
Domstolen, at offentliggerelsen af fotografier som ikke-verbalt kommunikationsmiddel
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kan have en staerkere indvirkning pa internetbrugerne end offentliggerelsen af tekster.
Fotografierne er nemlig som sadan et vigtigt middel til at tiltraekke internetbrugernes
opmarksomhed og kan give anledning til en interessei at fa adgangtil de artikler, som
de illustrerer. Navnlig pa grund af den omstaendighed, at fotografierne ofte kan fortolkes
pa flere mader, kan visningen som miniaturebilleder pa listen over sggeresultater
medfere et saerligt alvorligtindgreb i den registreredes ret til beskyttelse af sit image,
hvilket der skal tages hensyn tili forbindelse med afvejningen af de konkurrerende
rettigheder og interesser. Der skal derfor foretages en saerskilt afvejning alt efter om der
er tale om dels artikler forsynet med fotografier, der er offentliggjortaf
webstedsudgiveren, og som - nar de indgari deres oprindelige sammenhaeng -
illustrerer de oplysninger, der givesi disse artikler, og de heri udtrykte
meningstilkendegivelser, dels fotografier, der vises i form af miniaturebilleder pa en
s@gemaskineudbyders resultatliste, uden for den sammenhang, hvori de oprindeligt
blev offentliggjort pa webstedet.

Domstolen bemaerkedei denne henseende, at ikke blot er der ikke ngdvendigvis
sammenfald mellem det grundlag, der berettiger offentliggarelsen af en
personoplysning pdinternettet, og det grundlag, der finder anvendelse pa
s@gemaskiners aktivitet, men resultatet af den omhandlede rettigheds- og
interesseafvejning, der skal foretages, kan - selv nar dette er tilfeeldet - veere forskelligt,
alt efter om der er tale om behandlingen foretaget af sagemaskineudbyderen eller
behandlingen foretaget af webstedsudgiveren. For det fgrste kan de legitime interesser,
der berettiger disse behandlinger, vaere forskellige, og de konsekvenser, som naevnte
behandlinger har for den bergrte person, navnlig for den pagaeldendes privatliv, og for
det andet er de ikke ngdvendigvis de samme ">,

Hvad for det andet angar arten af den behandling, der foretages af
s@gemaskineudbyderen, fastslog Domstolen, at sggemaskineudbyderen ved at
identificere fotografier af fysiske personer, der er offentliggjort pa internettet, og ved at
vise dem saerskilt i resultaterne af en billedsggning i form af miniaturebilleder, kan
tilbyde en tjeneste, der indebaerer en behandling af personoplysninger, som er
selvsteendig og adskiltfra den behandling, som udgiveren af detwebsted, hvorfra
fotografierne er hentet, foretager, og fra den behandling, som denne udbyder ogsa er
ansvarligfor, i forbindelse med linket til denne side.

Folgelig er det ngdvendigt at foretage en selvstaendig vurdering af
sggemaskineudbyderens aktivitet, der bestdri at vise resultater af en billedsggning i
form af miniaturebilleder, eftersom den yderligere kraenkelse af de grundlaeggende
rettigheder, der folger af en sddan aktivitet, kan vaere seerlig intensivsom felge af, at alle
oplysninger om den registrerede, der befinder sig painternettet, sammenlaegges i
forbindelse med en sggning pa navn. | forbindelse med denne selvstaendige vurdering
skal der tages hensyn til den omstaendighed, at visning pa internettet af fotografier i

"5 Jf. dommen i sagen Google Spain og Google (C-131/12, EU:C:2014:317, praemis 86).
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form af miniaturebilleder i sig selv udger detresultat, som internetbrugeren gnsker at
opna, uafhaengigt afinternetbrugerens senere beslutning om at fa adgang til det
oprindelige websted.

Domstolen bemaerkede imidlertid, at en sadan specifik afvejning, som tager hensyn til
den selvstaendige karakter af den behandling, som sggemaskineudbyderen foretager,
ikke bergrer den eventuelle relevans af tekstelementer, der direkte kan ledsage visning
af et fotografi pa listen over seggeresultater, idet sddanne oplysninger kan kaste lys over
fotografiets informative vaerdi for offentligheden og dermed pdvirke afvejningen af de
foreliggende rettigheder og interesser.

3. Konkurrenceretten

Dom af 13. oktober 2011, Pierre Fabre (C-439/09, EU:C:2011:649)

Selskabet Pierre Fabre Dermo-Cosmétique (PFDC) fremstillede og solgte kosmetiske
produkter gennem apoteker pa det europaiske marked. De omhandlede produkter
tilharte ikke kategorien laegemidler. Distributionsaftalerne for disse produkter
praeciserede imidlertid, at salget udelukkende skulle ske pa en fysisk lokalitet og med
tilstedeveerelse af en uddannet farmaceut, hvilket i praksis udelukkede alle former for
salg via internettet. Den franske konkurrencemyndighed havde besluttet, at PFDC's
distributionsaftaler som folge af de facto-forbuddet mod ethvert salg via internettet
matte betragtes som konkurrencebegraensende aftaler, der vari strid med bade den
franske lovgivning og EU's konkurrenceret. PFDC anlagde sag med pdastand om
annullation af denne beslutning ved cour d'appel de Paris (appeldomstolen i Paris,
Frankrig), der anmodede Domstolen om at oplyse, om et generelt og absolut forbud
mod salg via internettet udger et konkurrencebegransende formal, om en sadan aftale
kan omfattes af en gruppefritagelse, og om den kan omfattes af en individuel fritagelse i
henhold til artikel 101, stk. 3, TEUF, hvis en gruppefritagelse ikke finder anvendelse.

Domstolen svarede, at artikel 101, stk. 1, TEUF skal fortolkes saledes, at en
kontraktbestemmelsei forbindelse med et selektivt distributionssystem udger et
konkurrencebegransende formal i denne bestemmelses forstand, hvis det efter en
individuel undersggelse fremgar, at denne bestemmelse ikke er objektivt begrundet. En
sadan kontraktbestemmelse begranser sdledesi hgj grad en godkendt forhandlers
mulighed for at seelge produkterne til kunder uden for sit aftaleomrade eller sit
aktivitetsomrade. Aftalen kan derfor hindre konkurrencen pa dette omrade.

Der findes imidlertid legitime behov - som f.eks. opretholdelsen af en specialhandel, der
er i stand til at levere seerlige ydelser for teknisk hgjt udviklede produkter af hgj kvalitet -
der kan begrunde en begransning af konkurrencen pa priserne til fordel for
konkurrence pa andre faktorer end priserne.| denne forbindelse henhgrer et selektivt
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distributionsnet ikke under forbuddet i artikel 101, stk. 1, TEUF, hvis udvaelgelsen af
videreforhandlere sker pa grundlag af objektive kvalitetskriterier, der er fastsat ens for
alle potentiellevidereforhandlere og anvendes uden forskelsbehandling, hvis de
omhandlede produkters egenskaber ggr det nadvendigt at anvende et sadant
distributionsnet for at bevare produkternes kvalitet, og af hensyntil deres rette brug, og
endeligt hvis de fastsatte kriterier ikke gar videre end, hvad der er ngdvendigt. For sa
vidtisaer angar salg af kosmetiske produkter og kropsplejemidler kan formalet om at
bevare disse produkters prestigebetonede image ikke udgare et legitimt
konkurrencebegraensende formal.

Artikel 4, litra c), i forordning (EF) nr. 2790/1999 "¢ skal fortolkes saledes, at
gruppefritagelsen i henhold til denne forordnings artikel 2 ikke finder anvendelse pa
vertikale aftaler, som har til formal at begraense aktivt eller passivt salg til slutbrugere for
medlemmer af et selektivt distributionssystem, der operereri detailleddet, med
forbehold af adgangentil at forbyde et medlem af systemet at drive virksomhed fra et
uautoriseret etableringssted.

Dom af 6. december 2017, Coty Germany (C-230/16,EU:C:2017:941)

Coty Germany solgte luksuskosmetikprodukteri Tyskland. For at bevare sit image af
luksus markedsferte selskabet visse af sine maerker via et selektivt distributionsnet, dvs.
gennem autoriserede forhandlere. Disse forhandleres salgssteder skulle overholde visse
krav med hensyn til omgivelser, udstyr og indretning. De autoriserede forhandlerevar
endvidere berettiget til at seelge de pagaeldende varer over internettet, safremt de
anvendte deres eget elektroniske udstillingsvindue eller uautoriserede
tredjepartsplatforme, hvis involvering ikke var synlig for forbrugeren. Det var derimod
udtrykkeligt forbudt for dem at foretage internetsalg af varer via tredjepartsplatforme,
som opererede pa en made, der var synlig udefra for forbrugerne.

Coty Germany anlagde sag ved de tyske domstole mod en af sine autoriserede
forhandlere, Parfimerie Akzente, med pastand om, at der i medfer afdenne
aftalebestemmelse blevnedlagt forbud mod, at Parfimerie Akzente forhandlede Cotys
produkter via platformen »amazon.de«. Oberlandesgericht Frankfurt am Main (den
regionale appeldomstol i Frankfurt am Main, Tyskland) var i tvivi om, hvorvidtdenne
bestemmelsevar lovlig i forhold til EU's konkurrenceret, og forelagde derfor Domstolen
en raekke spargsmal herom.

Ifelge Domstolen skal artikel 101, stk. 1, TEUF fortolkes saledes, at et selektivt

distributionssystem for luksusvarer, der har til formal at bevare disse varers image af
luksus, er foreneligt med denne bestemmelse, hvis udveelgelsen af videreforhandlere
sker pa grundlag af objektive kvalitative kriterier, der er fastsatens for alle potentielle

15 Kommissionens forordning (EF) nr. 2790/1999 af 22.12.1999 om anvendelse af EF-traktatens artikel 81, stk. 3, p3 kategorier af vertikale
aftaler og samordnet praksis (EFT 1999, L 336, s. 21).
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videreforhandlere og anvendes uden forskelsbehandling, og hvis de fastsatte kriterier
ikke gar videre end, hvad der er nedvendigt.

Artikel 4 i forordning (EU) nr. 330/2010 "7 skal desuden fortolkes saledes, at et forbud,
som er palagt medlemmerne af et selektivt distributionssystem for luksusvarer, som
opererer som forhandlere pa markedet, mod at benytte tredjepartsvirksomheder i
forbindelse med internetsalg pa en made, som er synligudefra, under omstaendigheder
som de i hovedsagen omhandlede ikke udger en begraensning af kundegruppen som
omhandleti artikel 4, litrab), eller en begraensning af passivt salg til slutbrugere som
omhandlet i naevnte forordnings artikel 4, litra c).

Dom af 4. juli 2023 (Store Afdeling), Meta Platforms m.fl. (Almindelige betingelser for
anvendelse af et socialt netveerk) (C-252/21, EU:C:2023:537)

Virksomheden Meta Platforms er ejer af det sociale onlinenetvaerk »Facebook«, som er
gratis for private brugere. Den gkonomiske model for det sociale onlinenetvaerk er
baseret pa onlinereklamefinansiering, som er tilpasset denindividuelle bruger. En sadan
reklametype er gjort teknisk mulig ved den automatiske oprettelse af detaljerede
profiler for brugerne af netvaerket og af de onlinetjenester, som Meta-koncernen
tilbyder. For at kunne anvende det naevnte sociale netvaerk skal brugerne saledes, nar de
opretter en profil, acceptere de af Meta Platforms fastsatte almindelige betingelser, som
henviser til den af selskabet fastlagte datapolitik og politik om cookies. | henhold til
sidstnaevnte indsamler Meta Platforms - ud over de oplysninger, som disse brugere
giver direkte ved oprettelsen af deres profil - ligeledes oplysninger vedrgrende de
naevnte brugernes aktiviteter inden for og uden for det sociale netveerk og tilknytter dem
til de pagaeldende brugeres Facebook-konti. Hvad angar de sidstnaevnte oplysninger, der
ogsa benavnes »off Facebook-oplysningerne«, er der dels tale om oplysninger om
besegg pa tredjeparters websteder, dels oplysninger om brug af andre onlinetjenester,
der tilhgrer Meta-koncernen (herunder Instagram og WhatsApp). Det samlede indhold
af disse sdledesindsamlede oplysninger gor det muligt at drage detaljerede
konklusioner vedrgrende samme brugeres praeferencer og interesser.

Ved afgerelse af 6. februar 2019 palagde Bundeskartellamt
(forbundskonkurrencemyndighed, Tyskland) Meta Platforms et forbud mod delsi de
dagaeldende almindelige betingelser '8 at gare de tysk bosiddende brugeres anvendelse
af det sociale netveerk Facebook betinget af behandlingen af deres off Facebook-
oplysninger, dels mod uden brugernes samtykke at behandle disse oplysninger.
Forbundskonkurrencemyndigheden palagde desuden Meta Platforms at tilpasse deres
almindelige betingelser, sdledes at det klart fremgar heraf, at de naevnte oplysninger

"7 Kommissionens forordning (EU) nr.330/2010 af 20.42010 om anvendelse af artikel 101, stk. 3, i traktaten om Den Europaeiske Unions
funktionsmade pa kategorier af vertikale aftaler og samordnet praksis (EUT 2010, L 102, s. 1).

"8 Den31.7.2019 indferte Meta Platforms Ireland nye almindelige betingelser, hvoraf det udtrykkeligt fremgr, at brugeren i stedet for at betale
for brugen af Facebook-produkterne afgiver samtykke til visning af annoncer.
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hverken indsamles, tilknyttes brugernes Facebook-konti eller anvendes uden den
pagaldende brugers samtykke. Endelig fremhaevede denne myndighed, at et sddant
samtykke ikke er gyldigt, nar det er en betingelse for anvendelsen af det sociale netveerk.
Forbundskonkurrencemyndigheden begrundede sin afggrelse med, at behandlingen af
de pageeldende oplysninger, som ikke var i overensstemmelse med
databeskyttelsesforordningen %, udgjorde misbrug af Meta Platforms’ dominerende
stilling pa markedet for sociale onlinenetvaerk.

Meta Platforms anlagde segsmal til prevelse af denne afgerelse ved Oberlandesgericht
Dusseldorf (denregionalereti farste instansi Dusseldorf, Tyskland). Idet denne ret for
det fgrste naerede tvivl om konkurrencemyndighedens mulighed for at kontrollere, om
behandlingen af personoplysninger var i overensstemmelse med kravene efter
databeskyttelsesforordningen, og for det andet om fortolkningen og anvendelsen af
visse bestemmelser i denne forordning, forelagde den Domstolen en anmodning om
praejudiciel afggrelse.

| dommen udtalte Domstolen, Store Afdeling, sigom en national
konkurrencemyndigheds kompetencetil at konstatere en behandling af
personoplysningers manglende overensstemmelse med databeskyttelsesforordningen,
samt om dennes forbindelse med kompetencerne for de nationale myndigheder, der
ferer tilsyn med beskyttelse af personoplysninger '2°. Domstolen klarlagdei @vrigt en
operatgr af sociale netvaerks mulighed for at behandle sine brugeres »fglsomme«
personoplysninger, betingelserne for lovlig behandling af personoplysninger foretaget af
en sddan operategr samt gyldigheden af et samtykke, som af disse brugere afgives med
henblik pa en sddan behandling til en virksomhed, der har en dominerende stilling pa
det nationale marked for sociale onlinenetveerk.

Hvad for det ferste angdr en konkurrencemyndigheds kompetence til at konstatere, at
behandling af personoplysninger ikke er forenelig med databeskyttelsesforordningen,
fastslog Domstolen, at en sddan myndighed, forudsat at den overholder sin forpligtelse
til loyalt samarbejde "' med tilsynsmyndighederne for databeskyttelse, som led i
undersagelsen af en virksomheds misbrug af dominerende stilling 22 kan fastsl3, at
denne virksomheds almindelige brugerbetingelser vedrgrende behandlingen af
personoplysninger og gennemfarelsen heraf ikke er i overensstemmelse med denne
forordning, nar denne konstatering er ngdvendig for at pavise et sddant misbrug. Nar en
konkurrencemyndighed i forbindelse med konstateringen af misbrug af en
dominerende stilling konstaterer en overtraedelse af databeskyttelsesforordningen,
erstatter den imidlertid ikke tilsynsmyndighederne.

"9 Europa-Parlamentets og R&dets forordning (EU)2016/679 af 27.4.2016 om beskyttelse af fysiske personer i forbindelse med behandling af
personoplysninger og om fri udveksling af sddanne oplysninger og om opheevelse af direktiv 95/46/EF (generel forordning om
databeskyttelse) (EUT 2016, L 119, s. 1, berigtiget i EUT 2018, L 127, s. 2, herefter »databeskyttelsesforordningenc).

Som omhandlet i databeskyttelsesforordningens artikel 51-59.

21 Fastsatiartikel 4, stk. 3, TEU.

2 Som omhandlet i artikel 102 TEUF.
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Nar konkurrencemyndighederne under udevelsen af deres kompetencer skal
undersgge, om en virksomheds adfaerd er i overensstemmelse med bestemmelsernei
databeskyttelsesforordningen, skal de sdledes, henset til princippet om loyalt
samarbejde, radfere sigmed og samarbejde loyalt med de bergrte nationale
tilsynsmyndigheder eller med den ledende tilsynsmyndighed. Alle disse myndigheder
har sdledes pligt til at respektere hinandens respektive befgjelser og kompetencer,
saledes at forpligtelserne i henhold til databeskyttelsesforordningen og formalene med
denne forordning overholdes, og den effektive virkning heraf sikres. Det fglger heraf, at
nar en national konkurrencemyndighed som led i en undersggelse med henblik pa
konstatering af envirksomheds misbrug af dominerende stilling finder det ngdvendigt
atundersgge, om denne virksomheds adfzerd er lovligi lyset af
databeskyttelsesforordningens bestemmelser, skal naevnte myndighed efterprave, om
denne adfeerd eller en tilsvarende adfaerd allerede har veaeret genstand for en afggrelse
fra den kompetente nationale tilsynsmyndighed, den ledende tilsynsmyndighed eller
endda Domstolen. Safremt dette er tilfaeldet, kan den nationale konkurrencemyndighed
ikke afvige herfra, altimens den frit kan drage sine egne konklusioner ud fra
anvendelsen af konkurrenceretten.

Nar den nationale konkurrencemyndighed naerer tvivl om raekkevidden af den
vurdering, som den kompetente nationale tilsynsmyndighed eller den ledende
tilsynsmyndighed har foretaget, nar den pagzldende adfaerd eller en tilsvarende adfaerd
samtidig undersgges af disse myndigheder, eller nar konkurrencemyndigheden, safremt
de sidstnaevnte myndigheder ikke har foretaget en sadan undersegelse, finder, at en
virksomheds adfaerd er i strid med databeskyttelsesforordningens bestemmelser, skal
denne konkurrencemyndighed hegre disse myndigheder og anmode om deres
samarbejde for at fjerne tvivlen eller for at afgere, om der er grundlag for at afventeden
pagaeldende tilsynsmyndigheds vedtagelse af en afggrelse, inden den foretager sin egen
vurdering. Safremt den adspurgte tilsynsmyndighed ikke ger indsigelse eller svarer
inden for en rimelig frist, kan konkurrencemyndigheden fortsaette sin egen
undersggelse.

Hvad for det andet angar behandlingen af saerlige kategorier af personop lysninger 23
fastslog Domstolen, at safremten bruger af et socialt onlinenetvaerk beseger websteder
eller anvender applikationer i forbindelse med en eller flere af disse kategorier og
eventuelt indtaster oplysninger heri ved at registrere sig eller foretage onlinebestillinger,
skal den behandling af personoplysninger, som operatgren af dette sociale
onlinenetvaerk foretager %4, anses for at udgere »behandling af saerlige kategorier af
personoplysninger« som omhandlet i databeskyttelsesforordningens artikel 9, stk. 1, nar

2 Jf. databeskyttelsesforordningens artikel 9, stk. 1. Denne bestemmelse foreskriver, at »[blehandling af personoplysninger om race eller

etnisk oprindelse, politisk, religies eller filosofisk overbevisning eller fagforeningsmaessigt tilharsforhold samt behandling af genetiske data,
biometriske data med det formal entydigt at identificere en fysisk person, helbredsoplysninger eller oplysninger om en fysisk persons
seksuelle forhold eller seksuelle orientering er forbudt«.

Denne behandling bestar i indsamling af oplysninger fra besgg pa disse websteder eller anvendelse af disse applikationer samt de af
brugeren indtastede oplysninger gennem graenseflader, cookies eller lignende lagringsteknologier, sammenstilling af samtlige disse
oplysninger med brugerens konto pa den pageeldendes sociale netveerk og operatarens anvendelse af naevnte oplysninger.
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denne behandling af oplysninger kan afslgre oplysninger, der er omfattetaf en af disse
kategorier, uanset om oplysningerne vedrgrer en bruger af dette netvaerk eller enhver
anden fysisk person. En sddan behandling af oplysninger er principielt forbudt med
visse undtagelser ',

| sidstnaevnte henseende praciserede Domstolen, at nar en bruger af et socialt
onlinenetveerk besgger websteder eller anvender applikationeri forbindelse med en
eller flere af de naevnte kategorier, kan vedkommende ikke anses for tydeligvis at have
offentliggjort '2® de oplysninger om dette bes@g, som operatgren af det sociale
onlinenetvaerk har indsamlet gennem cookies eller lignende lagringsteknologier. Nar
brugerenindtaster oplysninger pa sddanne websteder eller applikationer eller trykker
pa valgknapper padisse websteder og applikationer, sdsom knapperne »synes godt
omg, »del«, eller pa knapper, som giver brugeren mulighed for at identificere sig pa disse
websteder elleri disse applikationer ved anvendelse af de loginoplysninger, der er
tilknyttet brugerens konto pa det sociale netvaerk, telefonnummer eller e-mailadresse,
kan en sadan bruger kun anses for tydeligvis at have offentliggjort de sdledes indtastede
oplysninger eller oplysninger fratryk pa disse knapper, narvedkommende udtrykkeligt
pa forhand hartilkendegivet sit valg, eventuelt pa grundlag af en personligtilpasning,
der er foretaget med fuldt kendskab til sagen, om at gere oplysningerne om den
pagaeldende offentligt tilgeengelige for et ubegraenset antal personer.

Hvad mere generelt angar betingelserne for lovligheden af en behandling af
personoplysninger bemaerkede Domstolen for det tredje, af en databehandlingi
henhold til databeskyttelsesforordningen er lovlig, safremt og i det omfang den
registrerede har givet samtykke til et eller flere specifikke formal 2. Nar der ikke
foreligger et sddant samtykke, eller nar samtykket ikke er blevet givet frivilligt, specifikt,
informeret og utvetydigt, er en sddan behandling alligevel begrundet, hvis den opfylder
et af kravene om ngdvendighed 28, der skal fortolkes indskraenkende. Den behandling
af personoplysninger om sine brugere, som foretages af en operatgr af et socialt
onlinenetveerk, kan imidlertid kun anses for at vaere ngdvendig af hensyn til opfyldelse
af en kontrakt, som brugerneer parti, safremt denne behandling er objektivt
uundveerlig for at gennemfare et formal, som er en integrerende del af den kontraktlige

% Som fastsat | databeskyttelsesforordningens artikel 9, stk. 2. Falgende fremg3r af denne bestemmelse: »Stk. 1 finder ikke anvendelse, hvis et

af felgende forhold ger sig gaeldende:

a) Den registrerede har givet udtrykkeligt samtykke til behandling af sddanne personoplysninger til et eller flere specifikke formal,
medmindre det i EU-retten eller medlemsstaternes nationale ret er fastsat, at det i stk. 1 omhandlede forbud ikke kan hzeves ved den
registreredes samtykke. [...]

e)Behandling vedrerer personoplysninger, som tydeligvis er offentliggjort af den registrerede.

f) Behandling er nadvendig, for at retskrav kan fastleegges, gares gaeldende eller forsvares, eller nar domstole handler i deres egenskab af
domstol.

[ ]«

Som omhandlet i databeskyttelsesforordningens artikel 9, stk. 2, litra e).

I'henhold til databeskyttelsesforordningens artikel 6, stk. 1, farste afsnit, litra a).

Neevnt i databeskyttelsesforordningens artikel 6, stk. 1, farste afsnit, litra b)-f). | henhold til disse bestemmelser er behandling kun lovlig, hvis
og i det omfang behandlingen bla. er nedvendig af hensyn til opfyldelse af en kontrakt, som den registrerede er part i
[databeskyttelsesforordningens artikel 6, stk. 1, ferste afsnit, litra b)], overholdelse af en retlig forpligtelse, som pahviler den dataansvarlige
[databeskyttelsesforordningens artikel 6, stk. 1, ferste afsnit, litra c)], eller er ngdvendig for, at den dataansvarlige eller en tredjemand kan
forfalge en legitim interesse [databeskyttelsesforordningens artikel 6, stk. 1, ferste afsnit, litraf)].
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ydelse til de naevnte brugere, sdledes at kontraktens hovedformal ikke vil kunne
opfyldes uden den pageldende behandling.

Ifelge Domstolen kan den omhandlede behandling af oplysninger desuden kun anses
for nedvendig for, at den dataansvarlige eller en tredjemand kan forfalge en legitim
interesse, pa betingelse af, at naevnte operater har oplyst de brugere, hos hvem
oplysningerne er blevet indsamlet, om den legitime interesse, som forfglges med
behandlingen heraf, at behandlingen foretages inden for rammerne af, hvad der er
strengt nedvendigt for at gennemfere denne legitime interesse, og at det fremgadr af en
afvejning af de modstridende interesser, henset til samtlige relevante omstaendigheder,
at brugernesinteresser og grundlaeggende rettigheder og frihedsrettigheder ikke gar
forud for den dataansvarliges eller tredjemands naevnte legitime interesse. Domstolen
fastslog imidlertid bl.a., at de naevnte brugeresinteresser og grundlaeggende rettigheder
i mangel af deres samtykke gar forud for denne operatersinteressei den personlige
tilpasning af reklamer, hvorved operatgren finansierer sinvirksomhed.

Endelig praeciserede Domstolen, at den omhandlede behandling af oplysninger er
begrundet, nar den faktisk er ngdvendig for at overholde en retlig forpligtelse, som
pahviler den dataansvarlige i henhold til EU-retten eller lovgivningen i den pagzeldende
medlemsstat, nar dette retsgrundlag opfylder et formal i samfundets interesse og stari
rimeligt forhold til det legitime mal, der forfelges, og behandlingen foretages inden for
rammerne af, hvad der er strengt ngdvendigt.

Hvad for det fjerde og sidste angar gyldigheden af de bergrte brugeres samtykke til
behandling af deres oplysninger i henhold til databeskyttelsesforordningen fastslog
Domstolen, at den omstaendighed, at en operater af et socialt onlinenetveerk haren
dominerende stilling pa markedet for sociale onlinenetvaerk, ikke som sadan er til hinder
for, at brugerne af et sddant netvaerk gyldigt kan give samtykke til denne operaters
behandling af deres personoplysninger. Henset til, at en sadan stilling kan pavirke disse
brugeres frie valg og skabe en klar uligevaegt mellem disse og den naevnte operater,
udger den imidlertid et vigtigt element med henblik pa at afgere, om et samtykke rent
faktisk er afgivet gyldigt, og navnlig frivilligt, hvilket det pahviler samme operater at
pavise 129,

Brugerne af det pagaeldende sociale netvaerk skal sdledes som led i den kontraktlige
proces frit kunne vaelge individuelt at afvise at give samtykke til scerlige behandlinger af
oplysninger, som ikke er ngdvendige med henblik pa opfyldelsen af kontrakten, uden at
de imidlertid forpligtes til at give fuldt afkald pa at anvende den tjeneste, som
operatgren af det sociale onlinenetveerk udbyder, hvilket indebaerer, at naevnte brugere,
i givet fald mod passende vederlag, kan tilbydes et tilsvarende alternativ, som ikke
ledsages af sadanne behandlinger af oplysninger. Desuden skal der kunne gives saerskilt
samtykke til behandlingen af off Facebook-oplysninger.

2 I henhold til databeskyttelsesforordningens artikel 7, stk. 1.

Juli 2024 94 curia.europa.eu



Elektronisk handel og kontraktlige forpligtelser

4. Onlinesalgaflaegemidler og medicinsk udstyr

Dom af 11. december 2003 (Store Afdeling), Deutscher Apothekerverband (C-322/01,
EU:C:2003:664)

Hovedsagen var anlagt af Deutscher Apothekerverband eV, som er en forening, der har
til formal at varetage de gkonomiske og samfundsmaessige interesser, der er forbundet
med apotekererhvervet, og 0800 DocMorris NV, som er et nederlandsk apotek etableret
i Nederlandene.]acques Waterval var apoteker og en af de personer, der kunne forpligte
selskabet. Fra juni 2000 havde DocMorris og Jacques Waterval et netsted pa
internetadressen www.0800DocMorris.com, hvor de solgte laegemidler. Der var tale om
leegemidler, som enten var godkendti Tyskland eller i Nederlandene. Udlevering af
denne type legemidler fandtkun sted efter forelaeggelse af originalrecepten. For
Landgericht Frankfurt am Main (den regionalereti fgrsteinstans i Frankfurt am Main,
Tyskland) modsatte Apothekerverband sig, at der blev udbudtlzeegemidler via
internettet, og at disse leegemidler blev leveret ved postordresalg over graenserne. Det
var efter foreningens opfattelse ikke tilladt at udgve en sddan virksomhed i henhold til
bestemmelserne i den tyske lsegemiddellovgivning. Den forelaeggende ret anmodede
Domstolen om at oplyse, om sadanne forbud tilsidesaetter princippet om frie
varebevaegelser. Safremt det blev lagt til grund, at artikel 28 EF var tilsidesat, enskede
den foreleeggende ret herefter oplyst, om den tyske lovgivning, der varomhandlet i
hovedsagen, er ngdvendig for en effektiv beskyttelse af menneskers liv og sundhed som
omhandleti artikel 30 EF.

Domstolen fandt, at det nationale forbud udger en foranstaltning med tilsvarende
virkning i artikel 28 EF's forstand. Det rammer apoteker, som er etableret uden for det
nationale omrade, hardere og kan for sa vidt angar adgangen til markedet medfere
sterre ulemper for varer fra andre medlemsstater end for indenlandske varer.

Et sddant nationaltforbud kan begrundesi henhold til artikel 30 EF, for sa vidt som det
vedrgrer receptpligtige leegemidler. Henset til de risici, der kan veaere forbundet med at
benytte sddannelaegemidler, er det sdledes n@dvendigt pa en effektiv og ansvarlig made
at kunne kontrollere segtheden af de recepter, som laegerne udskriver, og dermed
leegemidlets udlevering enten til kunden selv eller til en person, som kunden har
anmodet om at afhente laegemidlet. Derimod kan artikel 30 EF ikke paberdabes med
henblik pa at begrunde et absolut forbud mod postordresalg af leegemidler.

Artikel 88, stk. 1, i direktiv 2001/83/EF '*° er desuden til hinder for et nationalt forbud
mod at reklamere med det formal at tilskynde til pr. postordre at kebe laegemidler, der

30 Europa-Parlamentets og R3dets direktiv 2001/83/EF af 6.11.2001 om oprettelse af en fzellesskabskodeks for humanmedicinske lzegemidler
(EFT 2001, L 311, 5.67).
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er apoteksforbeholdti den pagseldende medlemsstat, for sa vidt som forbuddet
vedrgrer ikke-receptpligtige laegemidler.

Artikel 88, stk. 2, i direktiv 2001/83/EF, som tillader offentlig reklame for ikke-
receptpligtige leegemidler, kan derfor ikke fortolkes sdledes, at bestemmelsen fra sit
anvendelsesomrade udelukker reklame, der har til formal at tilskynde til pr. postordre at
kebe legemidler, pa det grundlag, at det, som havdet, er ngdvendigt, at en apoteker
fysisk er til stede.

Dom af 2. december 2010, Ker-Optika (C-108/09, EU:C:2010:725)

Ifelge ungarsk lovgivning kraevedes der en specialforretning med et areal pa mindst 18
m2 eller et forretningslokale, som var adskilt fra vaerkstedet, for at kunne saelge
kontaktlinser. | forbindelse med salget af disse varer skulle der endvidere benyttes en
optiker eller en gjenlaege, som var kvalificeret pa omradet for kontaktlinser. Det
ungarske selskab Ker-Optika solgte imidlertid kontaktlinser via sit websted. De ungarske
sundhedsmyndigheder forbad selskabet fortsat at udgve denne handel. Ker-Optika
anlagde sagtil pravelse af denne afgerelse om nedlaeggelse af forbud. Baranya megyei
birésag (den regionale domstol i Baranya, Ungarn), for hvem tvistenvar blevetindbragt,
anmodede Domstolen om at oplyse, om EU-retten er til hinder for de ungarske
retsforskrifter.

Domstolen svarede, at nationale bestemmelser om salg af kontaktlinser henhgrer under
anvendelsesomradet for direktiv 2000/31/EF 3", for sa vidt som de vedrarer
onlinetilbuddet og indgdelsen af en elektronisk kontrakt. Derimod henherer nationale
bestemmelser om leveringen af disse kontaktlinser ikke under dette direktivs
anvendelsesomrade. Artikel 34 TEUF og 36 TEUF samt direktiv 2000/31/EF skal fortolkes
saledes, at de er til hinder for nationale retsforskrifter, hvorefter kontaktlinser kun ma
saelges i specialforretninger for medicinaludstyr.

Lovgivningen udger sdledes en ved artikel 34 TEUF forbudt foranstaltning med
tilsvarende virkning som en kvantitativ restriktion, eftersom forbuddet vedrarer salg af
kontaktlinser via postordre over internettet og levering til de ungarske forbrugeres hjem
og fratager erhvervsdrivende fra andre medlemsstater en form for salg, der er seerligt
effektiv til salgaf disse varer, og dermed medferer betydelige ulemper for disse
erhvervsdrivendes adgang til markedeti den pagaeldende medlemsstat.

Den nationale lovgiver havde overskredet graenserne for sin skensbefgjelse med hensyn
til at treeffe bestemmelse om det niveau for beskyttelsen af den offentlige sundhed, som
lovgiver gnsker at sikre, og denne lovgivning skulle anses for at gd ud over, hvad der er
nedvendigt for at na det paberabte formal. Formalet kan opnas ved mindre indgribende
foranstaltninger, som bestari kun at underlaegge den ferste levering af linser visse

31 Europa-Parlamentets og R&dets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (EFT 2000, L 178, s. 1).
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begraensninger og at palaegge de bergrte erhvervsdrivende at stille en uddannet optiker
til radighed for kunden. Af samme grunde kan den naevnte lovgivning ikke anses for at
std i et rimeligt forhold til formalet om beskyttelse af folkesundhedeni henhold til artikel
3, stk. 4, i direktiv 2000/31/EF.

Dom af 19. oktober 2016, Deutsche Parkinson Vereinigung (C-148/15,EU:C:2016:776)

Deutsche Parkinson Vereinigung, som var en samarbejdsorganisation, hvis formal var at
forbedre levevilkarene for Parkinsonpatienter, havde indgdet en aftale om en
bonusordning med det nederlandske postordreapotek DocMorris. Organisationens
medlemmer kunne drage fordel af bonusordningen, nar de kabte receptpligtige
leegemidler til behandling af Parkinsons syge, som kun kunne fas pa apoteker. En tysk
forening til bekaempelse af illoyal konkurrence havde vurderet, at bonusordningenvar i
strid med den tyske lovgivning, der fastsatte ens priser for apotekers salg af
receptpligtige laegemidler.

Oberlandesgericht DUsseldorf(den regionale appeldomstol i Dusseldorf, Tyskland)
anmodede Domstolen om at oplyse, om det er foreneligt med de frie varebevaegelser at
fastseette ens salgspriser.

Domstolen fastslog, at artikel 34 TEUF skal fortolkes sdledes, at denne nationale ordning
udger en foranstaltning med tilsvarende virkning som en kvantitativ
indfgrselsrestriktion. Denne ordning rammer salget af receptpligtige lsegemidler fra
apoteker, der er beliggende i andre medlemsstater, hardere end salget af disse
leegemidler fra apoteker, der er beliggende pa tysk omrade.

De traditionelle apoteker kan saledes bedre end postordreapotekerne give patienterne
individuel rddgivning og sikre befolkningens forsyning med laegemidler i nedstilfaelde.
Det bemaerkes, at priskonkurrencen kan spille en starrerolle som
konkurrenceparameter for de sidstnaevnte.

Artikel 36 TEUF skal fortolkes saledes, at en national ordning ikke kan begrundes i
hensynet til beskyttelse af menneskers liv og sundhed, i det omfang denne ordning ikke
er egnet til at nd de gnskede mal. Formalet om at sikre en padlidelig leegemiddelforsyning
af god kvalitet pa hele det nationale omrade er omfattet af artikel 36 TEUF. Sddanne
retsforskrifter kan imidlertid kun gyldigt begrundes, safremt de er egnede til at sikre
virkeliggarelsen af det legitime formal, de forfglger, og ikke gar ud over, hvad der er
nedvendigt for at opfylde dette formal.

| denne forbindelse ville en gget priskonkurrence mellem apotekerne vaere gavnlig for
den ensartede forsyning med laegemidler og ikke have en negativ indvirkning pa de
traditionelle apotekers udgvelse af visse former for virksomhed af almen interesse
sasom fremstillingen af receptpligtige laegemidler eller opretholdelsen af envis
lagerbeholdning og et vist udvalg afleegemidler. Endelig kunne en priskonkurrence veere
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gavnlig for patienten, for sa vidt som den ville gere det muligt at tilbyde receptpligtige
leegemidler til mere favorable priser.

Dom af 29. februar 2024, Doctipharma (C-606/21, EU:C:2024:179)

Domstolen, for hvilken cour d'appel de Paris (appeldomstolen i Paris, Frankrig) havde
indgivet en anmodning om praejudiciel afggrelse, praeciserede rammerne for begrebet
»tjeneste i informationssamfundet« og tilvejebragte de fortolkningselementer, som gear
det muligt at vurdere, om det er foreneligt med EU-retten, at en medlemsstat forbyder
en tjeneste, der leveres ved hjeelp af et websted, og som bestari at saette farmaceuter
og kunder i forbindelse med hinanden med henblik pa onlinesalg af ikke-receptpligtige
leegemidler (herefter »den leverede tjeneste).

Doctipharma oprettede webstedet www.doctipharma.fr, hvor internetbrugerne uden
recept kunne kgbe farmaceutiske produkter og lsegemidler pa apotekernes websteder.

Pa det naevnte websted tilmeldte farmaceuterne sig onlinesalg-platformen gennem et
manedligtabonnement, der blevbetalt til Doctipharma, og kunderne skulle oprette en
kundekonto for at fa adgangtil webstederne tilhgrende farmaceuter efter egetvalg.

Idet Union des Groupements de pharmaciens d'officine (UDGPO) var af den opfattelse,
at denne praksis indebar, at Doctipharma deltog i elektronisk handel med laegemidler,
anlagde foreningen sag mod sidstnaevnte ved tribunal de commerce de Nanterre
(handelsretteni Nanterre, Frankrig), som fastslog, at webstedet var ulovligt, og palagde
Doctipharma at ophgre med sin virksomhed. Cour de cassation (kassationsdomstol,
Frankrig) ophaevede den dom fra cour d’appel de Versailles (appeldomstoleni Versailles,
Frankrig), hvorved dommeni fgrste instans var blevet omstadt. Kassationsdomstolen
fastslog, at Doctipharma ved at saette apotekere og potentielle patienter i forbindelse
med hinanden havde en rolle som mellemmand med hensyn til salget af ikke-
receptpligtige laegemidler og deltog i den elektroniske handel med laegemidler uden dog
at have den egenskab af farmaceut, som er pakraevet i henhold til den nationale
lovgivning. Den naevnte domstol henviste sagen til cour d’appel de Paris
(appeldomstolen i Paris, Frankrig), som var den foreleeggendereti den foreliggende sag.

Pa baggrund af de forskellige tilgange, som de franske retsinstanser havde anlagt,
besluttede den forelaeggende ret at foreleegge Domstolen en raekke prajudicielle
spergsmal. Den naevnte ret anmodede Domstolen om en fortolkning af direktiv 98/34 32
med henblik pa at afgere, om den leverede tjeneste var omfattet af begrebet »tjeneste i
informationssamfundet«, og om en fortolkning af artikel 85c i direktiv 2001/83 "33 med

2 Europa-Parlamentets og Radets direktiv 98/34/EF af 22.6.1998 om en informationsprocedure med hensyn til tekniske standarder og
forskrifter samt forskrifter for informationssamfundets tjenester (EFT 1998, L 204, s. 37), som a&ndret ved Europa-Parlamentets og Radets
direktiv 98/48/EF af 20.7.1998 (EFT 1998, L 217, s. 18) (herefter »direktiv 98/34«).

'3 Europa-Parlamentets og Radets direktiv 2001/83/EF af 6.11.2001 om oprettelse af en faellesskabskodeks for humanmedicinske laegemidler
(EFT 2001, L 311, s. 67), som &ndret ved Europa-Parlamentets og Radets direktiv 2011/62/EU af 8.6.2011 om aendring af direktiv [2001/83]
for sa vidt angar forhindring af, at forfalskede leegemidler kommer ind i den lovlige forsyningskaede (EUT 2011, L 174, s. 74).
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henblik pa at fa oplyst, om medlemsstaterne pa grundlag af denne bestemmelse kan
forbyde leveringen af den omhandlede tjeneste.

Hvad for det ferste angar de betingelser, der skal opfyldes for at anse en tjenesteydelse
for henhgrende under begrebet »tjeneste i informationssamfundet«i henhold til direktiv
98/34 og 2015/1535 4, fastslog Domstolen indledningsvis, at det var uden betydning
dels, at Doctipharma havde modtaget et vederlag fra de farmaceuter, som havde
tilmeldt sig dets platform, pa grundlag af et fast belgb, dels at den af Doctipharma
leverede ydelse havde vaeret genstand for et manedligt abonnement, der blev betalt til
selskabet af farmaceuterne, og en afstdelse af en procentdel af salgsbelgbet opkraevet af
platformen, eftersom disse omstaendigheder, sdfremt de blev pavist, ville indebaere, at
den omhandlede tjeneste skulle anses for at opfylde betingelsen om at veere blevet
leveret mod betaling. Dernaestfalger kvalificeringen af den omhandlede tjeneste som en
»tjeneste i informationssamfundet« ligeledes af den omstaendighed, at den
gennemfgres gennem et websted, som ikke kraever samtidigtilstedevaerelse af pa den
ene side tjenesteyderen og pa den anden side kunden eller farmaceuten, samt af den
omstaendighed, at tjenesten leveres paindividuel anmodning fra farmaceuterne og
kunderne.

Domstolen konkluderede heraf, at en tjeneste, der leveres pa et websted, og hvorved
farmaceuter og kunder sattes i forbindelse med hinanden med henblik pa salg af ikke-
receptpligtige leegemidler pa webstederne for de apoteker, som har tilmeldtsig denne
tjeneste, er omfattet af begrebet »tjeneste i informationssamfundetx.

Hvad for det andet angar medlemsstaternes mulighed for at forbyde en sadan
formidlingstjeneste i henhold til artikel 85c i direktiv 2001/83 bemarkede Domstolen, at
medlemsstaterne har enekompetence il at fastlaegge, hvilke fysiske eller juridiske
personer der har tilladelse eller ret til ved fjernsalg at levere laegemidler til
offentligheden gennem tjenester i informationssamfundet.

Domstolen fastslog, at artikel 85¢, stk. 1, litra a), i direktiv 2001/83 palaegger den
foreleeggende ret at efterprgve, om udbyderen af den pagaeldende tjeneste skal anses
for blot at seette saelgere i forbindelse med kunder gennem en tjeneste, derer
uafhaengig af og adskiltfra salget, eller om denne udbyder skal anses for selv at foresta
salget.

| denne henseende forholdt det sigi den foreliggende sag saledes, at safremt
Doctipharma efter denne vurdering skulle anses for selv at foresta salget, er artikel 85c,
stk. 1, litra a), i direktiv 2001/83 ikke til hinder for, at den medlemsstat, pa hvis omrade
dette selskab er etableret, forbyder denne tjeneste. En medlemsstat kan de facto
forbeholde fjernsalg af ikke-receptpligtige laegemidler til offentligheden gennem

34 Artikel 1, nr.2), i direktiv 98/34 og artikel 1, stk. 1, litra b), i Europa-Parlamentets og R&dets direktiv (EU) 2015/1535 af 9.9.2015 om en
informationsprocedure med hensyn til tekniske forskrifter samt forskrifter for informationssamfundets tjenester (EUT 2015, L 241,s.1) har
samme ordlyd. Disse artikler definerer begrebet »tjeneste i informationssamfundet« ud fra fire betingelser: »enhver tjeneste, der normalt
ydes mod betaling, [ved teleformidling,] ad elektronisk vej [og] pa individuel anmodning fra en tjenestemodtager.
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tjenester i informationssamfundet til de personer alene, som har egenskab af
farmaceuter.

Hvis det derimod blev godtgjort, at Doctipharma leverede en tjeneste, der var uafhaengig
af og adskilt fra salget, ville denne tjeneste ikke kunne forbydes pa grundlag af artikel
85¢, stk. 2, i direktiv 2001/83 og ikke veere omfattet af begrebet »betingelser for
detailsalg« ved fjernsalg af laegemidler til offentligheden. Den leverede tjeneste skal
nemlig anses for en »tjeneste i informationssamfundet«. Artikel 85¢, stk. 1, i direktiv
2001/83 fastsaetter udtrykkeligt, at med forbehold af forbud mod fjernsalg af
receptpligtige laegemidler til offentligheden i national lovgivning sikrer medlemsstaterne,
at fjernsalg af leegemidler til offentligheden tilbydes gennem tjenester i
informationssamfundet. Det vil derfor vaere inkonsekvent at fastsla, at medlemsstaterne
kan forbyde brugen af en sadan tjeneste.

5. Hasardspil

Dom af 6. november 2003 (Store Afdeling), Gambelli (C-243/01,EU:C:2003:597)

Piergiorgio Gambelli og 137 andre personer drev en raekke dataoverfgrselscentrei
Italien, som indsamlede indsatseri sportsveeddemal pa detitalienske omrade pavegne
af en engelsk bookmaker, som de var forbundet med via internettet. Bookmakeren
Stanley International Betting Ltd drevsin virksomhed pa grundlag af en bevilling udstedt
af Liverpool kommune i henhold til Det Forenede Kongerigesret. | Italienvar denne
virksomhed forbeholdt staten eller organer med statslig koncession. Enhver
overtraedelse af denne regel kunne udlgse en straf pa op til et ars faengsel. Der var
anlagt en straffesag mod Piergiorgio Gambelli. Han havde gjort geeldende, at de
italienske bestemmelser var i strid med de feellesskabsretlige principper om
etableringsfrihed og om fri udveksling af tjenesteydelser. Tribunale di Ascoli Piceno
(retten i Ascoli Piceno, Italien), for hvem denne sagvar blevet indbragt, anmodede Den
Europaeiske Unions Domstol om at oplyse, hvordan EF-traktatens bestemmelser pa
omradet skal fortolkes.

Domstolen fandt, at en sadan national lovgivning udger en restriktion for
etableringsfriheden og for den frie udveksling af tjenesteydelser i medfer af henholdsvis
artikel 43 EF og 49 EF. En restriktion er kun begrundet, hvis den er baseret pa tvingende
almene hensyn, er egnet til at sikre virkeligggrelsen af det formal, den forfelger, ikke gar
ud over, hvad der er ngdvendigt for at opna dette formal, og anvendes uden
forskelsbehandling.

Det tilkommer i denne forbindelse de nationale domstole at afggre, om en sddan
national lovgivning under hensyn tilden made, hvorpa den konkret gennemfares,
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virkelig har de formal, der kunne begrunde den, og om de restriktioner, som den
palaegger, ikke virker uforholdsmaessige i forhold til disse formal.

Domstolen fastslog ligeledes, at i det omfang myndighederne i en medlemsstat
ansporer og opmuntrer forbrugerne til at deltage i lotterier, hasard- eller vaeddemalsspil
med henblik p3, at de offentlige finanser kan drage fordel heraf pa det gkonomiske plan,
kan myndighederne i den pagaeldende statikke paberdbe sig, at hensynet til den
offentlige orden ggr det ngdvendigt at reducere spillemulighederne, som begrundelse
for foranstaltninger som dem, der er omhandleti hovedsagen.

Dom af 8 september 2009 (Store Afdeling), Liga Portuguesa og Bwin International (C-42/07,
EU:C:2009:519)

Bwin, som driver virksomhed med onlinespil og har hjemsted i Gibraltar (Det Forenede
Kongerige), men ikke har noget forretningssted i Portugal, udbed hasardspil pa et
websted. Selskabets servere var placeret i Gibraltar og i @strig. Liga, som er en
privatretlig juridisk person, hvori alle klubber, der deltageri fodboldturneringer pa
professionelt niveaui Portugal, er medlemmer, havde a&ndret navn til Bwin Liga,
hvorefter den blev den stgrste institutionelle sponsor for den nationale fgrstedivision i
fodbold i Portugal. Ligas websted var blevet forsynet med henvisninger til Bwins
websted og havde et link til denne.

Departamento de Jogos da Santa Casa da Misericérdia de Lisboa (bestyrelsen for Santa
Casas spilleafdeling) afgjorde dernaest, at Liga og Bwin skulle paleegges bader dels for
udvikling af sociale spil, dels for reklame for disse spil. Liga og Bwin anlagde sagved
Tribunal de Pequena Instéancia Criminal do Porto (domstolen i straffesager vedrgrende
mindre forseelser i Porto, Portugal) med pastand om annullation af de naevnte
afgerelser under paberabelse af bl.a. artikel 43 EF, 49 EF og 56 EF.

Domstolen fastslog, at nar en national foranstaltning pa én gang vedrerer flere
grundlaeggende friheder, skal Domstoleni princippet kun undersgge foranstaltningen i
lyset af en af disse friheder, hvis detunder dei hovedsagen foreliggende
omstaendigheder viser sig, at de andre er helt sekundaere i forhold til den fgrste frihed
og kan tilknyttes denne.

Den konkluderede dernaest, at en sddan lovgivning indebaerer en restriktion for den frie
udveksling af tjenesteydelser som sikret ved artikel 49 EF og desuden indeholder en
restriktion for friheden for personer, som er bosat i den omhandlede medlemsstat, til
via internettet at benytte de tjenesteydelser, som udbydes i andre medlemsstater. Den
omhandlede restriktion ma imidlertid anses for begrundet i hensynettil bekeempelse af
svig og kriminalitet.

Sektoren for hasardspil via internettet er ikke blevet gjort til genstand for
feellesskabsharmonisering. En medlemsstatkan sdledes med rette vaere af den
opfattelse, at alene den omstaendighed, at en erhvervsdrivende lovligt udbyder
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tjenesteydelser viainternetteti en anden medlemsstat, hvor denne erhvervsdrivende er
etableret, ikke kan anses for en tilstreekkelig garanti for beskyttelsen af de nationale
forbrugere. Desuden indebarer de hasardspil, som er tilgaengelige viainternettet, pa
grund af den manglende direkte kontakt mellem forbrugeren og den erhvervsdrivende
risici af en anden art for eventuel svig. Det kan i evrigt ikke udelukkes, at der bestar en
mulighed for, at en erhvervsdrivende, som sponsorerer visse sportskonkurrencer, med
hensyn til hvilke han modtager vaeeddemal, befinder sig i en situation, som ger det muligt
for denne at pavirke resultatet af disse konkurrencer og hermed gge sin fortjeneste.
Artikel 49 EF er ikke til hinder for en medlemsstats lovgivning, som forbyder
erhvervsdrivende, der er etableret i andre medlemsstater, hvor de lovligt udbyder
tilsvarende tjenesteydelser, at udbyde hasardspil via internettet pa den naevnte
medlemsstats omrade.

Dom af 22. juni 2017, Unibet International (C-49/16,EU:C:2017:491)

Det maltesiske selskab Unibet International foranstaltede onlinehasardspil. 1 2014 havde
Unibet, der radede over tilladelser udstedt af flere medlemsstater, udbudt tjenester i
form af onlinehasardspil pa ungarske websteder, selv om selskabet ikke var i besiddelse
af den tilladelse, der kraevedes i Ungarn. De ungarske myndigheder havde dels bestemt,
atadgangentil Unibets websteder fra Ungarn skulle lukkes midlertidigt, dels palagt
Unibet en bade. Erhvervsdrivendei andre medlemsstater kunne i teorien have faet
tilladelse til foranstaltning af onlinehasardspil, da leveringen af disse tjenester ikke var
forbeholdt et statsligt monopol. | praksis var det imidlertid umuligt for demat opna en
sadan tilladelse. Pa denne baggrund anmodede Févarosi Kozigazgatasi és Mu nkalgyi
Birdésag (forvaltnings- og arbejdsretten i Budapest, Ungarn) Domstolen om at oplyse, om
den omhandlede ungarske lovgivning er forenelig med princippet om fri udveksling af
tjenesteydelser.

Domstolen fastslog, at artikel 56 TEUF skal fortolkes sdledes, at den er til hinder for en
national lovgivning, hvorved der er indfert en ordning med koncessioner til
foranstaltning af onlinehasardspil, nar dennelovgivning indeholder regler, som er
diskriminerende over for erhvervsdrivende med hjemsted i andre medlemsstater, eller
nar den fastsaetter regler, der ikke er diskriminerende, men som anvendes pa en ikke-
gennemsigtig made eller gennemferes pa en sadan made, at anseggningen fra
tilbudsgivere med hjemsted i andre medlemsstater afskaeres eller vanskeliggares.

En regel om, at pdlidelige erhvervsdrivende skal have udevetvirksomhed med
foranstaltning af hasardspil pa denne medlemsstats omrade i mindst ti ar, stiller
erhvervsdrivende med hjemsted i andre medlemsstater mindre gunstigt. Den blotte
paberabelse af et mal af almeninteresse er ikke tilstraekkelig til at begrunde en sddan
forskelsbehandling.

Den nationale forpligtelse til at have udavet virksomhed med foranstaltning af
hasardspili tre ar i en medlemsstat indferer ikke nogen fordel for de erhvervsdrivende,
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der har hjemsted i vaertsmedlemsstaten, og den kan begrundes i et hensyn af almen
interesse. Det er dog vigtigt, at de pagaeldende regler anvendes pa en gennemsigtig
made i forhold til samtlige tilbudsgivere. Dette krav opfyldes ikke af en national
lovgivning, der ikke indeholder en tilstraekkeligt praecis angivelse af de betingelser for
udevelse af gkonomiministerens befgjelser, som lovgivningen har fastsat i forbindelse
med en sadan procedure, og af de tekniske betingelser, som udbydere af hasardspil skal
opfylde i forbindelse med afgivelsen af deres bud.

Artikel 56 TEUF skal fortolkes sdledes, at den er til hinder for sanktioner, der paleegges
som folge af en overtraedelse af den nationale lovgivning, hvorved der er indfert en
ordning med koncessioner og tilladelser til foranstaltning af hasardspil, safremt en
sadan national lovgivning viser sig at vaerei strid med den naevnte artikel.

6. Deleskonomi

Dom af 20. december 2017 (Store Afdeling), Asociacion Profesional Elite Taxi (C-434/15,
EU:C:2017:981)

Den elektroniske platform Uber leverede ved hjzelp af en applikation en tjenesteydelse
mod vederlag, hvorved der blev skabt forbindelse til ikke-erhvervsdrivende chaufferer,
som anvendte egne karetgjer.1 2014 havde en erhvervssammenslutning af
taxichauffgrer i Barcelona (Spanien) anlagt sag ved Juzgado de lo Mercantilno 3 de
Barcelona (handelsret nr. 3 i Barcelona, Spanien). Efter dens opfattelse var Ubers
virksomhed udtryk for vildledende praksis og illoyal konkurrence. Juzgado de lo
Mercantil (handelsret) fandt det nedvendigt at afgere, om Uber skal rade over en
forudgaende administrativ tilladelse. Ubers praksis villeikke kunne anses for at vaere
illoyal, safremt tjenesteydelsen var omfattet af direktivet om tjenesteydelseri detindre
marked '3 eller af direktiv 98/34/EF 136,

Domstolen fandt, at den foreleeggende rets spergsmal vedrerte den retlige kvalificering
af den omhandlede tjenesteydelse, og at den derfor havde kompetence til at tage stilling
til disse spargsmal.

En sadan tjenesteydelse kan saledes kvalificeres som en
»informationssamfundstjeneste« som omhandleti artikel 1, nr. 2), i direktiv 98/34/EF,
som artikel 2, litra a), i direktiv 2000/31 henviser til. Der er tale om en »tjeneste, der
normalt ydes mod betaling, og som teleformidles ad elektronisk vej pa individuel
anmodning fra en tjenestemodtager«.

35 Europa-Parlamentets og R3dets direktiv 2006/123/EF af 12.12.2006 om tjenesteydelser i det indre marked (EUT 2006, L 376, s. 36).
35 Europa-Parlamentets og R&dets direktiv 98/34/EF af 22.6.1998 om en informationsprocedure med hensyn til tekniske standarder og
forskrifter samt forskrifter for informationssamfundets tjenester (EFT 1998, L 204, s. 37).
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En sddan tjenesteydelse er ikke blot er en formidlingstjeneste, som bestar i, at en ikke-
erhvervsdrivende chauffer, som anvender eget karetgj - ved hjaelp af en applikation til
en smartphone - saettes i forbindelse med en person, som gnsker at foretage en karetur
i et byomrade. | en situation som den, der er beskrevet af den foreleeggende ret, tilbyder
leveranderen saledes samtidig en bytransporttjeneste, som denne gor tilgeengelig ved
hjeelp af applikationen, og hvis generelle funktionsmade leveranderen tilrettelaegger.

Chauffererne vil ikke kunne levere transportydelser uden applikationen, og
passagererne vil ikke benytte sig af disse chaufferers tjenesteydelser. Endvidere udever
Uber en afgerende indflydelse pa de betingelser, under hvilke chauffgrerne udbyder
disse tjenesteydelser, og ved hjzelp af applikationen »Uber« fastsaetter selskabet i det
mindste en maksimalpris for turen og opkraver denne pris hos kunden, inden det
betaler en del heraf til den ikke-erhvervsdrivende chauffer, som fagrer keretgjet.
Selskabet udgver desuden en vis kontrol med kvaliteten af karetgjerne og af
chauffgrerne samt med chaufferernes optraeden, idet chauffererne pa grundlag af
denne kontrol i givet fald kan ekskluderes. Denne formidlingstjeneste skal saledes
betragtes som en »tjenesteydelse pa transportomradet« som omhandleti artikel 2,
stk. 2, litra d), i direktiv2006/123/EF og er dermed udelukket fra dette direktivs
anvendelsesomrade.

Dom af 10. april 2018 (Store Afdeling), Uber France (C-320/16, EU:C:2018:221)

Det franske selskab Uber France, som leverede en tjeneste benavnt UberPop, hvorved
selskabet satte ikke-erhvervsdrivende chauffgrer, der anvendte egne karetgjer, i
forbindelse med personer, som gnskede at foretage en keretur i byomrader, ved hjaelp
af en applikation til en smartphone, var blevet tiltaltfor at have stillet denne tjeneste til
radighed. Selskabet gjorde gaeldende, at den franske lovgivning, pa grundlag af hvilken
der var rejst tiltale, udgjorde en teknisk forskrift, der vedrerte en tjeneste i
informationssamfundet som omhandlet i direktivet om tekniske standarder og
forskrifter ¥, Dette direktivforpligter medlemsstaterne til at give Kommissionen
meddelelse om ethvert forslag til love og administrative bestemmelser, der fastsaetter
tekniske forskrifter vedrgrende varer og tjenesteydelseri informationssamfundet. De
franske myndigheder havde imidlertid ikke givet Kommissionen meddelelse om den
omhandlede straffelovgivning, far den blev vedtaget. Tribunal de grande instance de
Lille (retten i fersteinstans i Lille, Frankrig) anmodede Domstolen om at oplyse, om de
franske myndigheder havde pligt til at give Kommissionen forudgdende meddelelse om
lovforslaget.

Domstolen fastslog, at artikel 1 i direktiv 98/34/EF, som a&ndret ved direktiv 98/48/EF, og
artikel 2, stk. 2, litra d), i direktiv 2006/123/EF skal fortolkes séledes, at en national
lovgivning, som strafferetligt sanktionerer det forhold, at der indrettes et sddant system,

37 Europa-Parlamentets og R&dets direktiv 98/34/EF af 22.6.1998 om en informationsprocedure med hensyn til tekniske standarder og
forskrifter samt forskrifter for informationssamfundets tjenester (EFT 1998, L 204, s. 37).
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vedrarer en »tjenesteydelse pa transportomradetk, for sa vidt som den finder
anvendelse pa en formidlingstjeneste leveret ved hjeelp af en applikation til en
smartphone, og som udgar enintegrerende del af en samlet tjeneste, hvor
hovedelementet er transportydelsen. En sddan tjenesteydelse er udelukket fra disse
direktivers anvendelsesomrade.

Domstolen bemaerkede, at den i sagen Asociacién Profesional Elite Taxi, C-434/15 (jf.
ovenfor), havde fastslaet, at UberPop-tjenesten henharte under transportomradet og
ikke udgjorde en tjeneste i informationssamfundet som omhandleti direktiv 98/34.
Ifelge Domstolen svarer den UberPop-tjeneste, der udbydes i Frankrig, i det vaesentlige
til den tjeneste, der leveres i Spanien. Det fglger heraf, at de franske myndigheder ikke
var forpligtet til at give Kommissionen forudgaende meddelelse om den omhandlede
straffelov.

Dom af 19. december 2019 (Store Afdeling), Airbnb Ireland (C-390/18 EU:C:2019:1112)

Ved dom af 19. december 2019, Airbnb Ireland (sag C-390/18), fastslog Domstolens
Store Afdeling dels, at en formidlingstjeneste, der bestar i, ved hjzelp af en elektronisk
platform, mod betaling at formidle kontakt mellem potentielle lejere og professionelle
eller ikke-professionelle udlejere, der udbyderydelseri form af indkvartering af kortere
varighed og samtidig ogsa leverer en raekke ydelser, som er sekundaerei forhold til
denne formidlingsydelse, skal kvalificeres som en »informationssamfundstjeneste«, der
er omfattet af direktiv 2000/31 om elektronisk handel '8, Dels fandt Domstolen, at en
borger kan modsaette sig, at en medlemsstats foranstaltninger, der begraenser den frie
bevaegelighed for en informationssamfundstjeneste, som den pagaldende yder fra en
anden medlemsstat, anvendes over for vedkommende inden for rammerne af en
straffesag, i forbindelse med hvilken der er fremsat et civilretligt erstatningskrav, nar de
naevnte foranstaltninger ikke er blevet meddelt i overensstemmelse med samme
direktivs artikel 3, stk. 4, litra b), andet led.

Tvisten i hovedsagen var led i en straffesag indledt i Frankrig efter en anmeldelse med
begaering om indtraeden som civil part indgivet mod Airbnb Ireland af
sammenslutningen Association pour un hébergement et un tourisme professionnels.
Airbnb Ireland er etirsk selskab, der administrerer en elektronisk platform, ved hjeelp af
hvilken der bl.a.i Frankrig, mod betaling af et gebyr, kan formidles kontakt mellem
professionelle eller private udlejere, der udbyder ydelser i form af indkvartering af
kortere varighed, og personer, der sgger denne form for indkvartering. Desuden tilbyder
Airbnb Ireland de naevnte udlejere et antal sekundaere ydelser, sdsom en skabelon, der
definererindholdet af deres tiloud, en ansvarsforsikring, et hjeelpemiddel med henblik
pa prissaetning af deres lejemal eller betalingstjenester vedrerende
indkvarteringsydelserne.

'3 Europa-Parlamentets og R&dets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (»direktivet om elektronisk handel«) (EFT 2000, L 178,s. 1).
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Den sammenslutning, der havde foretaget anmeldelsen mod Airbnb Ireland, gjorde
geldende, at dette selskab ikke begraensede sig til at formidle kontakt mellem to parter
ved hjeelp af Airbnb-platformen, men at det udevede virksomhed som
ejendomsformidler uden at vaere i besiddelse af et erhvervsbevis og dermed tilsidesatte
den sdkaldte Hoguet-lov, der finder anvendelse i Frankrig pa virksomhed vedrerende
formidling og forvaltning af fast ejendom. Airbnb gjorde pa sin side geeldende, at direktiv
2000/31 under alle omstaendigheder var til hinder for denne lovgivning.

| forste raekke tog Domstolen stilling til spegrgsmalet om kvalificeringen af den
formidlingstjeneste, som Airbnb Ireland yder, og bemaerkede herved under henvisning
til dommen i sagen Asociacion Profesional Elite Taxi ', at hvis en formidlingstjeneste
opfylder de betingelser, der er omhandleti artikel 1, stk. 1, litra b), i direktiv

2015/1535 0, hvortil artikel 2, litra a), i direktiv2000/31 henviser, udger deni princippet
en »informationssamfundstjeneste«, som er adskilt fra den efterfglgende tjenesteydelse,
som den vedrgrer. Imidlertid forholder det siganderledes, hvis det viser sig, at denne
formidlingsydelse udger en integrerende del af en samlettjeneste, hvor hovedelementet
er en tjenesteydelse, der er omfattet af en anden retlig kvalificering.

| det foreliggende tilfaelde fandt Domstolen, at en formidlingstjeneste som den, Airbnb
Ireland yder, opfyldte disse betingelser, uden at karakteren af relationen mellem
formidlingstjenesten og indkvarteringsydelsen begrundede, at kvalificeringen af den
naevnte formidlingstjeneste som »informationssamfundstjeneste« og dermed
anvendelsen af direktiv 2000/31 pa dennetjeneste forkastedes.

Domstolen fremhaevede, at en sadan formidlingstjeneste kan adskilles frade
indkvarteringsydelser, som den vedrgrer, idet den for det fgrste bemaerkede, at denne
formidlingstjeneste ikke udelukkende tager sigte pa den umiddelbare gennemfarelse af
sddanne ydelser, men i detvaesentlige bestar i at levere et redskab til praesentation og
spgning af boligertil leje og dermed letter indgaelsen af fremtidige lejeaftaler. Denne
type tjenesteydelse kan derforikke anses for blot at veere sekundaeri forhold til en
samlet indkvarteringstjeneste. For det andet fremhaevede Domstolen, at en
formidlingstjeneste som den, der ydes af Airbnb Ireland, pa ingen made er nadvendig
for gennemferelsen af indkvarteringsydelser, idetlejere og udlejere rader over mange
andre kanaler med henblik herpa, hvoraf nogle har eksisteretlaenge. Endelig
bemaerkede Domstolen for det tredje, at det ikke fremgik af nogen af oplysningerne i
sagsakterne, at Airbnb Ireland fastseaetter eller begraenser de lejebelgb, som forlanges af
de udlejere, der anvender selskabets platform.

Domstolen praeciserede endvidere, at de gvrige ydelser, der tilbydes af Airbnb Ireland,
ikke kan rejse tvivl om denne konstatering, idet disse forskellige ydelser er sekundaere i
forhold til den formidlingstjeneste, der ydes af dette selskab. Den bemaerkede desuden,

¥ Dom af 20.12.2017, Asociacién Profesional Elite Taxi (C-434/15, EU:C:2017:981), praemis 40.
0" Europa-Parlamentets og Radets direktiv (EU) 2015/1535 af 9.9.2015 om en informationsprocedure med hensyn til tekniske forskrifter samt
forskrifter for informationssamfundets tjenester (EUT 2015, L 241, s.1).
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at hverken denne formidlingstjeneste eller de sekundaere ydelser, der tilbydes af Airbnb
Ireland, til forskel fra de formidlingstjenester, som var omhandleti dommen i sagen
Asociacién Profesional Elite Taxi og Uber France-dommen ', gar det muligt at fastsl3, at
dette selskab udaever en afggrende indflydelse pa de indkvarteringstjenester, som dets
virksomhed vedrgrer, for s vidtangar savel fastsattelsen af den udlejningspris, som
forlanges, som udvaelgelsen af udlejerne af de boliger, der udbydes til leje pa dets
platform.

| anden raekke undersggte Domstolen, om Airbnb Ireland i tvisten i hovedsagen kan
modsaette sig, at en lov, der begraenser den frie udveksling af
informationssamfundstjenester, der ydes af en erhvervsdrivende fra enanden
medlemsstat, sdsom Hoguet-loven, anvendes pa selskabet med den begrundelse, at
denne lov ikke er blevet meddelt af Frankrig i overensstemmelse med artikel 3, stk. 4,
litra b), andet led, i direktiv 2000/31.1 denne henseende bemarkede Domstolen, at den
omstaendighed, at den naevnte lov blev vedtaget for ikrafttraedelsen af direktiv2000/31,
ikke kan indebeere, at Den Franske Republik fritages for sin meddelelsespligt. Dernaest
fastslog den medinspiration i raeesonnementeti dommeni sagen CIA Security
International '*?, at den naevnte pligt, der udger et vaesentligt processuelt krav, skal
tilleegges direkte virkning. Heraf udledte den, at en medlemsstats tilsideseettelse af sin
forpligtelse til at give meddelelse om en sadan foranstaltning kan paberdbes af en
borger i forbindelse med ikke blot strafferetlig forfelgning, der er indledt mod
vedkommende, men ligeledes i forbindelse med et erstatningskrav, der er fremsat af en
anden borger, der er indtradt i straffesagen som civil part.

Dom af 9. november 2023, Google Ireland m.fl. (C-376/22, EU:C:2023:835)

Google Ireland Limited, Meta Platforms Ireland Limited og Tik Tok Technology Limited er
selskaber, der er etableret i Irland, og som udbyder kommunikationsplatformstjenester i
bl.a. @strig.

Kommunikationsbehorde Austria (KommAustria) (den gstrigske tilsynsmyndighed for
kommunikation) fastslog ved afggrelser fra 2021, at de tre ovennavnte selskaber var
underlagt estrigsk lov 143,

|det disse selskaber var af den opfattelse, at denne @strigske lov - som palaegger
udbydere af kommunikationsplatformstjenester, uanset om de er etableret i @strig eller
etandet sted, en raekke forpligtelser vedrgrende kontrol med og indberetning af
angiveligt ulovligt indhold - ikke burde finde anvendelse pa dem, anlagde de sagtil
prevelse af KommAustrias afgerelser. KommAustria blev frifundet i fgrste instans.

4" Dom af 10.4.2018, Uber France (C-320/16, EU:C2018:221).

%2 Dom af 304.1996, CIA Security International (C-194/94, EU:C:1996:172).

3 Dys. | Bundesgesetz Uber Mallnahmen zum Schutz der Nutzer auf Kommunikationsplattformen (Kommunikationsplattformen-Gesetz)
(forbundslov om foranstaltninger til beskyttelse af brugere pa kommunikationsplatforme) (BGBI. I, 151/2020).
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Idet de ikke fik medhold, ivaerksatte de naevnte selskaber revisionsappeller ved
Verwaltungsgerichtshof (forvaltningsdomstol, @strig). Til statte for disse appeller gjorde
de bl.a. geeldende, at de forpligtelser, der blev indfert ved den gstrigske lov, er
uforholdsmaessige og uforenelige med den frie bevaegelighed for
informationssamfundstjenester og med princippet om oprindelsesmedlemsstatens
kontrol med disse tjenester, dvs. med andre ord af den medlemsstat, pa hvis territorium
tjenesteyderen er etableret som fastsat i direktivet om elektronisk handel .

ldet Verwaltungsgerichtshof (forvaltningsdomstol) var i tvivi om, hvorvidtden gstrigske
lov og de forpligtelser, som den palagde tjenesteudbyderne, var forenelig med direktivet
om elektronisk handel, som giver en anden medlemsstat end
oprindelsesmedlemsstaten mulighed for under visse betingelser at afvige fra princippet
om den frie bevaegelighed for informationssamfundstjenester, forelagde den Domstolen
en anmodning om prajudiciel afgarelse vedrgrende fortolkningen af dette direktiv.

| sin dom tog Domstolen stilling til spergsmalet om, hvorvidt en modtagende
medlemsstatfor informationssamfundstjenester kan afvige fra den frie bevaegelighed
for disse tjenester ved at treeffe ikke alene individuelle og konkrete foranstaltninger,
men tillige generelle og abstrakte foranstaltninger, der vedrgrer en kategori af bestemte
tjenester, og konkret, om disse foranstaltninger kan vaere omfattet af begrebet
»foranstaltninger vedrgrende en bestemt informationssamfundstjeneste« som
omhandlet i direktivet om elektronisk handel ™.

Domstolen bemaerkedeindledningsvis, at muligheden for at fravige princippet om fri
bevaegelighed for informationssamfundstjenester i henhold til ordlyden af direktivet om
elektronisk handel vedrgrer en »bestemt informationssamfundstjeneste«. | denne
forbindelse synes anvendelsen af ordet »bestemt« at angive, at den saledes
omhandlede tjenesteydelse skal forstds som en individualiseret tjeneste. Falgelig kan
medlemsstaterne ikke vedtage generelle og abstrakte foranstaltninger vedrerende en
kategori af bestemte informationssamfundstjenester, der er beskrevet i generelle
vendinger, og som finder anvendelse uden forskel pa enhver tjenesteyder i denne
kategori af tjenester.

Denne vurdering dragesikke i tvivl af den omsteendighed, at direktivet om el ektronisk
handel anvender begrebet »foranstaltninger«. Ved at anvende et sddantbredt og
generelt udtryk har EU-lovgiver overladtdet til medlemsstaterne at bestemmme arten og
formen af de foranstaltninger, som de kan vedtage med henblik pa at afvige fra
princippetom den frie bevaegelighed for informationssamfundstjenester. Anvendelsen
af dette begreb foregriber derimod pa ingen made disse foranstaltningers substans og
materielleindhold.

% Europa-Parlamentets og Radets direktiv 2000/31/EF af 8.6.2000 om visse retlige aspekter af informationssamfundstjenester, navnlig
elektronisk handel, i det indre marked (EFT 2000, L 178, s. 1) (herefter »direktivet om elektronisk handel).
%5 Artikel 3, stk. 4, i direktivet om elektronisk handel.

Juli 2024 108 curia.europa.eu



Elektronisk handel og kontraktlige forpligtelser

Dernaest bemaerkede Domstolen, at denne ordlydsfortolkning understgttes af den
kontekstuelle analyse af direktivet om elektronisk handel.

Muligheden for at fravige princippetom fri bevaegelighed for
informationssamfundstjenester er sdledes underlagt en betingelse om, at den
modtagende medlemsstat for disse tjenester pdforhdnd skalanmode
oprindelsesmedlemsstaten om at traeffe foranstaltninger 46, hvilket forudsaetter, at
tjenesteyderne og folgelig de bergrte medlemsstater kan identificeres. Hvis
medlemsstaterne havde ret til at begraense den frie bevaegelighed for sddanne tjenester
ved hjeelp af generelle og abstrakte foranstaltninger, der finder anvendelse uden forskel
pa enhver tjenesteyder af en kategori af disse tjenester, ville en sddan identifikation, hvis
den ikke var umulig, sa i det mindste vaere uforholdsmaessigt vanskelig, saledes at
medlemsstaterne ikke ville veerei stand til at overholde en sadan betingelse.

Endelig fremhaevede Domstolen, at direktivet om elektronisk handel hviler pa
anvendelsen af princippet om hjemlandstilsyn og princippet om gensidig anerkendelse,
saledes at informationssamfundstjenester inden for rammerne af det koordinerede
omrade " kun er reguleret i den medlemsstat, pa hvis omrade udbyderne af disse
tjenester er etableret. Hvis modtagende medlemsstater fik tilladelse til at vedtage
generelle og abstrakte foranstaltninger, der finder anvendelse uden forskel pa enhver
leverander af en kategori af informationssamfundstjenester, uanset om leverandgren er
etablereti sidstnaeevnte medlemsstat eller ej, ville princippet om hjemlandstilsyn blive
bragtifare. Dette princip medfgrer nemligen fordeling af lovgivningskompetencen
mellem oprindelsesmedlemsstaten og den modtagende medlemsstat. At tillade
sidstnaevnte medlemsstat at vedtage sddanne foranstaltninger ville imidlertid gribe ind i
oprindelsesmedlemsstatens lovgivningskompetence og medfare, at disse leverandgrer
vil vaere underlagt savel lovgivningeni oprindelsesmedlemsstaten som lovgivningen i
den eller de modtagende medlemsstater. En anfeegtelse af dette princip villevaere i strid
med direktivet om elektronisk handels opbygning og formal. Den omstaendighed, at den
modtagende medlemsstat tillodes at vedtage sadanne foranstaltninger, villei evrigt
undergrave den gensidige tillid mellem medlemsstaterne og vaere i strid med princippet
om gensidig anerkendelse.

Domstolen bemaerkede endvidere, at direktivet om elektronisk handel har til formal at
fierne de retlige hindringer for et velfungerende indre marked, der skyldes, at de
nationale lovgivninger er forskellige, og at der hersker retsusikkerhed med hensyn til,
hvilke nationale regler der finder anvendelse pa sadanne tjenester. Muligheden for at
vedtage de ovennaevnte foranstaltninger ville i sidste ende svare til at undergive de
pagaldende tjenesteydere forskellige lovgivninger og dermed genindfere de retlige
hindringer for den frie udveksling af tjenesteydelser, som dette direktiv har til formal at
fierne.

146 Artikel 3, stk. 4, litra b), i direktivet om elektronisk handel.
7 Som omhandlet i artikel 2, litra h), i direktivet om elektronisk handel.
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Domstolen konkluderede sdledes, at generelle og abstrakte foranstaltninger vedrgrende
en kategori af bestemte informationssamfundstjenester, der er beskrevet i generelle
vendinger, og som finder anvendelse uden forskel pa enhver tjenesteyder i denne
kategori af tjenester, ikke er omfattetaf begrebet »foranstaltninger vedrgrende en
bestemt informationssamfundstjeneste« i direktivet om elektronisk handels forstand.

7. Moms

Domme af5. marts 2015, Kommissionen mod Frankrig (C-479/13, EU:C:2015:141) og
Kommissionen mod Luxembourg (C-502/13, EU:C:2015:143)

| Frankrig og i Luxembourg var levering af e-bgger omfattet af en nedsat momssats.
Siden den 1. januar 2012 havde Frankrig og Luxembourg sdledes anvendt en momssats
pa henholdsvis 5,5% og 3% i forbindelse med levering af e-bager.

De e-bager (eller digitale bager), der var omhandlet i disse sager, bestod af begeri
elektronisk format, som blev leveret mod vederlag via download eller webstreaming
(streaming) fra et websted, og som kunne laeses pa en computer, en smartphone, en e-
bogslaser eller ethvert andet aflaesningssystem. Europa-Kommissionen havde nedlagt
pastand om, at det blev fastslaet, at Frankrig og Luxembourg havde tilsidesat deres
forpligtelseri henhold til momsdirektivet ¢, idet de havde anvendt en nedsat momssats
pa levering af e-bager.

Domstolen fastslog, at en medlemsstat, der anvender en nedsat sats for merveerdiafgift
pa levering af digitale bager eller e-beger, tilsidesaetter sine forpligtelser i henhold til
artikel 96 og 98 i direktiv 2006/112/EF og i henhold til forordning (EU) nr.282/2011 '#°.

Det fremgar sdledes af ordlyden af nr. 6) i bilag Il til direktiv 2006/112/EF, at den
nedsatte sats for merveerdiafgift finder anvendelse pa en transaktion, som bestar i at
levere en bog, som befinder sig pa et fysisk medie. Selv om det ganske vist er korrekt, at
e-bgger ngdvendigvis kraever et fysisk medie, sdasom en computer, for at kunne laeses, er
et sadan medie imidlertid ikke omfattet af leveringen af e-bgger. Som detfremgar af det
naevnte direktivs artikel 98, stk. 2, andet afsnit, valgte EU-lovgiver desuden at udelukke
enhver mulighed for at anvende en nedsat sats for mervaerdiafgift pa elektronisk
leverede tjenesteydelser. Levering af e-bgger udger imidlertid en sddan tjenesteydelse,
da e-bgger ikke kan kvalificeres som materielle goder, og der derfor ikke kan veere tale
om levering afvarer som omhandlet i dette direktivs artikel 14, stk. 1. Levering af e-
bager svarer endvidere til den definition af elektronisk leverede ydelser, der er indeholdt
i artikel 7, stk. 1, i forordning (EU) nr. 282/2011.

148 Radets direktiv 2006/112/EF af 28.11.2006 om det falles merveerdiafgiftssystem (EUT 2006, L 347,s.1).
49 Radets gennemfarelsesforordning (EU) nr. 282/2011 af 15.3.2011 om foranstaltninger til gennemfgrelse af direktiv 2006/112/EF om det
feelles merveerdiafgiftssystem (EUT 2011, L 77,s.1).
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Princippet om afgiftsneutralitet kan ikke rejse tvivl ved denne fortolkning, da dette
princip ikke tillader, at anvendelsesomradet for en nedsat sats for mervaerdiafgift
udvides uden enklar bestemmelse herom.

Dom af 7. marts 2017 (Store Afdeling), RPO (C-390/15, EU:C:2017:174)

Ifelge momsdirektivet '>° kunne medlemsstaterne anvende en nedsat momssats for
trykte publikationer sdsom bgger, aviser og tidsskrifter. Digitale publikationer med
undtagelse af digitale beger udgivet pa et fysisk medium (f.eks. en CD-rom) var derimod
underlagt momsens normalsats. Trybunat Konstytucyjny (forfatningsdomstol, Polen), for
hvem den polske ombudsmand havde indbragt sagen, var i tvivl om, hvorvidt den
forskellige beskatning var gyldig. Den anmodede Domstolen om at oplyse dels, om
denne beskatning er forenelig med ligebehandlingsprincippet, dels om Europa-
Parlamentet blevinddraget tilstraekkeligt i lovgivningsproceduren.

Domstolen bemaerkede, at kravet om, at Parlamentet som led i lovgivningsprocessen
skal heres, nar traktaten indeholder bestemmelse herom, indebaerer, at der skal ske en
fornyet hegring i alle tilfaelde, hvor den endeligt udstedte retsakt som helhed efter sit
indhold adskiller sig veesentligt fra det forslag, som Parlamentet allerede er blevet hart
om, bortset fra, nar &ndringernei det vaesentlige svarer til den opfattelse, som
Parlamentet selv har givet udtryk for.

Det ma fastslas, at teksten i nr. 6) i bilag Ill til det eendrede direktiv2006/112/EF blot er
en redaktionel forenkling af teksten i direktivforslaget, hvis indhold fuldt ud er blevet
bevaret.

Gennemgangen af de pragjudicielle spergsmal har desuden intet frembragt, der kan
rejse tvivl om gyldigheden af nr. 6) i bilag Il til direktiv 2006/112/EF eller af artikel 98,
stk. 2, i dette direktiv, sammenholdt med nr. 6) i direktivets bilag IIl.

Det ma fastslas, at dels levering af digitale bager pa alle fysiske medier, dels elektronisk
levering af digitale bgger udger sammenlignelige situationer. Disse bestemmelser skal
anses for at indfere en forskellig behandling af to situationer, som imidlertid er
sammenlignelige i forhold til det formal, som EU-lovgiver tilstreeber. Nar der er
konstateret en sadan forskellig behandling, er ligebehandlingsprincippet dog ikke
tilsidesat, safremt den forskellige behandling er beherigt begrundet. Dette er tilfaeldet,
nar den forskellige behandling beror pa et lovligt formal, som tilstreebes med den
foranstaltning, der har til virkning at indfere en saddan forskel, og ndr forskellen stari
rimeligt forhold til dette formal.

| sa henseendeer det klart, at EU-lovgiver, ndar denne vedtager en skattemaessig
foranstaltning, skal traeffe valg af politisk, skonomisk og social karakter samt prioritere

%0 R&dets direktiv 2006/112/EF af 28.11.2006 om det falles merveerdiafgiftssystem (EUT 2006, L 347, s. 1), som affattet ved Radets direktiv
2009/47/EF af 5.5.2009 om aendring af direktiv 2006/112/EF hvad angar de nedsatte satser for mervaerdiafgiften (EUT 2009, L 116, 5. 18).
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modsatrettedeinteresser eller foretage komplekse vurderinger. Derfor skal EU-lovgiver
pa dette omrade indremmes en vid skensbefgjelse, saledes at domstolskontrollen b ar
begraensestil en provelse af, om der foreligger et dbenbart urigtigt sken. Det fremgar
saledes af Radets og Kommissionens forklaringer, at det blev skennet ngdvendigt at
underlaegge disse tjenesteydelser klare, enkle og ens regler, for at den momssats, der
geelder for tjenesteydelser, der leveres elektronisk, kan fastslas med sikkerhed, og
saledes at administrationen af denne afgift lettes for de afgiftspligtige personer og de
nationale afgiftsmyndigheder. Hvis medlemsstaterne i denne forbindelse blev givet
mulighed for at anvende en nedsat momssats pa elektronisk levering af digitale bager,
ville det svare til at ggre indgreb i sammenhaengen i den af EU-lovgiver gnskede
foranstaltning.
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