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Subject matter of the main proceedings and facts relevant to the decision to
be given

The case before the Administrative Court, Eastern Finland raises the question as
to how Atrticle 4, point 1, and Article 15(1) of Regulation (EU) 2016/679 of the
European Parliament and of the Council on the protection of natural persons with
regard to the processing of personal data and on the free movement of such data,
and repealing Directive 95/46/EC (General Data Protection Regulation) are to be
interpreted.

The main proceedings concern the interpretation of the term ‘personal data’ and
the data subject’s right of access to data which have been collected concerning
him or her. J.M., who brought the proceedings before the Administrative Court,
Eastern Finland, worked as an employee at Pankki S (‘the Bank’). JuMuwas also a
customer of the Bank. According to J.M., he became aware in, 2014 that his,own
customer data had been reviewed during the period \frem<1 November to
31 December 2013, when he was working at theyBanks,J.M. 'suspectéd that the
reasons why his data were reviewed were not entirely,lawfuk, By letter of 29 May
2018, he asked the bank to provide him with information revealing the identity of
the persons who processed his customer data duringithe period from 1 November
to 31 December 2013 and to inform him-of the purpose.of the processing of his
customer data. J.M. has since been dismissed by the Bank. J.M. justified his
request for information inter alia on the ground that'he wanted clarification as to
the reasons for his dismissal.

In its reply to J.M. of 30'August 2018y, the Bank, in its capacity as controller,
refused to provide information onthe names of the employees who had processed
his customer data.d'he Bank'takes the wiew that a person’s right of access to his or
her own data under Article 15 of the®General Data Protection Regulation does not
apply to the logidata of the Bank’sidata processing system. According to the Bank,
the information, reguestedais personal data of the employee who processed the
data, net ofythe customer. In its reply to J.M., the Bank, in its capacity as
contraller, ‘stated that itywould provide further explanations concerning the log
datatinerder to,clear upany misunderstandings. According to those explanations,
m2014, the Bank’s internal audit department investigated the processing of J.M.’s
customen, data,.in' the period from 1 November to 31 December 2013. The
departmenticoncluded that four employees of the Bank had processed J.M.’s data
duringythe period covered by the request and that the processing of the data was
related to'the processing of data of another customer of the Bank with whom J.M.
had a connection when he had handled the matter. The data of the other customer
showed that a person named J.M. was a debtor in a debt relationship with him.
Since J.M. was at the same time responsible for that customer at the Bank as a
customer advisor, the Bank was required to ascertain whether the debtor in
question was J.M. and whether there might therefore have been an impermissible
conflict of interest. According to the Bank, the investigation of the case also
required the processing of J.M.’s data, and every member of the Bank’s staff who
had processed his data gave a statement to the internal audit department on the
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reasons for the processing of the data. Furthermore, the Bank stated that it does
not suspect J.M. of any wrongdoing in connection with the data processing that
took place at the Bank in 2013.

J.M. referred the matter to the national supervisory authority, that is to say, the
Office of the Data Protection Supervisor, and requested that the latter order the
Bank to provide the information requested. J.M. takes the view that every person
has a right to [have access to] matters and information concerning him or her.
Information on the processing of customer data is not directly a person’s own
data, but is directly related to the proper processing of a person’s data’and to the
requirement to ensure such processing. If a person did not have a right to obtain
such information, the data subject would have no effective means,of verifying
whether the data concerning him or her had been processed properly.

By decision of 4 August 2020 [...], the Assistant Data, ProtectionySupesvisor
refused J.M.’s request for access to the Bank’s infosmation,that he had requested.
The Assistant Data Protection Supervisor therefore didwaot isSue an order to the
Bank, in its capacity as controller, to comply with JJM.%s requestito exercise his
rights pursuant to the regulation, within the®meaning‘ef Article 58(2)(c) of the
General Data Protection Regulation. In his decision,'the Assistant Data Protection
Supervisor stated that J.M.’s requests’in fact'constituted. a request for access to
user log data. In his decision, the Assistant Data Protection Supervisor referred to
his previous decision-making practicepin‘accordance 'with which user log data are
not data concerning the customers themselves, but data concerning the employees
who had processed the customer data.“Therefore, the data contained in the user log
had not been regarded as being covered by the right of access under Paragraph 26
of the Law on personal datay(523/2999), “'which was previously in force under
national law. Accerdigly, ‘thewright to review log data outside the scope of
specific laws has'been, reserved\for persons who have processed the personal data
contained in the“\filing, system®themselves. The Assistant Data Protection
Supervisof. furtherstakes the wview that, for the purposes of the General Data
Protection, Regulationy Jogedata are to be regarded as data relating precisely to the
employees Who bhadwproeessed the customer data and, therefore, the log data do
not constitute datasconcerning J.M., in respect of which he has a right of access
under Artiele 15 ‘of the Regulation.

By,his aetion before the Administrative Court, Eastern Finland, J.M. requested
that the\decision of the Assistant Data Protection Supervisor be annulled. J.M.
takes the'view that he is entitled under the General Data Protection Regulation to
obtain information concerning the identity of the persons who had reviewed his
data at the Bank and concerning their position within the Bank. He submits that
the information is necessary to demonstrate a personal data breach by the
controller. The controller must be able to demonstrate that J.M.’s personal data
had been processed lawfully, fairly and in a transparent manner. The controller’s

! Finlex: https://www.finlex.fi/fi/laki/ajantasa/kumotut/1999/19990523
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own statement regarding the processing of J.M.’s data does not meet the
requirements of the General Data Protection Regulation.

The Assistant Data Protection Supervisor reiterated his view before the
Administrative Court that the information requested relates precisely to the
employees who had processed the customer data and that the data subject’s right
of access therefore does not extend to that information.

In its statement on the draft request for a preliminary ruling, the Bank stated that
the log data requested by J.M. are not his personal data, and suchdinformation
therefore could not be covered by the right of access under the“General Data
Protection Regulation.

Provisions of national law and case-law relied on
Law on data protection (1050/2018)

According to Paragraph 1 of the Law on data protectionythat lawsgives specific
effect to and complements Regulation (EU) 2016/679 ofithe"European Parliament
and of the Council on the protection,of ‘natural ‘persons with regard to the
processing of personal data and on the free ‘mowement ofisuch data, and repealing
Directive 95/46/EC (General DataRrotection Regulation) and the implementation
of that regulation at national level.

According to Paragraph 30 of that ‘law, the provisions on the processing of
employees’ personal data, on thedests and checks to be carried out in respect of
employees and the regquirements to be complied with in that regard, on technical
monitoring at the ‘Workplacetandyon the retrieval and opening of an employee’s
emails are containedtin the “kaw on the protection of privacy in working life
(759/2004).

UndergsParagraph 34(2) ofsthat law, the data subject has no right of access to data
collected concerningyhim,or her within the meaning of Article 15 of the General
Data\ProtectiomRegulation where

1) %, ‘the'provision of the data could adversely affect national security, defence or
publie,order. and security or jeopardise the prevention or investigation of criminal
offences;

2)  the provision of the data could pose a serious risk to the health or care of the
data subject or to the rights of the data subject or a third party; or

3) the personal data are used in supervisory and control activities and the
withholding of the data is necessary for the protection of an important economic
or financial interest of Finland or the European Union.



12

13

14

15

16

17

PANKKI S

According to subparagraph 2 of the same provision, where only part of the data
referred to in subparagraph 1 is not covered by the right provided for in Article 15
of the General Data Protection Regulation, the data subject shall be entitled to
obtain access to all other data concerning him or her.

According to subparagraph 3 of the same provision, the data subject must be
informed of the reasons for the restriction, unless this would undermine the
purpose of the restriction.

According to subparagraph 4 of the same provision, where the datasubject does
not have a right of access to the data collected concerning him or her, the data
referred to in Article 15(1) of the General Data Protection Regulation“must be
made available to the Data Protection Supervisor at the request of the data subject.

Law on the protection of privacy in working life (759/2004)

According to Section 2, Paragraph 4(2) of the Law on the protection ofsprivacy in
working life (347/2019), the employer is obligedytosinferm the employee in
advance of the collection of data that serve e determine his orher reliability. If
the employer checks the employee’s creditworthiness, the ‘employer must also
inform the employee of the register from,which the“eredit information is to be
obtained. Where data concerning the employee have been collected from a person
other than the employee himself®or herself,\thewemployer must inform the
employee of the data obtained before they. are used.to make decisions affecting the
employee. The obligations @fithe controllerito provide data to the data subject and
the data subject’s right of access to data jare governed by Chapter Ill of the
General Data Protection Regulation:

Specific legislation on the right,of‘aceess to user log data

In Finland 4the right of access to uUser log data was provided for only in specific
laws before, the, General Data Protection Regulation entered into force. Those
specific laws are the L'aw on the electronic processing of customer data in social
anch, health care’(159/2007) 2 and the Law on the Demographic Information
System and the certification services of the Digital and Demographic Information
Agency\(661/2009). °

Case:law ofithe Korkein hallinto-oikeus (Supreme Administrative Court; ‘KHO”)

In Finland, the Supreme Administrative Court has given preliminary rulings on
the activities of public authorities in connection with the application of the Law on
public access to activities of public authorities (‘the Law on freedom of
information’, 621/1999). For example, prior to the entry into force of the General
Data Protection Regulation, the KHO held in its decision of 5 April 2014

2 Finlex: https://finlex.fi/fi/laki/ajantasa/2007/20070159

8 Finlex: https://www.finlex.fi/fi/laki/ajantasa/2009/20090661
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(KHO:2014:69) that confidential log data did not concern the person who had
requested access to the log data, but the users of the data processing systems. In
addition, however, the KHO held that the explanations provided by the police did
not show that the provision of the log data would have jeopardised the
performance of the police’s duties or the safety of personnel of the police service
in such a way that the provision of the information would have been precluded by
an extremely important public or private interest within the meaning of point 1 of
Paragraph 11(2) of the Law on freedom of information. The person concerned, as
a party to the proceedings, was therefore entitled to obtain that log data from the
police authority.

After the entry into force of the General Data Protection Regulation, the KHO
held in a decision of 11 June 2020 (KHO:2020:72) that thesadministrative ‘court
should have heard the appeal against an administrative decision — namely, that'of
the tax administration — not only as a case concerning ‘public access,to official
documents, but also as a data protection case concerning the right\of access of the
data subject, applying the provisions of the Genéral Data ProtectiondRegulation.
The KHO held that the decision had to be annulled and the“ease referred back to
the administrative court with the stipulation thatsit hear, the, case also as a data
protection case. The case is still pending at the time of drafting‘the present request
for a preliminary ruling.

Relevant provisions of EuropeamUnion,law relied on
General Data Protection Regulation

According to recital 60,0f the"General Data Protection Regulation, the principles
of fair and transparent processing reguire that the data subject be informed of the
existence of the ‘processing operation and its purposes. The controller should
provide therdata subject with any further information necessary to ensure fair and
transparent processing“taking,into account the specific circumstances and context
in which the personal data are processed.

According to recital,63 of the regulation (corrigendum [to the Finnish language
version)y, O3, L 74, 4.3.2021), a data subject should have the right of access to
personal, data which have been collected concerning him or her, and to exercise
that'right easily and at reasonable intervals, in order to be aware of, and verify, the
lawfulness of the processing. This includes the right for data subjects to have
access to data concerning their health, for example the data in their medical
records containing information such as diagnoses, examination results,
assessments by treating physicians and any treatment or interventions provided.
Every data subject should therefore have the right to know and obtain
communication in particular with regard to the purposes for which the personal
data are processed, where possible the period for which the personal data are
processed, the recipients of the personal data, the logic involved in any automatic
personal data processing and, at least when based on profiling, the consequences
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of such processing. Where possible, the controller should be able to provide
remote access to a secure system which would provide the data subject with direct
access to his or her personal data. That right should not adversely affect the rights
or freedoms of others, including trade secrets or intellectual property and in
particular the copyright protecting the software. However, the result of those
considerations should not be a refusal to provide all information to the data
subject. Where the controller processes a large quantity of information concerning
the data subject, the controller should be able to request that, before the
information is delivered, the data subject specify the information or processing
activities to which the request relates.

According to point 1 of Article 4 of the regulation, ‘personal data’ means any
information relating to an identified or identifiable natural person (‘data subject’);
an identifiable natural person is one who can be identified;directly,orundirectly,
in particular by reference to an identifier such as a name, an,identificatien number,
location data, an online identifier or to one or more factors specifie,to the'physical,
physiological, genetic, mental, economic, cultural“er secial identity ofthat natural
person.

Article 5(1)(a) and (f) and Article 5(2) of the regulatien read as«follows:
1.  Personal data shall be:

(@) processed lawfully, fairly and in a‘transparent manner in relation to the data
subject (‘lawfulness, fairness and transparency’);

(F) processed in aymanner, that ensures appropriate security of the personal data,
including,protection against,unauthorised or unlawful processing and against
accidental “loss, destruetion” or damage, using appropriate technical or
organisational'measures (“integrity and confidentiality’).

2. The contraller,shall besresponsible for, and be able to demonstrate compliance
with,\paragraphil (“accountability”’).

According to Article 15(1) of the regulation, the data subject shall have the right
to “ebtain“from the controller confirmation as to whether or not personal data
concerning him or her are being processed, and, where that is the case, access to
the personal data and the following information (corrigendum [to the Finnish
language version], OJ L 74, 4.3.2021):

(@) the purposes of the processing;

(b) the categories of personal data concerned;
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(c) the recipients or categories of recipient to whom the personal data have been
or will be disclosed, in particular recipients in third countries or international
organisations.

According to Article 24(1) of the regulation [...], taking into account the nature,
scope, context and purposes of processing as well as the risks of varying
likelihood and severity for the rights and freedoms of natural persons, the
controller shall implement appropriate technical and organisational measures to
ensure and to be able to demonstrate that processing is performed in accordance
with this Regulation. Those measures shall be reviewed and updated where
necessary.

Article 88 of the regulation provides the following in respect,of the precessing of
personal data in the context of employment:

1. Member States may, by law or by collective agreements, providesfor more
specific rules to ensure the protection of the rights,andfreedoms _inyrespect of the
processing of employees’ personal data in theqemploymentycontext,  particular
for the purposes of the recruitment, themperformance, of ithe contract of
employment, including discharge of obligations laidhdownbylaw or by collective
agreements, management, planning @ndsyorganisation, of work, equality and
diversity in the workplace, health and safety at work, protection of employer’s or
customer’s property and for thedpurpeses, of the exetcise and enjoyment, on an
individual or collective basis, of rights and benefits related to employment, and for
the purpose of the terminationtof the employment relationship.

2. Those rules shall includesuitable and specific measures to safeguard the data
subject’s human  dignity, “legitimate), interests and fundamental rights, with
particular regardito ‘the ‘transpareneysof processing, the transfer of personal data
within a group, of, undertakings,yor a group of enterprises engaged in a joint
economic @ctivity'and monitoring systems at the work place.

Relevant case-law ofithe*Court of Justice

The,Administrative Court, Eastern Finland is not aware of any case-law of the
Court ‘of Justicerin which the General Data Protection Regulation was interpreted
in asimilarsituation. As the General Data Protection Regulation has not narrowed
the coneept of personal data, the Administrative Court has examined the case-law
of the Court of Justice on Directive 95/[4]6/EC of the European Parliament and of
the Council on the protection of individuals with regard to the processing of
personal data and on the free movement of such data (Data Protection Directive).

The Court of Justice interpreted the right of access under Article 12 of the Data
Protection Directive in its judgment in Case C-553/07, College van burgemeester
en wethouders van Rotterdam v M. E. E. Rijkeboer (EU:C:2009:293). That case
concerned a situation in which a person had been refused access to information on
the disclosure of his personal data to third parties during the two years preceding
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his request for information. The Court of Justice held that, in order to assess the
scope of the right of access which the Directive must make possible, it is
appropriate, first, to determine what data are covered by the right of access and,
next, to turn to the objective of Article 12(a) examined in the light of the purposes
of the Directive (paragraph 40 of the judgment). The case ruled on by the Court of
Justice involved two categories of data. The first concerned personal data kept by
the local authority on a person, such as his or her name and address, which
constituted, in the case ruled on, the basic data. The Court of Justice held that
those data constitute ‘personal data’ within the meaning of Article 2(a) of the
Directive, because they represent information relating to an .dentified or
identifiable natural person. The second category concerned <information on
recipients or categories of recipient to whom those basic data were disclosed and
on the content thereof and thus related to the processing of, the “basic“data
(paragraphs 41-43 of the judgment).

According to the Court of Justice, that right to privagy. meansithatithe data subject
may be certain that his personal data are processed‘in a:correct and lawful manner,
that is to say, in particular, that the basic data rfegarding him®are aceurate and that
they are disclosed to authorised recipients. “Asyis statedyin “recital 41 in the
preamble to the directive, in order to_carry,out the,necessary checks, the data
subject must have a right of access t0Q thesdata relatingsto him which are being
processed. In that regard, Article 12(a),of the, directive provides for a right of
access to basic data and to informationwonthe recipients or categories of recipient
to whom the data are disclosed. Aecording te, the Court of Justice, that right of
access is necessary to enable the data subject to exercise the rights set out in
Article 12(b) and (c) ofythe Directive, that is to say, where the processing of his
data does not comply,with, the provisions of the Directive, the right to have the
controller rectify, erasesomblock his data (paragraph (b)), or notify third parties to
whom the data havesbeen diselosed of that rectification, erasure or blocking,
unless this proves impossible,or involves a disproportionate effort (paragraph (c))
(paragraphs.49-50 of'the judgment).

The Court of,Justicesstated that the scope of the Data Protection Directive is very
wideyand the persenal data covered by the directive are varied (paragraph 59 of
theyjudgment).

The, Coutt,of Justice interpreted the concept of ‘personal data’ within the meaning
of ArtiCle 2(a) of the Data Protection Directive in its judgment in Case C-434/16,
Peter Nowak v Data Protection Commissioner (EU:C:2017:994). The case
concerned a situation where a national supervisory authority refused to give a
person access to the corrected script of an examination at which he was a
candidate, on the ground that the information contained therein did not constitute
personal data. In its judgment, the Court of Justice stated that the use of the
expression ‘any information’ in the definition of the concept of ‘personal data’,
within Article 2(a) of Directive 95/46, reflects the aim of the EU legislature to
assign a wide scope to that concept, which is not restricted to information that is
sensitive or private, but potentially encompasses all kinds of information, not only
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objective but also subjective, in the form of opinions and assessments, provided
that it ‘relates’ to the data subject. As regards the latter condition, it is satisfied
where the information, by reason of its content, purpose or effect, is linked to a
particular person (paragraphs 34-35 of the judgment).

The Court of Justice took the view that the finding that the comments of the
examiner with respect to the answers submitted by the candidate at the
examination constitute information which, by reason of its content, purpose or
effect, is linked to that candidate is not called into question by the fact that those
comments also constitute information relating to the examiner (paragraph 44 of
the judgment).

The Court of Justice also stated that if information relating to. ascandidate,
contained in his or her answers submitted at a professional‘€xamination,and in‘the
comments made by the examiner with respect to those‘answersjpwere notito be
classified as ‘personal data’, that would have the effect of\entirely excluding that
information from the obligation to comply notyonlyswith, the ‘principles and
safeguards that must be observed in the area of persenal,data\protection, and, in
particular, the principles relating to the quality of such,data and the criteria for
making data processing legitimate, established in “Articles 6"and 7 of Directive
95/46, but also with the rights of access, rectificationvand objection of the data
subject, provided for in Articles 12 “and 14, of that, directive, and with the
supervision exercised by the superwisory authority~under Article 28 of that
directive (paragraph 49 of the judgment).

In its judgment, the Court of Justice held,that Article 2(a) of Directive 95/46 must
be interpreted as meaning that;" I, circumstances such as those of the main
proceedings, the writtén, answers submitted by a candidate at a professional
examination and,any, comments made by an examiner with respect to those
answers constitute'personal‘data, within the meaning of that provision.

The needfor apreliminary ruling

The AdministrativezCourt, Eastern Finland considers that the case concerns the
interpretation of the concept of ‘personal data’ within the meaning of Article 4(1)
of the General Data Protection Regulation and the data subject’s right of access to
persenal data collected by the controller concerning him or her, as provided for in
Article'15(1).

The respect for privacy protected by the General Data Protection Regulation
requires that personal data are processed lawfully, fairly and in a transparent
manner in relation to the data subject, in accordance with Article 5(1)(a) of the
General Data Protection Regulation, and in a manner that ensures appropriate
security of the personal data, including protection against unauthorised or
unlawful processing, in accordance with point (f) of that paragraph. Furthermore,
according to paragraph 2 of that article, the controller is to be responsible for, and
be able to demonstrate compliance with, paragraph 1 (‘accountability’). In order

10
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to fulfil its obligation of accountability, the controller must, in accordance with
Article 24(1) of the General Data Protection Regulation, implement appropriate
technical and organisational measures to ensure and to be able to demonstrate that
processing is performed in accordance with the General Data Protection
Regulation. For those reasons, controllers collect log data on the persons who
processed the personal data of the data subjects and on [the time] of the processing
of the personal data.

Pursuant to Article 15, the data subject is to have the right to obtain from the
controller confirmation as to whether or not personal data concerning him or her
are being processed, and, where such personal data are being processed;, access to
the personal data and to information concerning the purposes,of the proeessing,
the [categories of personal data] concerned and the recipients ‘and, categories of
recipients. However, it is unclear on the basis of that, article, whether the
information collected by the controller pursuant to\,itsy.obligation “under
Article 24(1) of the regulation, indicating the identity\of, the persons who
processed the personal data of the data subject anththespointsyinitime,at'which the
personal data was processed, is to be regarded®as infermation,in respect of which
the data subject has a right of access pursuantto Articlexd5(1) orionly as personal
data of the persons who processed the personal datasin respect of which the data
subject does not have a right of access!

Recital 9 of the General Data Pratection Regulation states that the objectives and
principles of the Data Protection Regulationy(Directive 95/46/EC) remain sound,
but it has not prevented fragmentation in the tmplementation of data protection
across the Union, legal,uncertainty or aswidespread public perception that there
are significant risks to theyprotection,of natural persons, in particular with regard
to online activitys, Furthermore, recital 10 of the General Data Protection
Regulation states'that,consistent,and“homogenous application of the rules for the
protection of the,fundamental rights and freedoms of natural persons with regard
to the processing of personal data should be ensured throughout the Union.

The presenticase raises the question as to whether J.M. has an effective possibility
to ascertain the, [awfulness of the processing of his personal data. User log data
and the collection thereof also constitute information indicating that the personal
data processed,has been reviewed (content factor) and its use is likely to affect his
orsher, privacy rights (impact factor). The data subject’s right of access is a
fundamental*element of the rights guaranteed to the data subject by the General
Data Protection Regulation and the exercise of that right often precedes the
exercise of other rights under the General Data Protection Regulation, such as the
remedies provided for in Chapter VIII. Therefore, for example, the right to lodge a
complaint with a supervisory authority granted to every data subject by Article 77
of the General Data Protection Regulation is not a sufficient means in itself to
guarantee all the abovementioned rights of the data subject in a uniform manner
throughout the European Union. A preliminary ruling from the Court of Justice is
necessary because it is not clear from the General Data Protection Regulation
whether the data subject has a right of access only to his or her own actual

11
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customer data and any related records, or also to information about who processed
his or her customer data, and when and for what purpose they were processed. In
the present case, it is necessary to assess the position of the person who processed
the data, in relation to the position of the data subject exercising his or her right of
access. If the rights of data subjects to request access to different information
collected by the controller differ from one Member State to another, they are
treated differently on the basis of their place of residence and nationality.

The national supervisory authority, that is to say, the Assistant Data Protection
Supervisor, has also expressed his support for a request for a preliminary ruling to
the Court of Justice of the European Union in the present case.

Questions referred for a preliminary ruling

The Administrative Court, Eastern Finland has ordered that the proceedings be
stayed and the following questions be referred,to“the Court of, Justice for a
preliminary ruling pursuant to Article 267 TFEU:

1.  Is the data subject’s right of access under Articled5(1) of the General
Data Protection Regulationg, consideredy,in ‘conjunction with the
[concept of] ‘personal data’ within the meaning of point 1 of Article 4
of that regulation, tombe interpreted“as./meaning that information
collected by the controllerwhich indicates who processed the data
subject’s personah, data ‘and whenwand for what purpose they were
processed does ‘not constitute information in respect of which the data
subject has awright offaccess, i particular because it consists of data
concerningithe centroller’siemployees?

2. If Questioml 1s,answered In the affirmative and the data subject does
net have a right ofaccess to the information referred to in that question
on the basis,of Article 15(1) of the General Data Protection Regulation
because. it dees hot constitute ‘personal data’ of the data subject within
the,meaning of Article 4(1) of the General Data Protection Regulation,
it remains necessary in the present case to consider the information in
respect of which the data subject does have a right of access in
accordance with Article 15(1)[(a) to (h)]:

a. How is the purpose of processing within the meaning of
Article 15(1)(a) to be interpreted in relation to the scope of the
data subject’s right of access, that is to say, can the purpose of
the processing give rise to a right of access to the user log data
collected by the controller, such as information concerning
personal data of the processors and the time and the purpose of
the processing of the personal data?

b. In that context, can the persons who processed J.M.’s customer
data be regarded, under certain criteria, as recipients of the

12
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personal data within the meaning of Article 15(1)(c) of the
General Data Protection Regulation, in respect of whom the data
subject would be entitled to obtain information?

Is the fact that the bank at issue performs a regulated activity or that
J.M. was both an employee and a customer of the bank at the same

time relevant to the present case?

Is the fact that J.M.’s data were processed before the entry into force of
the General Data Protection Regulation relevant to the examination of
the gquestions set out above?
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