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1. Ziel und Umfang der Videoiiberwachungsstrategie des Organs

Am 5. Juli 2005 hat der ,Geb&ude“-Ausschuss desc@shofs der Europdischen Union das
Konzept zur umfassenden Sicherung des Gebaudekaspldes Gerichtshofs der
Européaischen Uniozur Kenntnis genommen.

Zu den verschiedenen Empfehlungen dieser Studiedrgehdie Installation eines
VideolUberwachungssystems, um die Sicherheit vonaGiddn, Vermoégenswerten und
Personen zu gewabhrleisten.

Das Organ hat daher ein VideolUberwachungssystemerthtet. Ein Bericht Uber den
gegenwartigen Betrieb dieses Systems wurde dem afemgsausschuss vorlegt und von
diesem in seiner Sitzung vom 1. Juli 2009 zur Keisngenommen.

Das vorliegende Dokument beschreibt das aktuelldedMiberwachungssystem und die

Malinahmen, die das Organ zum Schutz der persormgdgreen Daten, der Privatsphare und
anderer Grundrechte ergriffen hat.

2. Schutz der Privatsphare, Datenschutz und Konformitit des
Videoiiberwachungssystems

2.1 Uberpriifung des bestehenden Systems

Bereits vor Herausgabe der Leitlinien des Européisc Datenschutzbeauftragten (im
Folgenden: EDSB) zur Videouberwachung vom 17. N2&%0 (im Folgenden: Leitlinien) hat
der Gerichtshof der Europaischen Union ein Videoitbehungssystem betrieben.

Dieses System und die Verfahren des Organs sindeniRechtsvorschriften Uber den Schutz
personenbezogener Daten und insbesondere mit depfeBiomgen des EDSB in den
Leitlinien® in Einklang gebracht worden.

2.2 Compliance-Status

Der Gerichtshof der Européischen Union verarbd@itter im Einklang mit der Verordnung
(EG) Nr. 45/2001 des Europaischen Parlaments uadRad¢es vom 18. Dezember 2000 zum
Schutz nattrlicher Personen bei der Verarbeitumggmenbezogener Daten durch die Organe
und Einrichtungen der Gemeinschaft und zum freieateBverkehr (im Folgenden:
Verordnung Nr. 45/2001) und den Leitlinien.

! Die Leitlinien zur Videouberwachung sind auf der Website des EDSB verfligbar:

https://secure.edps.europa.eu/EDPSWEB/edps/lang/de/Supervision/Guidelines
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2.3 Internes Audit
Alle zwei Jahre wird ein internes Audit durchgefiiihr

2.4 Mitteilung des Compliance-Status an den EDSB

Die mit dem Videoliberwachungssystem verbundenerbeitang personenbezogener Daten
wurde dem EDSB erstmals im April 2009 mitgeteilt.

Im Anschluss an die Annahme der vorliegenden Vitleoilachungsstrategie hat der
Gerichtshof der Europaischen Union dem EDSB durbertittiung eines Exemplars des
vorliegenden Dokuments den Compliance-Status naiiget

2.5 Kontakt zur zustandigen Datenschutzbehdrddvikeiedstaats

Die zustandige Datenschutzbehérde in Luxemburg (@ission nationale pour la protection
des données — CNPD) wurde im November 2006 unieetic lhre Bemerkungen und
Empfehlungefwurden beriicksichtigt.

2.6 Transparenz

Die Videolberwachungsstrategie ist einsehbar:
= auf der Intranetseite des Sicherheitsdienstes:
http://intranet/infrastructures/indispensables/sigeintm
= auf der Intranetseite des Datenschutzbeauftragten:
http://intranet/dpo/FR/Home_FR.htm
= auf der Website des Gerichtshofs der EuropaischeonJ
» http://curia.europa.eu/jcms/jcms/P_1274B&s Organ > Zugang zum Gerichtshof >

Allgemeine Bedingungen.

2.7 RegelmaRige Uberpriifungen

Der Sicherheitsdienst des Organs flhrt alle zweielaine Datenschutzprifung durch. Dabei
wird geprift, ob

- ein VideolUberwachungssystem nach wie vor notweistlig

- das System mit den erklarten Zielen im Einklangtste

- keine angemessenen Alternativen bestehen.

Bei diesen regelmaRigen  Uberprufungen wird auch ridjgp ob  die
Videouberwachungsstrategie des Gerichtshofs devpgaischen Union nach wie vor mit der
Verordnung Nr. 45/2001 und den Leitlinien Gberemstt (Angemessenheitsaudit) und ob sie
in der Praxis eingehalten wird (Konformitatsaudit).

2 Speziell in einem Schreiben an den fir die Verarbeitung Verantwortlichen vom 15.3.2014 hat die CNPD
ausgefiihrt, dass ,allein die Verordnung Nr. 45/2001 Anwendung findet, da das Videoiiberwachungssystem ...
sich strikt auf den privaten Bereich beschriinkt und jede Uberwachung des éffentlichen Bereichs ausgeschlossen

“

ist
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2.8 ,Privatsphéarenfreundliche" technische Lésungen

Der Gerichtshof der Europaischen Union hat tectm@scdsungen implementiert, die dem
Schutz des Rechts auf Privatsphére forderlich sind:

- Die Bildwinkel und die Objektive der Kameras wurdem gewahlt, dass nur die zu
Uiberwachenden Bereiche erfasst werden;

- die Gebaudebereiche, bei denen noch hodhere Erwaruman den Schutz der
Privatsphare gestellt werden, werden nicht mit Keméiberwacht;

- Zugang zu den aufgezeichneten Bildern ist fir asitote Personen, d. h. eine kleine
Zahl von Mitarbeitern des Sicherheitsdienstes, mir einer speziellen Software,
einem Nutzerprofil und einem Passwort moglich;

- samtliche Manipulationen am System werden aufgbreic (Registrierung der
Handlung und des Nutzers, der sie vorgenommen hat).

3. Uberwachte Bereiche

Dem Sicherheitskonzept entsprechend wurde am dgereiStandort (mit einer Flache von
etwa 220 000 m?) ein Videouberwachungssystem n@ittineras installiert.

Dieses System erfasst:

- Aul3enbereiche / Notausgénge
Ziel: Verhinderung von Einbriichen und asozialemhdéen

- Zugang zu den Empfangsbereichen
Ziel: Uberwachung der Ein- und Ausgangsbewegungen

- Zugang zu den Tiefgaragen (Schranken und ToRgnpen und Verkehrswege auf
den unterschiedlichen Ebenen der Tiefgaragen
Ziel: Verhinderung von Schaden an Vermdgenswertes ®rgans und
Angriffen auf Personen, Unterstiitzung bei der $titling von entsprechenden
Streitigkeiten

- Laderampen und Lagerraume
Ziel: Uberwachung der Anlieferungen und des Zugangsien Laderampen
und Lagerrdumen, Schutz sensibler technischer Anlag

- 6ffentliche Bereiche in den Gebauden
Ziel: Beobachtung der allgemeinen Lage durch dieh&heitszentrale, um
gegebenenfalls eingreifen zu konnen (Stérungen dérdnung,
zuriickgelassener verdéchtiger Gegenstand, Sturzer elPerson usw.);
Uberwachung der Kunstwerke, schnelles Eingreifeni Beand oder
Unwohlsein.

- Ubergénge in die geschiitzten privaten Bereiche
Ziel: Verhinderung des unbefugten Eindringens asdiBereiche und Leistung
— in Kombination mit der Gegensprechanlage — dedil Nutzer notwendigen
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Unterstitzung bei Schwierigkeiten mit den Zugangskdlanlagen
(Kontrollschleusen und Ausweislesegerate).

Karten mit den Standorten der Kameras sind beime8ieitsdienst des Organs verfugbar und
dort einsehbar. Auf Anfrage konnen diese Karten vdin die Datenverarbeitung
Verantwortlichen, vom Datenschutzbeauftragten dega®s (im Folgenden: DSB) und vom
EDSB eingesehen werden.

Auf Bereiche, bei denen héhere Erwartungen an déat3 der Privatsphéare gestellt werden,
sind keine Kameras gerichtet.

4. Erhobene personenbezogene Daten und Zweck der Erhebung

4.1 Kurzbeschreibung und ausftihrliche technisclezikationen des Systems

Das VideolUberwachungssystem nimmt digitale Bildef @and ist mit Bewegungsmeldern
ausgestattet. Es erfasst die von den Kameras iniderwachten Bereichen festgestellten
Bewegungen sowie das Datum, die Uhrzeit und den @et Kameras sind 24 Stunden am
Tag und sieben Tage die Woche in Betrieb. Die Bildigat kann je nach Standort eine
Identifizierung von Personen ermoglichen. Die Mahizder Kameras ist fest montiert.
Einzelne Kameras verfigen tber beschrankte optidobe-Fahigkeiten, die es ermdglichen,
einen Ort oder im Bedarfsfall eine Person heranaomem, um ihr zu folgen.

Das VideolUberwachungssystem setzt keine ,inteltgy@h Technologien ein, ist nicht mit

anderen Systemen zusammengeschaltet, setzt keideck® Uberwachung ein, zeichnet
keinen Ton auf und setzt keine ,talking CCTV* ein.

4.2 Zweck der Uberwachung

Das Organ setzt sein Videolberwachungssystem diefdadh zu Zwecken der

Zugangskontrolle und der Sicherheit ein (Sicherhein Personen, Gebauden und
Informationen).

Diese Anlagen erganzen die Systeme der Zugangskentder Notausgangssicherung und
des Brandschutzes.

Das Videouberwachungssystem ist Teil der MaRnahmenForderung der allgemeinen
Sicherheitsstrategie und tragt zur Verhitung, Absghung und gegebenenfalls
Untersuchung unbefugten Zutritts bei (gefadhrdeten®d IT-Infrastrukturen und operative
Informationen).

Daruiber hinaus hilft die Videolberwachung bei derhitung, Erkennung und Untersuchung
von Diebstahlen von Ausristungs- oder Vermdgensgggeden, die sich im Besitz des
Organs, seiner Mitarbeiter oder von Besuchern Hefin Sie tragt auch dazu bei, die
Sicherheit der Gebaudenutzer zu gewahrleisten .(hd@ einem Brand oder tétlichen
Ubergriff).
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4.3 Eingrenzung der Zweckbestimmung

Die VideolUberwachung wird nur zu den oben genannfsvecken eingesetzt. Das
Videouberwachungssystem wird nicht zur Beurteildeg Leistung von Mitarbeitern oder zur
Anwesenheitskontrolle eingesetzt.

Zur Ermittlung wird es nur bei einem Sicherheit$atireingesetzt (Diebstahl, unbefugter
Zutritt usw.). In Ausnahmefallen kénnen die Bilderderen amtlichen Stellen im Rahmen der
Wahrnehmung  ihrer  Befugnisse und  Zustandigkeiten rmitHungsverfahren,
Disziplinarverfahren, OLAF usw.) Ubermittelt werdeiese Ubermittlung ist in Nr6.5
Ubermittlung und Weitergadeeschrieben.

4.4 Verdeckte Uberwachung

Im Rahmen des Videoiiberwachungssystems ist kenteskte Uberwachung vorgesehen. In
seltenen Fallen kann das Organ jedoch — ohne eieebindung zum allgemeinen
VideolUberwachungssystem — Geréte zur verdecktenddiobung einsetzen.

Der Einsatz dieser Gerate kann nur unter folgef#tingungen erfolgen:

— zur Suche nach Personen, die sich wiederholt ugb&futritt verschafft, Diebstéahle
oder sonstige schwere Verstol3e gegen Sicherhastswiften begangen haben,

— flr einen eng begrenzten Zeitraum,

— an genau bestimmten Standorten,

— auf der Grundlage einer dem DatenschutzbeauftratgerOrgans zur Stellungnahme
vorgelegten Folgenabschatzung,

— und auf Beschluss des Kanzlers des GerichtshofEutepaischen Union.

Die Gerate zur verdeckten Uberwachung werden muliiDauer der VerstoRe, die zu ihrem
Einsatz gefuhrt haben, eingesetzt. Sobald der ddefater identifiziert sind, werden die
Gerate entfernt.

Der Standort der Geréte zur verdeckten Uberwachightet sich nach dem Ort, an dem die
Verstole, die zu ihrem Einsatz geflhrt haben, tggyamverden. Die Gerate kdnnen nicht in
Raumen angebracht werden, in denen der Schutmntiersphére selbstverstandlich erwartet
wird (Toiletten).

Der Einsatz verdeckter Kameras erfolgt unter swaenBedingungen, die dem EDSB zur
Vorabkontrolle mitgeteilt werden und sicherstelletass der Eingriff in die Privatsphare
minimiert wird.

4.5 Webcams

Mit dem VideolUberwachungssystem des GerichtshofsEdgopéaischen Union sind keine
Webcams verbunden.
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4.6 Erhebung besonderer Datenkategorien

Es werden keine Daten der in Art. 10 der Verordn(i58@) Nr. 45/2001 des Europaischen
Parlaments und des Rates vom 18. Dezember 2000Spimitz personenbezogener Daten
genannten besonderen Datenkategorien erhoben.

Bei Demonstrationen vor den Gebauden des Geridstather Europdischen Union gelten
folgende zusatzliche Garantien:

- Die Uberwachung von Demonstrationen erfolgt nur Siskerheitsgriinden;

- die Kameras konnen nicht auf die Gesichter vondpens gerichtet werden, und es
wird nicht versucht, mit Hilfe der Kameras Persorzenerkennen, es sei denn, die
offentliche Sicherheit ist unmittelbar bedroht o@er handelt sich um gewalttatiges
strafbares Verhalten (Vandalismus, tétliche Ubéei

- die Bilder werden nicht firr die gezielte Datensu(bata Mining) verwendét

- alle Personen, die Videogerate bedienen, werderhgkgvgl. Nr.6.3 Schulungen in
datenschutzrechtlichen Fraggnum jede unverhaltnismaRlige Auswirkung auf die
Privatsphare und andere Grundrechte der aufgenoammeeilnehmer einschliel3lich
ihrer Versammlungsfreiheit zu vermeiden.

5. Legitimation und Rechtsgrundlage des Videoiiberwachungssystems

Der Einsatz des Videolberwachungssystems zu Zweclten Sicherheit und der
Zugangskontrolle ist erforderlich, um den reibungsh Betrieb des Organs und die legitime
Auslibung der ihm Ubertragenen offentlichen Gewalyewahrleisten.

Der Betrieb des Videolberwachungssystems, wie én l&erichtshof der Europaischen
Union erfolgt, entspricht Art. 5 Buchst. a der ieloung Nr. 45/2001.

Die vorliegende Videolberwachungsstrategie, di¢ dei Sicherheitsstrategien des Organs

im weiteren Sinne ist, bietet eine ausfiihrlicheral konkretere Rechtsgrundlage fur die
VideolUberwachung.

6. Zugang zu den Informationen und erhobenen Daten

6.1 Sicherheitsdienst des Organs und Wachdienst

Mit der Sichtung der in Echtzeit Ubertragenen Bildgnd Sicherheitsbedienstete eines
Wachdienstes beauftrdgt

* Daten, aus denen die rassische oder ethnische Herkunft, politische Meinungen, religiése oder philosophische
Uberzeugungen oder die Gewerkschaftszugehdrigkeit hervorgehen, sowie Daten {ber Gesundheit oder
Sexualleben.

* Dieser Wachdienst ist ein Auftragsverarbeiter im Sinne von Art. 2 Buchst. e der Verordnung Nr. 45/2001. Er
verarbeitet die personenbezogenen Daten unter den in Art. 23 dieser Verordnung vorgesehenen Bedingungen.
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Die Sicherheitsbediensteten des Wachdienstes Habren Zugriff auf die aufgezeichneten
Bilder.

Die Verdingungsunterlagen, die dem mit dem Waclstiengeschlossenen
Dienstleistungsvertrag beigefugt sind, enthaltene eVertraulichkeitsklausel und eine
Bestimmung tber den Datenschutz, um sicherzustedess die Sicherheitsbediensteten den
Schutz personenbezogener Informationen achtenemn\erdingungsunterlagen wird auch
speziell auf die Videouberwachung Bezug genommgh Anlagen 1a und 1b).

Nur die Mitarbeiter des Sicherheitsdienstes desa@sdiaben Zugriff auf die aufgezeichneten
Bilder.

Alle Mitglieder des Sicherheitsdienstes mussen irzW auf den Einsatz des
VideolUberwachungssystems eine Vertraulichkeitsarkig unterzeichnen.

6.2 Zugangsrechte

Im ,Internen Videouiberwachungsverfahrénist klar ausgefiihrt, wer, unter welchen
Bedingungen und in welchem Umfang Zugang zu dememgfichneten Bildern und den
technischen Anlagen des Videouberwachungssystetns ha

Ein Zugriff auf die aufgezeichneten Bilder ist nonit einer speziellen Software, einem

Nutzerprofil und einem Passwort mdglich. Diese spkz Software ist nur auf den
Computern bestimmter Mitarbeiter des Sicherheitsstes des Organs installiert.

6.3 _Schulungen in datenschutzrechtlichen Fragen

Alle Mitarbeiter mit Zugangsrechten, einschlieRlioter Sicherheitsbediensteten des
Wachdienstes, wurden in datenschutzrechtlichendfrggschult.

Neue Mitglieder des Sicherheitspersonals erhalten Dienstantritt systematisch eine
Schulung.

Alle zwei Jahre finden flir die Mitarbeiter mit Zuggrechten Workshops zu Themen in
Verbindung mit der Einhaltung der Datenschutzvoritem statt.

6.4 Verpflichtung des Sicherheitspersonals zu Hatichkeit

Jeder Mitarbeiter des Sicherheitsdienstes des Gygham zur Bildverarbeitung berechtigt ist,
hat nach seiner datenschutzrechtlichen Schulureg\éentraulichkeitserklarung unterzeichnet.
Jeder Bedienstete des Wachdienstes, der zur Barh&itung berechtigt ist, hat nach seiner
datenschutzrechtlichen Schulung eine Vertrauliaskeklarung unterzeichnet.

> Das Interne Videouberwachungsverfahren ist ein internes Dokument, in dem festgelegt ist, wer berechtigt ist,
die Bilder in Echtzeit anzusehen, die aufgezeichneten Bilder anzusehen, die Bilder zu kopieren,
herunterzuladen, zu I6schen und zu verarbeiten.
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6.5 Ubermittlung und Weitergabe

Eine Ubermittlung oder Weitergabe von Daten kanndwurch den fir die Datenverarbeitung
Verantwortlichen, d. h. den Leiter des Sicherh&itsstes, nach Anhérung des DSB erfolgen.
Jede Ubermittlung oder Weitergabe von Daten an Enggr auBerhalb des
Sicherheitsdienstes setzt eine grundliche Prifuhgeri Notwendigkeit sowie der
Vereinbarkeit ihrer Zwecke mit den urspriinglich feegten Zielen, namlich der Sicherheit
und der Zugangskontrolle, voraus.

Die Ubermittlungen werden systematisch in das Regisder Aufbewahrung und
Ubermittlung von Daten eingetragen, das vom Leltey Sicherheitsdienstes gefiihrt wird.

Die Direktion fur Humanressourcen und Personalvumg ist nicht berechtigt, auf die
verarbeiteten Daten zuzugreifen.

Unter den in Art. 8 der Verordnung Nr. 45/2001 gestgten Bedingungen kénnen die Bilder
der luxemburgischen Polizei Ubermittelt werden, waich dies als fir eine in Ausibung
ihrer Zustandigkeiten gefihrte Untersuchung erfdicte erweist. Im Zweifelsfall zieht der
Sicherheitsdienst den Rechtsberater fir Verwaltangslegenheiten hinzu.

Bilder konnen in Ausnahmefallen auch Ubermitteltdes an

- den Gerichtshof, das Gericht und/oder das Gerightién 6ffentlichen Dienst (GOD)
oder einen nationalen Richter sowie die Anwaélterd8ievollmachtigten einer Partei
im Fall eines Rechtsstreits;

- die mit der Prifung von Beschwerden beauftragtdleStdes Gerichtshofs, des
Gerichts oder des GOD, den Prasidenten und denlétades betreffenden Gerichts
sowie den Rechtsberater fur Verwaltungsangelegerhen Fall einer gemal Art. 90
Abs. 2 des Beamtenstatuts eingelegten Beschwerde;

- das OLAF im Fall einer nach der Verordnung Nr. 2833 und dem Beschluss des
Gerichtshofs vom 12. Juli 2011 Uber die Bedingunged Modalitdten der internen
Untersuchungen zur Bekédmpfung von Betrug, Korruptiund sonstigen
rechtswidrigen Handlungen zum Nachteil der Interasder Europdischen Union
durchgefuhrten Untersuchung;

- die Personen, die auf einen Sicherheitsvorfall him Rahmen einer von der
Anstellungsbehérde oder der zum Abschluss von Dierntsdgen ermachtigten
Behorde angeordneten Verwaltungsuntersuchung adeRahmen eines nach den
Vorschriften des Anhangs IX des Statuts der Beamtkm EU erdffneten
Disziplinarverfahrens tatig werden;

- den Prasidenten und den Kanzler des Gerichtshaf$esdie Beamten, die sie im
Rahmen der ihnen durch Art. 20 Abs. 4 der Verfaboerdnung des Gerichtshofs
Ubertragenen Aufgaben unterstitzen;

- den EDSBgemal Art. 47 Abs. 2 der Verordnung Nr. 45/2001;

- den DSB des Orgamemal Nr. 4 des Anhangs der Verordnung Nr. 45/2001;

- den Europaischen Birgerbeauftragten, soweit diesliiBearbeitung einer bei ihm
eingereichten Beschwerde erforderlich ist (Art. 228JV).
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7. Mafdnahmen zum Schutz von Daten und Informationen

Die wichtigsten technischen und organisatorischeal3dMihmen, die zum Schutz der
Sicherheit des Videouberwachungssystems, einstibhie@er personenbezogenen Daten,
ergriffen wurden, sind:

- Die Server, auf denen die Bilder aufgezeichnet emerdefinden sich in gesicherten
Raumen, die durch physische SicherheitsmalR3nahnsahigizt sinddie IT-Anlagen
sind durch Firewalls geschitzt;

- jedes Mitglied des Sicherheitspersonals (intern urektern) hat eine
Vertraulichkeitserklarung unterzeichnet;

- die Zugangsrechte der Nutzer des VideolUberwachysigses sind auf die Tools
beschréankt, die fur die Ausibung ihrer Aufgabeomdrlich sind;

- nur der vom fur die Verarbeitung Verantwortlicheenbnnte Systemadministrator ist
berechtigt, Nutzern Zugangsrechte zu gewahrengdaiézudndern oder aufzuheben.
Die Gewahrung, Anderung oder Aufhebung von Zugasaden erfolgt gemaR den
im Internen Videouberwachungsverfahren festgelegtéerien;

- das Interne Videouberwachungsverfahren umfasst akialisierte Liste aller
zugangsberechtigten Personen, in der der Umfareg Zugangsrechte festgelegt ist.

8. Aufbewahrung der Daten

Die Bilder werden hiéchstens 30 Tage lang aufbewahrt
AnschlieRend werden alle Aufzeichnungen automatigttischt.
Die Wahl dieses Zeitraums ist begriindet durch
- gegenwartige Erfahrungen, dass Sicherheitsvoriiia Sicherheitsdienst des Organs
haufig erst nach Uber zwei Wochen angezeigt werden;
- die Praxis von Tatern/Terroristen, vor Begehungemechtswidrigen Handlung die
Gebaude auszukundschaften;
- die grol3e Zahl der Besucher (ungefahr 100 000 Rensgihrlich).

Bestimmte Bilder kdnnen langer aufbewahrt werdeanmvsie flr weitere Untersuchungen
oder als Beweismittel bei einem Sicherheitsvoréforderlich sind. Diese Aufbewahrung
wird dokumentiert (elektronisches Register), unel @Grinde, aus denen die Bilder langer als
30 Tage lang aufbewahrt werden, werden angegebier. Bapierkopie des Registers der
Aufbewahrung und Ubermittlung ist als Anlage 2a @i beigefiigt. Die Notwendigkeit
dieser Aufbewahrung wird regelmafiig tberpruft.

Die Videouberwachung wird von den Sicherheitsbesteten in der Sicherheits- und
Brandzentrale (PCS/PCI) 24 Stunden am Tag undrsi€age die Woche in Echtzeit verfolgt.
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9. Information der Offentlichkeit und spezifische individuelle
Information

9.1 Information Uber verschiedene Medien

Die Offentlichkeit wird angemessen und umfassener iiie Videoliberwachung informiert.
Diese Unterrichtung erfolgt Giber folgende Medien:

- An den verschiedenen Eingangen der Gebéaude sinddifitafeln angebracht. Diese
Tafeln weisen auf das Videoiliberwachungssystem hiah geben insbesondere die
Dauer der Aufbewahrung der Bilder sowie die Kordakén des zustandigen Dienstes
an;

- ein Informationsblatt mit den nach Art.12 der Memung Nr.45/2001
vorgeschriebenen Informationen ist an den Empfanden Gebaude, auf den
Intranetseiten des Sicherheitsdienstes und des&&tetzbeauftragten sowie auf der
Website des Organshifp://curia.europa.eu/jcms/jcms/P_127463rgan > Zugang
zum Gerichtshof > Allgemeine Bedingungen) verfigdareses Blatt enthalt eine
Telefonnummer und eine E-Mail-Adresse, damit irdsierte Personen weitere
Ausklinfte erhalten kénnen;

- die vorliegende Videouberwachungsstrategie ist aén Intranetseiten des
Sicherheitsdienstes und des Datenschutzbeauftragp@ne der Internetseite des
Gerichtshofs der Européischen Union einsehbar gl2.6 Transparenz

Kopien der Hinweistafeln und des Informationsblasiad in den Anlagen 3a und 3b
beigefigt.

9.2 Spezifische individuelle Hinweise

Werden Personen auf den Bildern identifiziert (z.fBr eine Sicherheitsuntersuchung),
mussen sie individuell darauf aufmerksam gemachtdeve wenn mindestens eine der
nachstehenden Bedingungen erflillt sind:

- lhre Identitat wird in einer Datei festgehalten;

- die Bildsequenz wird gegen die betreffende Persowendet;

- die Bildsequenz wird Uber den vorgesehenen Zeitraimaus gespeichert;

- die Bildsequenz wird an einen Empfanger auf3erhadls &icherheitsdienstes

Ubermittelt;
- die Identitat der Person wird Personen auf3erhalSasherheitsdienstes mitgeteilt.

Diese individuelle Unterrichtung kann gemafl Art. 20s. 1 Buchst. a der Verordnung
Nr. 45/2001 aufgeschoben werden, wenn dies fu¥draitung, Ermittlung, Feststellung und
Verfolgung von Straftatemotwendig ist. Wird die Anwendung dieser Einschrmk in
Betracht gezogen, ist der DSB zu konsultieren.
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Gerichtshof der Europaischen Union Videolberwachungsstrategie

10. Rechte der Betroffenen

Die gefilmten Personen haben das Recht auf Zugang den sie betreffenden
personenbezogenen Daten und das Recht, diese tlggiclzu lassen, wenn sie falsch oder
unvollstandig sind.

Was die Wahrnehmung des Zugangsrechts angeht, rao déiae Betrachtung der Bilder
organisiert werden, oder der Antragsteller kanne eKopie der aufgezeichneten Bilder
erhalten. In diesem Fall hat sich der AntragsteNer der Betrachtung der Bilder
auszuweisen. Er muss aufRerdem Datum, Uhrzeit, @ftdie Umstande der Aufzeichnung
angeben.

Gegenwartig kdénnen die Antragsteller die Bilder tkofrei betrachten und, wenn ein
legitimes Interesse geltend gemacht wird, unendigeleine Kopie erhalten. Der Grundsatz
der Unentgeltlichkeit kann Uberprift werden, fali®e Zahl der Antrage erheblich steigen
sollte.

Unter den in den Art. 15 und 16 der Verordnung 4%2001 genannten Voraussetzungen
konnen die betroffenen Personen auch die Sperrgieg boschung der sie betreffenden
personenbezogenen Daten verlangen. Im Fall eineshuiigsantrags konsultiert der fur die
Verarbeitung Verantwortliche den DSB.

Die Rechte der betroffenen Personen kénnen nach2@rAbs. 1 Buchst. a der Verordnung
Nr. 45/2001 eingeschréankt werden, wenn dies fuMeiehitung, Ermittlung, Feststellung und
Verfolgung von Straftaten notwendig ist.

Die Rechte der betroffenen Personen kdénnen auch wat 20 Abs. 1 Buchst. ¢ der
Verordnung Nr. 45/2001 eingeschrankt werden, weies fir den Schutz der betroffenen
Person oder der Rechte und Freiheiten andereriarsmtwendig ist.

Winscht eine betroffene Person z. B. Zugang zu Semun, auf denen sie zu sehen ist, kann
eine Einschrankung ihres Zugangsrechts erfordedmin, wenn auf denselben Sequenzen
auch eine andere Person zu sehen ist, deren Egumid nicht eingeholt werden kann, da das
gegenwartig verwendete Videolberwachungssystemiad ermdglicht, das Bild einer
Person zu verdecken.

Der fur die Verarbeitung Verantwortliche konsultiden DSB, wenn eine Einschréankung der
Rechte der betroffenen Personen in Betracht geaogedn

Antrage auf Zugang, Berichtigung, Sperrung oderchasg sind an folgende Person zu
richten:

Leiter des Sicherheitsdienstes, Fir die Verarbeitug Verantwortlicher
Gerichtshof der Europaischen Union

L-2925 Luxemburg

Tel.: +352 4303-1

securite@curia.europa.eu
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Der Sicherheitsdienst kann auch bei anderen FragerVerarbeitung personenbezogener
Daten betreffend das vom Gerichtshof installiertelediiberwachungssystem kontaktiert
werden.

Der Sicherheitsdienst beantwortet jeden Antrag nadtglichkeit innerhalb von 15
Werktagen. Kann diese Frist nicht eingehalten werdérd der Antragsteller innerhalb dieser
15 Tage Uber den Stand der Bearbeitung seines ¢gsntrad die Grinde unterrichtet, aus
denen er nicht innerhalb der vorgesehenen Frisbb#at werden konnte. In jedem Fall muss
spatestens nach drei Monaten eine Antwort erteitien.

11. Rechtsbehelfsbelehrung

Gemald Art. 32 Abs. 2 der Verordnung Nr. 45/2001nkade betroffene Person, unbeschadet
der Einlegung eines Rechtsbehelfs bei Gericht, bEDEB gdps@edps.europa)eeine
Beschwerde einreichen, wenn sie der Ansicht iss die ihr in Art. 16 des Vertrags Uber die
Arbeitsweise der Europaischen Union eingerdumtechtieinfolge der Verarbeitung von
personenbezogenen Daten durch das Organ verletdemwu

Den betroffenen Personen wird empfohlen, sich \ar Einlegung einer Beschwerde mit
ihrem Anliegen an folgende Personen zu wenden:

Leiter des Sicherheitsdienstes, Fir die Verarbeitug Verantwortlicher
Gerichtshof der Europaischen Union

L-2925 Luxemburg

Tel.: +352 4303-1

securite@curia.europa.eu

und/oder

Datenschutzbeauftragter

Gerichtshof der Europaischen Union
L-2925 Luxemburg

Tel.: +352 4303-1
DataProtectionOfficer@curia.europa.eu

Mitarbeiter des Gerichtshofs koénnen gemald Art. 98s dBeamtenstatuts bei ihrer
Anstellungsbehdrde bzw. zum Abschluss von Dienttigen ermachtigten Behdrde eine
Uberprifung beantragen.
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Anlagen

Anlage 1a

Anlage 1b:

Anlage 2a:
Anlage 2b:
Anlage 3a:

Anlage 3b:

Auszug aus Art. 16 des Vertrags CJ] 03/2010 tiiber den
Datenschutz

Auszug aus den Verdingungsunterlagen der Ausschreibung
C] 03/2010 iiber das Videoiliberwachungssystem

Register der Aufbewahrung von Daten
Register der Ubermittlung von Daten
Hinweistafeln

Informationsblatt
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Anhang la zur Videolberwachungsstrategie

Artikel 16 - Datenschutz

1. Vom Gerichtshof der Europdischen Union verarbeitete Daten

a. Der Gerichtshof der Europaischen Union verarbeitet personenbezogene
Daten im Einklang mit der Verordnung (EG) Nr. 45/2001 des Europaischen
Parlaments und des Rates vom 18. Dezember 2000 Uber den Schutz
natlrlicher Personen bei der Verarbeitung personenbezogener Daten
durch die Organe und Einrichtungen der Gemeinschaft und zum freien
Datenverkehr.

b. Diese Daten werden ausschlie3lich fir die Zwecke der Durchfihrung, der
Verwaltung und Uberwachung des Vertrags durch die Direktion Gebaude
und die Direktion Haushalt und finanzielle Angelegenheiten verarbeitet,
vorbehaltlich einer etwaigen Ubermittlung dieser Daten an Einrichtungen,
die nach dem Recht der Europaischen Union mit einer Kontroll- oder
Inspektionsaufgabe betraut sind.

c. Trifft auf den Auftragnehmer einer der in den Artikeln 93 und 94 der
Haushaltsordnung (Verordnung Nr. 1605/2002 des Rates vom 25. Juni
2002) genannten Ausschlussgrinde zu, werden die ihn betreffenden
Daten in der in Artikel 95 dieser Verordnung vorgesehenen Datenbank
gespeichert und kdénnen von der Kommission an Personen uUbermittelt
werden, die von anderen Organen, Agenturen, Behdrden und
Einrichtungen im Sinne dieses Artikels gemafld Artikel 134a Absatz 2 der
Verordnung Nr. 2342/2002 Uber die Modalitdten der Haushaltsordnung in
geanderter Fassung und der Verordnung (EG,17 / 109 COUR DE
JUSTICE DE L'UNION EUROPEENNE Appel d'offres CJ 03/2010 26 mars
2010 Euratom) Nr. 1302/2008 der Kommission vom 17. Dezember 2008
Uber die zentrale Ausschlussdatenbank zum Empfang dieser Daten
berechtigt wurden.

d. Im Rahmen der Vertragserfullung konnen folgende Datenkategorien
gespeichert werden:

= Name, Adresse, Telefon- und Telefaxnummer, E-Mail-Adresse;

= Daten, die im Pass oder im Staatsangehdrigkeitsnachweis enthalten sind
(Kopie);

=>» Nachweis der Stellung als Selbstandiger, Nachweis des Steuerstatus;

=>» Bankverbindung (Kontonummer, Name der Bank, IBAN-Code);

= Daten, die in einem Auszug aus dem Strafregister, einer Bescheinigung
Uber die (Nicht-)Entrichtung von Sozialversicherungsbeitrdgen oder
Steuern enthalten sind,;

=>» Lebenslauf;

=>» Liste der wichtigsten Veroffentlichungen oder Werke;

=>» Erklarung Uber den Umsatz des Bieters;

= Erklarung von Banken oder Nachweis einer Berufshaftpflichtversicherung;



=» andere Daten, die im Zusammenhang mit dem Auftragnehmer stehen und
von diesem im Rahmen der Vertragserfillung Gbermittelt wurden.

Dariber hinaus werden personenbezogene Daten von den an der
Bewertung der Vertragsdurchfiihrung Beteiligten erzeugt (insbesondere
Bewertungsdaten).

e. Der Rechnungshof, der Fachausschuss far finanzielle
UnregelmaRigkeiten, der interne Prufer (im Rahmen der ihm durch die
Artikel 85 bis 87 der Haushaltsordnung Ubertragenen Aufgaben), das
Europaische Parlament (im Rahmen des Entlastungsverfahrens), das
OLAF, der Uberwachungsausschuss des OLAF (gemaR Artikel 11 der
Verordnung Nr. 1073/1999), die Gerichte des Gerichtshofs der
Europaischen Union, die zustdndigen Gerichte (im Allgemeinen die
luxemburgischen Gerichte) im Fall eines Rechtsstreits dber die
Durchfihrung des Auftrags, der Prasident und der Kanzler des
Gerichtshofs sowie die Beamten, die sie im Rahmen der ihnen durch
Artikel 20 Abs. 4 der Verfahrensordnung des Gerichtshofs Ubertragenen
Aufgaben unterstitzen, und der Rechtsberater far
Verwaltungsangelegenheiten koénnen im Rahmen ihrer jeweiligen
Zustandigkeiten Empfanger sein.

f. Gemal Artikel 49 der Verordnung Nr. 2342/2002 sind die Unterlagen tber
den Auftrag, die personenbezogene Daten enthalten, funf Jahre lang
aufzubewahren, gerechnet ab dem Zeitpunkt der Entlastung des
Parlaments betreffend den Haushalt des Jahres, in dem die letzte
Handlung zur Durchfiihrung des Auftrags vorgenommen wurde oder die
die im Rahmen des Auftrags zugunsten des Auftraggebers bestehende
vertragliche oder gesetzliche Gewéhrleistung endet. Die in den Belegen
enthaltenen personenbezogenen Daten werden nach Mdéglichkeit geléscht,
sofern sie nicht zur Haushaltsentlastung, zur Kontrolle und zur Prifung
bendtigt werden.

g. Auf Antrag werden dem Auftragnehmer und Personen, von denen
personenbezogene Daten im Rahmen der Ausfihrung dieses Vertrags
verarbeitet werden, ihre personenbezogenen Daten mitgeteilt und
unrichtige oder unvollstandige Daten berichtigt. Die Betroffenen werden
gebeten, sich mit allen Fragen zur Verarbeitung dieser Daten an den Leiter
des Referats ,Immobilien und Sicherheit* zu wenden. Sie kénnen auch
jederzeit den Europaischen Datenschutzbeauftragten anrufen.

h. Der (die) Vertreter des Auftragnehmers ist (sind) verpflichtet, die
Personen, auf die sich die im Rahmen dieses Vertrags verwendeten
personenbezogenen Daten beziehen, Uber Art, Zwecke und Merkmale der
Verarbeitung (Datenkategorien, Adressatenkategorien, Aufbewahrungsfrist
usw.) und die vorstehend beschriebenen Rechte zu informieren.

2. Fir den Gerichtshof der Européaischen Union verarbeitete Daten




a. Der Auftragnehmer handelt auf Weisung des fur die Verarbeitung
Verantwortlichen.

b. Er beachtet die Vorschriften Giber den Schutz personenbezogener Daten.

c. Bezlglich der Vertraulichkeit und der Sicherheit der Daten obliegen die in
den Artikeln 21 und 22 der Verordnung (EG) Nr. 45/2001 genannten
Verpflichtungen auch dem Auftragnehmer, es sei denn, er unterliegt
aufgrund von Artikel 16 oder Artikel 17 Absatz 3 zweiter Gedankenstrich
der Richtlinie 95/46/EG bereits Verpflichtungen in Bezug auf
Vertraulichkeit und Sicherheit, die in den nationalen Rechtsvorschriften
von einem der Mitgliedstaaten festgelegt sind.



Anhang 1b der Videouberwachungsstrategie

7.2.3. System der Zugangskontrolle und der Einbruchssicherung

Der Gerichtshof stellt dem Dienstleistungserbringer ein zentralisiertes System zur
Verfiigung, das den gesamten Standort erfasst und es ermdglicht, die Zugange zu
kontrollieren und Einbruchsversuche zu erkennen. Es wird in Echtzeit Uber das Tool
GSC betrieben. Bei eingeschréankter Betriebsfahigkeit kann der Wachhabende in der
Sicherheitszentrale das native Teilsystem betreiben.

Das Besucherverwaltungsmodul wird von den Mitarbeitern an den Empfangen
betrieben.

7.2.4. VideoUberwachungssystem

7.2.4.1. Allgemeines

Der Gerichtshof stellt dem Dienstleistungserbringer das vollstandig digitale
Zentralsystem mit folgenden Anlagen und Teilsystemen zur Verfigung:

=> fest montierte und mobile Videoluberwachungskameras;

=> digitale Aufzeichnungsgerate mit grof3er Speicherkapazitat und Funktion des
Masterns, der automatischen kontinuierlichen Vor- und Nachalarmaufzeichnung und
der Standbildaufzeichnung;

= Videodetektionssystem innen und auf’en (automatische Erkennung von
Bewegungen im Sichtfeld der Kameras).

Die Uberwachung der wichtigsten Zugangskontrollbarrieren und der sensiblen
Bereiche wird durch fest montierte Kameras gewahrleistet.

Die Uberwachung der AuRenbereiche der Gebaude wird durch fest montierte
Kameras mit Videodetektion gewahrleistet, die im Zweifelsfall durch mobile Kameras
erganzt werden.

Das Videotuiberwachungssystem wird in Echtzeit mit dem Tool GSC betrieben. Bei
eingeschrankter Betriebsfahigkeit kann der Wachhabende in der Sicherheitszentrale
das native Teilsystem betreiben.

7.2.4.2. Schutz der Privatsphéare — Datenschutz

Der Dienstleistungserbringer handelt auf Weisung des fur die Verarbeitung
Verantwortlichen. Er beachtet die Vorschriften Uber den Schutz personenbezogener
Daten, insbesondere

95/109
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=> die Verordnung (EG) Nr. 45/2001 des Européaischen Parlaments und des Rates
vom 18. Dezember 2000 zum Schutz natirlicher Personen bei der Verarbeitung
personenbezogener Daten durch die Organe und Einrichtungen der Gemeinschaft
und zum freien Datenverkehr, insbesondere die Bestimmungen Uber die
Vertraulichkeit und die Sicherheit der Daten (Artikel 21 und 22 der Verordnung);

= die Leitlinien des Europaischen Datenschutzbeauftragten (ESDB) zur
Videouberwachung;

=>» die Videolberwachungsstrategie des Gerichtshofs;
=>» die Vorgaben des Gerichtshofs;

= die Empfehlungen des Européischen Datenschutzbeauftragten (ESDB) oder des
Datenschutzbeauftragten des Gerichtshofs im Rahmen der Ausiibung ihrer Kontroll-
/Inspektions- oder Konsultationsaufgaben.

Der Dienstleistungserbringer verpflichtet sich, die Mitarbeiter, die die Kameras
betreiben, angemessen zu  schulen, insbesondere  hinsichtlich  der
Datenschutzverpflichtungen und der Leitlinien des Europaischen
Datenschutzbeauftragten (ESDB) zur Videouberwachung.



Anhang 2a - REGISTER DER AUFBEWAHRUNG VON AUFZEICHNUNGEN (gemaf3 Nr. 7.2 der Leitlinien)

Nr. | Datum Uhrzeit Kamera Beschreibung Grund der Voraussichtliches Name der
des des Vorfalls | Aufbewahrung Datum der Aufzeichnung
Vorfalls Uberpriifung
Beginn | Ende | Nummer Standort




Anhang 2b - REGISTER DER UBERMITTLUNG UND WEITERGABE (gemaR Nr. 10.5 der Leitlinien)

Nr. | Datum Kenndaten des Antragstellers Person, die die Ubermittlung | Kurzbeschreibung | Begriindung | Ubermittlung | Gezeigt | Falls

des genehmigt hat des Inhalts der des Antrags Informationen

Vorfalls Aufzeichnungen und der miindlich
Genehmigung weitergegeben

der wurden,
Ubermittlung erlautern Sie,
welcher Art
diese sind

Name

Vorname

Funktion

Dienst

Name | Vorname | Funktion




Anhang 3a - Hinweistafeln

VIDEOSURVEILLANCE

Pour votre sécurité, ce batiment et son
voisinage immédiat sont placés sous
vidéosurveillance.

Les images sont conservées
pendant 30 jours.

Pour de plus amples informations,
veuillez consulter la page
http://curia.europa.eu/jcms/jcms/P_127468
ou prendre contact avec la section sécurité
en téléphonant au +352 4303 1ou
en adressant un courriel a
securite(@curia.europa.eu

VIDEOUBERWACHUNG

Zu Threr Sicherheit werden dieses Gebaude
und seine unmittelbare Umgebung
videotliberwacht.

Die Aufnahmen werden
30 Tage lang gespeichert.

Weitere Auskiinfte erhalten
Sie unter der adresse
http://curia.europa.eu/jcms/jcms/P_ 127468 Sie
Ko6nnen sich aber auch mit der
Sicherheitsabteilung unter +352 43031
oder
securite(@curia.europa.eu
in Verbindung setzen

VIDEO SURVEILLANCE

For your safety and security, this
building and its immediate vicinty are
under video-surveillance.

Recording are retained
for 30 days.

For further information, please consult
http://curia.europa.eu/jcms/jcms/P_ 127468
or contact the security section at
+352 43031
or
securite(@curia.europa.eu
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Informationsblatt zur Videolberwachung

in den Geb&auden des Gerichtshofs der Européaischen Union

Anhang 3b - Informationsblatt

Dieses Informationsblatt enthalt Informationen Uber das vom Organ installierte allgemeine
Videouberwachungssystem (1) und zur Moglichkeit, eine Ad-hoc-Vorrichtung zu verwenden (2).

1. Informationen zur allgemeinen Videotberwachung

Das Organ hat ein Videolberwachungssystem installiert, um die allgemeine Sicherheit von
Personen und Vermodgensgegenstdanden gemal dem Konzept zur Sicherung des
Gebaudekomplexes des Gerichtshofs der Europdischen Union zu gewahrleisten. Die Zwecke und
Einzelheiten der Verarbeitung der gefilmten Bilder sind in dem Dokument
,»Videolberwachungsstrategie* beschrieben, das auf der Internetseite des Organs sowie auf den
Intranetseiten des Sicherheitsdienstes und des Datenschutzbeauftragten einsehbar ist.

Uberwachungskameras sind sowohl innerhalb als auch auRerhalb der Gebaude des Organs
angebracht (zuféllige oder gesteuerte Auswahl der gefilmten Orte).

Die Bilder von den betroffenen Personen (Person, die Geb&ude des Organs betritt oder sich in
unmittelbarer Nahe der Gebaude befindet) sind die einzigen vom System gesammelten Daten.

Der fir die Verarbeitung der Daten Verantwortliche ist der Leiter des Sicherheitsdienstes, Tel.:
+352 4303-1, securite@curia.europa.eu.

Die Bilder werden aufgezeichnet und verwendet im Einklang mit
— der Verordnung (EG) Nr. 45/2001 des Europdischen Parlaments und des Rates vom 18.
Dezember 2000 zum Schutz natirlicher Personen bei der Verarbeitung
personenbezogener Daten durch die Organe und Einrichtungen der Gemeinschaft und
zum freien Datenverkehr,
— den Empfehlungen des Européischen Datenschutzbeauftragten (ESDB) in den Leitlinien
zur Videotiberwachung vom 17. Marz 2010*.

Die Bilder werden zu folgenden Zwecken verarbeitet:
— Zugangs- und Sicherheitskontrollen  (Sicherheit von Personen, Geb&uden,
Vermdogensgegenstanden und Informationen);

! Die Leitlinien zur Videoiiberwachung sind auf der Internetseite des ESDB verfiigbar:
https://secure.edps.europa.eu/EDPSWEB/edps/lang/de/Supervision/Guidelines



mailto:securite@curia.europa.eu
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— Lokalisierung eines Brandherds, Abschédtzung der Folgen einer etwaigen Evakuierung
eines Gebaudes, Uberwachung der Notausgénge;

—  Uberwachung der Kunstwerke;

— Abschreckung (Beschéadigung von Vermdgensgegenstanden des Organs, Angriffe auf
Personen);

— Ermittlung der fur Zuwiderhandlungen Verantwortlichen.

Die aufgezeichneten Bilder werden hdchstens 30 Tage lang aufbewahrt. Bei Verdacht auf eine
Zuwiderhandlung bzw. deren Feststellung werden die entsprechenden Daten jedoch fir die
Dauer der Untersuchung und des sich daraus gegebenenfalls ergebenden Verfahrens (z. B. eines
Disziplinar- oder Strafverfahrens) aufbewahrt. Die aufgezeichneten Bilder sind nur einer
begrenzten Zahl von Personen zugéanglich, und alle technischen und physischen Malinahmen
werden ergriffen, um eine unangemessene Verwendung zu verhindern.

Folgende Personen haben Zugang zu den Bildern:
— Beamte und sonstige Bedienstete des Sicherheitsdienstes der Direktion Gebdude
(Sichtung, Aufzeichnung, Vervielféltigung, Archivierung, Léschung);
— Bedienstete des Wachdienstes, die teilweise Sicherheitsaufgaben wahrnehmen (Sichtung
in Echtzeit ohne Zugang zu den aufgezeichneten Bildern).

Die Bilder kénnen in bestimmten Fallen an andere Empfanger tbermittelt werden:

— den Gerichtshof, das Gericht der Européischen Union (Gericht) und/oder das Gericht des
offentlichen Dienstes (GOD) oder ein nationales Gericht sowie die Anwalte und
Bevollmachtigten der Parteien im Fall eines Rechtsstreits;

— die mit der Prifung von Beschwerden beauftragte Stelle des Gerichtshofs, des Gerichts
oder des GOD, den Prasidenten und den Kanzler des betreffenden Gerichts sowie den
Rechtsberater fir Verwaltungsangelegenheiten im Fall einer gemal Art. 90 Abs. 2 des
Beamtenstatuts eingelegten Beschwerde;

— Personen, die auf einen Sicherheitsvorfall hin im Rahmen einer von der
Anstellungsbehdrde oder der zum Abschluss von Dienstvertragen erméchtigten Behorde
angeordneten Verwaltungsuntersuchung oder im Rahmen eines nach den Vorschriften
des Anhangs IX des Statuts der Beamten der EU erdffneten Disziplinarverfahrens tatig
werden;

— den Prasidenten und den Kanzler des Gerichtshofs sowie die Beamten, die sie im Rahmen
der ihnen durch Art. 20 Abs. 4 der Verfahrensordnung des Gerichtshofs Ubertragenen
Aufgaben unterstitzen;

— den ESDB geméR Art. 47 Abs. 2 der Verordnung Nr. 45/2001;

— den DSB des Organs gemaf Nr. 4 des Anhangs der Verordnung Nr. 45/2001;

— den Européischen Burgerbeauftragten, soweit dies flr die Bearbeitung einer bei ihm
eingereichten Beschwerde erforderlich ist (Art. 228 AEUV);

— das OLAF im Fall einer nach der Verordnung Nr. 883/2013 und dem Beschluss des
Gerichtshofs vom 12. Juli 2011 Uber die Bedingungen und Modalitaten der internen
Untersuchungen zur Bek&mpfung von Betrug, Korruption und sonstigen rechtswidrigen
Handlungen zum Nachteil der Interessen der Europaischen Union durchgefiihrten
Untersuchung.
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SchlieBlich kénnen die Bilder unter den in Art. 8 der Verordnung Nr. 45/2001 festgelegten
Bedingungen den nationalen Behdrden ubermittelt werden, wenn sich dies als fur eine in
Ausibung ihrer Zustandigkeiten geflihrte Untersuchung erforderlich erweist.

Alle Datentibermittlungen werden in einem besonderen Register verzeichnet.

Personen, die zusétzliche Informationen erhalten oder ihre Rechte aus der Verordnung
Nr. 45/2001 (Zugang, Berichtigung, Sperrung, L6schung oder Widerspruch) wahrnehmen
maochten, kann sich an den Leiter des Sicherheitsdienstes wenden.

Die Art. 13 und 14 der Verordnung Nr. 45/2001, die das Auskunftsrecht und das Recht auf
Berichtigung betreffen, sind nachstehend zitiert.

Die Person, deren personenbezogene Daten verarbeitet werden, hat gemal Art. 32 Abs. 2 der

Verordnung Nr. 45/2001 auch die Mdglichkeit, sich an den ESBD zu wenden.

Art. 13 der Verordnung Nr. 45/2001

Auskunftsrecht

Die betroffene Person hat das Recht, jederzeit frei und ungehindert innerhalb von drei Monaten
nach Eingang eines entsprechenden Antrags unentgeltlich von dem fir die Verarbeitung
Verantwortlichen folgende Auskiinfte zu erhalten:

a) die Bestétigung, ob sie betreffende Daten verarbeitet werden oder nicht,

b) zumindest Angaben zu den Zwecken der Verarbeitung, den Datenkategorien, die verarbeitet
werden, den Empfangern oder Kategorien von Empféngern, an die die Daten bermittelt werden,

c) eine Mitteilung in verstandlicher Form Uber die Daten, die Gegenstand der Verarbeitung sind,
sowie alle verfiigbaren Informationen uber die Herkunft der Daten,

d) Auskunft Gber den logischen Aufbau der automatisierten Verarbeitung der sie betreffenden
Daten.

Art. 14 der Verordnung Nr. 45/2001
Berichtigung

Die betroffene Person hat das Recht, von dem fir die Verarbeitung Verantwortlichen zu verlangen,
dass unrichtige oder unvollstdndige personenbezogene Daten unverziglich berichtigt werden.
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2. Informationen Uber die verdeckte VideoUberwachung (VideoUberwachungsstrategie des
Gerichtshofs der Europaischen Union, Nr. 4.4 ,,Verdeckte Videouberwachung*)

Das Videoiiberwachungssystem umfasst keine Gerite zur verdeckten Uberwachung.

Im Rahmen einer internen Sicherheitsuntersuchung kann das Organ auf der Grundlage einer
(dem Datenschutzbeauftragten zur Stellungnahme vorlegten) Folgenabschatzung und nach
Beschluss des Kanzlers des Gerichtshofs im Ausnahmefall auf eine gesonderte verdeckte
Videouberwachung, die nicht mit dem allgemeinen Videolberwachungssystem verbunden ist,
zuriickgreifen, um Personen zu ermitteln, die sich wiederholt unbefugt Zutritt verschafft,
Diebstéhle oder sonstige schwere Verstolie gegen Sicherheitsvorschriften begangen haben.

Die Folgenabschatzung muss belegen, wie die sich aus der Verwendung eines Systems der
verdeckten VideolUberwachung ergebende Verletzung der Privatsphdre und des Schutzes der
personenbezogenen Daten durch die mit der Verwendung dieses Systems verbundenen Vorteile
ausgeglichen wird.

Hierzu bertcksichtigt die Folgenabschatzung Uber die Garantien, die fir den Einsatz der
allgemeinen Videouberwachung gelten, hinaus eine Reihe von Kriterien wie das Fehlen
alternativer, privatspharenfreundlicherer Malinahmen und die fiir den Einsatz der entsprechenden
Geréate vorgesehenen Grenzen (Ort, Uhrzeiten und Zeitraum des Einsatzes der Gerate, die sich
nach den festgestellten VerstoRen richten).

Die Gerate zur verdeckten Videoliberwachung konnen keinesfalls mit dem allgemeinen
Videolberwachungssystem verbunden werden. Daher werden die aufgezeichneten Bilder
manuell erfasst.

Diese Bilder werden so bald als moglich, spatestens aber sieben Werktage nach der
Aufzeichnung gesichtet, um ihre Erheblichkeit zu bewerten. Dieser Zeitraum von hdchstens
sieben Werktagen ist erforderlich, da tagliche Interventionen an den Geréten den stérungsfreien
Ablauf der internen Sicherheitsuntersuchung beeintrachtigen konnten, aber auch, um (ber
genugend Zeit fur die manuelle Erfassung der auf diesen Gerédten befindlichen Bilder zu
verfiigen.

Die Bilder, die fir die interne Sicherheitsuntersuchung nicht erheblich sind, werden unmittelbar
nach ihrer ersten Sichtung geldscht.

Die fir die interne Sicherheitsuntersuchung erheblichen Bilder werden bis zum Abschluss dieser
Untersuchung und der gegebenenfalls darauf folgenden Verfahren aufbewahrt.

Die auf den Bildern identifizierten Personen werden vom Sicherheitsdienst individuell
unterrichtet, wenn mindestens eine der folgenden Bedingungen erfullt ist:
— die Identitat der Person wurde in einer Akte festgehalten;
— die Videoaufzeichnung wird gegen die Person verwendet;
— die Videoaufzeichnung wird (iber die oben vorgesehenen Zeitrdume hinaus aufbewahrt;
— die Videoaufzeichnung wird an einen Empfanger auflerhalb des Sicherheitsdienstes
ubermittelt oder

— die Identitat der Person wird einer Person aullerhalb des Sicherheitsdienstes mitgeteilt.
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Diese Unterrichtung kann aufgeschoben werden, wenn dies fir die interne
Sicherheitsuntersuchung erforderlich ist, oder in anderen, in Art. 20 der Verordnung Nr. 45/2001
(nachstehend zitiert) vorgesehenen Féllen.

Art. 20 der Verordnung Nr. 45/2001

Ausnahmen und Einschrénkungen

(1) Die Organe und Einrichtungen der Gemeinschaft kdnnen die Anwendung von Artikel 4 Absatz
1, Artikel 11, Artikel 12 Absatz 1, Artikel 13 bis 17 und Artikel 37 Absatz 1 insoweit einschranken,
als eine solche Einschrankung notwendig ist fir

a) die Verhutung, Ermittlung, Feststellung und Verfolgung von Straftaten;

b) ein wichtiges wirtschaftliches oder finanzielles Interesse eines Mitgliedstaats oder der
Europaischen Gemeinschaften, einschlie}lich W&hrungs-, Haushalts- oder Steuerangelegenheiten;

c) den Schutz der betroffenen Person oder der Rechte und Freiheiten anderer Personen;
d) die nationale und die 6ffentliche Sicherheit sowie die Verteidigung der Mitgliedstaaten;

e) Kontroll-, Uberwachungs- und Ordnungsaufgaben, die dauernd oder zeitweise mit der Ausiibung
offentlicher Gewalt in den unter den Buchstaben a) und b) genannten Féllen verbunden sind.

(2) Die Artikel 13 bis 16 finden keine Anwendung, wenn Daten ausschlieBlich fir Zwecke der
wissenschaftlichen Forschung verarbeitet oder personenbezogen nicht langer als lediglich zur
Erstellung von Statistiken erforderlich aufbewahrt werden, sofern offensichtlich keine Gefahr eines
Eingriffs in die Privatsphére der betroffenen Person besteht und der fur die Verarbeitung
Verantwortliche angemessene rechtliche Garantien vorsieht, insbesondere dass die Daten nicht fur
MalRnahmen oder Entscheidungen gegeniiber bestimmten Personen verwendet werden.

(3) Findet eine Einschrankung nach Absatz 1 Anwendung, ist die betroffene Person gemaR dem
Gemeinschaftsrecht (ber die wesentlichen Grinde fiir diese Einschrankung und dariiber zu
unterrichten, dass sie das Recht hat, sich an den Européischen Datenschutzbeauftragten zu wenden.

(4) Wird eine Einschrankung nach Absatz 1 angewandt, um der betroffenen Person den Zugang zu
verweigern, unterrichtet der Europdische Datenschutzbeauftragte bei Prifung der Beschwerde die
betroffene Person nur dariiber, ob die Daten richtig verarbeitet wurden und, falls dies nicht der Fall
ist, ob alle erforderlichen Berichtigungen vorgenommen wurden.

(5) Die Unterrichtung nach den Absédtzen 3 und 4 kann so lange aufgeschoben werden, wie sie die
Einschrankung gemal Absatz 1 ihrer Wirkung beraubt.
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