DECLARATIE DE CONFIDENTIALITATE PRIVIND
PRELUCRAREA DATELOR CU CARACTER PERSONAL

CURTEA DE JUSTITIE A UNIUNII EUROPENE

Orice persoana are dreptul la protectia datelor cu caracter personal.

Prelucrarea datelor cu caracter personal de catre institutiile, organele, oficiile si agentiile
Uniunii este guvernata de Regulamentul 2018/1725 (JO 2018, L 295, p. 39).

Prezenta nota explica de ce si cum sunt prelucrate datele dumneavoastra.

SISTEMUL DE DETECTARE TIMPURIE S| DE EXCLUDERE (EDES)

Cine este operatorul?

Operatorul acestei prelucrari a datelor cu caracter personal este directorul Directiei
Buget si Afaceri Financiare din cadrul Curtii (impreuna cu Comisia, intrucat baza de date
este instituita si gestionata de aceasta din urma).

De ce avem nevoie de datele dumneavoastra?

Tn conformitate cu articolul 142 din Regulamentul (UE, Euratom) 2018/1046 al
Parlamentului European si al Consiliului din 18 iulie 2018 privind normele financiare
aplicabile bugetului general al Uniunii JO 2018, L 193, p. 1) (denumit in continuare ,,RF"),
Comisia a instituit o baza de date pentru sistemul de detectare timpurie si de excludere
(denumit in continuare ,EDES") cu scopul de a pune informatiile la dispozitia tuturor
entitatilor care participa la executia bugetului si de a le permite sa protejeze interesele
financiare ale Uniunii Europene.

Scopul operatiunii de prelucrare este protejarea intereselor financiare ale Uniunii prin
detectarea riscurilor si prin impunerea de sanctiuni administrative.

Tn special, scopul bazei de date EDES este:
[1 detectarea timpurie a riscurilor care amenintd interesele financiare ale Uniunii;

[1 excluderea unui operator economic care se afla in una dintre situatiile de excludere
prevazute la articolul 136 alineatul (1) din RF;



[ impunerea unei sanctiuni financiare unui operator economic In temeiul articolului
138 din RF;

[1 publicarea, in cazurile cele mai grave, pe site-ul internet al Comisiei a informatiilor

referitoare la excludere si, daca este cazul, la sanctiunea financiara pentru a

consolida efectul disuasiv al acestora (articolul 140 din RF).

Principalul obiectiv este evitarea faptului ca un tert exclus de Comisie sau de alta

institutie de la participarea la o procedura de achizitii publice sau de atribuire sa

participe la o procedura de achizitii publice sau de atribuire organizata de Curtea de

Justitie a Uniunii Europene (denumita in continuare ,Curtea”) si viceversa.

Prelucrarea asigura o utilizare tintita a informatiilor confidentiale referitoare la terti

care ar putea reprezenta o amenintare pentru interesele financiare si reputatia Uniunii

Europene sau pentru orice fond administrat de Uniunea Europeand. Aceasta permite

Comisiei, Curtii sau altor institutii sa evite sa intre in relatii contractuale/conventionale

Cu acesti terti.

Ce informatii personale colectam?

date de identificare: nume, prenume, adresd, tara, numarul cartii de identitate,
al pasaportului, al permisului de conducere sau al altui document de identitate,
tara emitentd, data nasterii, locul nasterii operatorului economic;

date privind excluderea sau detectarea timpurie a sanctiunii financiare;
motivul (in cazul excluderii), Tn conformitate cu articolul 136 alineatul (1) din RF;

date privind durata excluderii si data detectarii timpurii: data de inceput, data de
sfarsit, prelungirea duratei excluderii, data detectarii;

date privind comitetul (articolul 143 din RF): cazul supus comitetului, data
intrunirii  comitetului, observatiile prezentate de operatorul economic,
monitorizarea recomandarii comitetului (punerea 1n aplicare, revizuirea
recomandarii comitetului etc.);

date privind sanctiunea financiara: cuantum si informatii privind plata;
ordonatorul de credite responsabil de caz;
persoana de contact responsabila de caz;

alte categorii de date cu caracter personal pot fi prelucrate in conformitate cu
articolul 136 alineatul (1) din RF;



e date privind procedurile de insolventa sau de lichidare sau o situatie analoaga;
e date privind neplata impozitelor sau a contributiilor la asigurarile sociale;

e date privind abateri profesionale grave (prezentarea eronata si frauduloasa a
informatiilor, denaturarea concurentei, incdlcarea drepturilor de proprietate
intelectuald, incercarea de influentare a procesului decizional al autoritatii
contractante in timpul unei proceduri de achizitii publice etc.);

e date referitoare la frauda, coruptie, participare la un grup infractional organizat,
spalare de bani, infractiuni legate de activitati teroriste, munca copiilor sau alte
forme de trafic de persoane;

e date referitoare la deficiente semnificative in indeplinirea principalelor obligatii
Tn cadrul executarii unui contract;

e date referitoare la o neregula.

Cum am primit datele dumneavoastra?

Informatiile referitoare la detectarea timpurie sau la excludere sunt introduse In baza
de date EDES de ordonatorii de credite relevanti ai Comisiei sau de agentiile executive
ale acesteia ori de alte institutii, organe sau oficii ale Uniunii Europene. Comisia
controleaza si valideaza informatiile introduse de celelalte institutii.

Baza de date EDES este instituita si gestionata de Comisie; Curtii i s-a acordat acces sa
consulte baza de date si sa introduca informatii privind detectarea timpurie sau
excluderea. O astfel de procedura respecta articolul 142 din RF. Comisia asigura
administrarea EDES si adopta masurile tehnice corespunzatoare.

Cine are acces la datele dumneavoastra?

Destinatarii datelor din EDES sunt:
e ordonatorii de credite ai Curtii responsabili de caz;

e reprezentantul Curtii In calitate de membru al comitetului prevazut la articolul 143
din RF;

e publicul, In ceea ce priveste informatiile disponibile pe site-ul internet public al



EDES referitoare la excludere si, daca este cazul, la sanctiunea financiara. Cu toate
acestea, datele cu caracter personal nu vor fi publicate, cu exceptia situatiei in care
publicarea lor este justificata In mod exceptional, inter alia, de gravitatea faptei sau
de impactul acesteia asupra intereselor financiare ale Uniunii. n astfel de cazuri,
decizia de a publica informatiile ia in considerare in mod corespunzator dreptul la
viata privata si alte drepturi prevazute de Regulamentul (UE) 2018/1725;

Alti potentiali destinatari:

e Curtea de Conturi a Uniunii Europene, in limita mandatului sau conferit prin
articolul 287 TFUE;

e Curtea de Justitie, Tribunalul si avocatii si agentii partilor implicati in cadrul
procedurilor judiciare;

e presedintele si grefierul Curtii de Justitie si functionarii care i asista In cadrul
responsabilitatilor acestora conferite prin articolul 20 alineatul (4) din Regulamentul
de procedura al Curtii de Justitie.

Cat timp sunt pastrate datele dumneavoastra?

Detectarea timpurie

Informatiile privind detectarea timpurie sunt inregistrate pentru o durata maxima de
un an de la data la care cazul relevant este validat de Comisie. Acestea sunt sterse in
mod automat la sfarsitul perioadei respective. Daca in aceasta perioada ordonatorul de
credite solicita comitetului prevazut la articolul 143 din RF sa emita o recomandare
intr-un caz de excludere, perioada de pastrare se poate prelungi pentru a permite
emiterea unei astfel de recomandari.

Excluderea
Durata excluderii nu depaseste:

a) cinci ani, pentru cazurile prevazute la articolul 136 alineatul (1) litera (d) din RF (in
cazurile de frauda, de coruptie, de participare la un grup infractional organizat, de
spalare de bani, de infractiuni legate de activitati teroriste, de munca copiilor sau de
alte forme de trafic de persoane);

b) trei ani, pentru cazurile prevazute la articolul 136 alineatul (1) literele (c) si (e)-(h) din
RF (abatere profesionala grava, deficiente semnificative in indeplinirea principalelor
obligatii in cadrul executarii unui contract, nereguli si crearea unor entitati pentru a
eluda obligatii fiscale, sociale sau alte obligatii juridice);

c) durata, daca exista, prevazuta de hotdrarea judecatoreasca definitiva sau de decizia



administrativa definitiva a unui stat membru.

Tn cazurile de la articolul 136 alineatul (1) literele (a) si (b) din RF, durata excluderii va
corespunde perioadei in care motivul de excludere este valid (proceduri de faliment,
insolventa sau lichidare sau o situatie analoaga, neplata impozitelor sau a contributiilor
la asigurarile sociale).

Orice decizie a ordonatorului de credite sau orice recomandare a comitetului cu privire
la durata excluderii se adopta cu respectarea principiului proportionalitatii [articolul
136 alineatul (3) din RF].

Sanctiunea financiara

in cazul unei sanctiuni financiare, daca informatiile relevante au fost publicate, acestea
se sterg dupa sase luni de la plata sanctiunii respective [articolul 140 alineatul (1) al
patrulea paragraf din RF].

Informatiile privind detectarea timpurie si/sau excluderea vor fi sterse imediat dupa
expirarea termenului, in cazul in care ordonatorul de credite nu le-a sters mai inainte.

Informatiile sterse privind detectarea timpurie, excluderea si/sau sanctiunea financiara
sunt accesibile pentru scopuri de audit, de investigare si pentru incadrarea juridica
preliminara, avand in vedere ca ,recurenta” este un criteriu care trebuie luat Tn
considerare cu ocazia emiterii recomandarii comitetului prevazut la articolul 143.
Informatiile sterse nu sunt vizibile pentru utilizatorii bazei de date EDES.

Care sunt drepturile dumneavoastra?

Aveti dreptul de acces, de corectare si de completare a datelor pe care le detinem cu
privire la operatorul economic pe care il reprezentati sau la operatorul economic
pentru care va asumati raspunderea nelimitata sau cu privire la datele dumneavoastra
cu caracter personal. La cerere, puteti primi o copie a acestor date pentru a le corecta si
completa.

Cererile de acces sau de rectificare a acestor date trebuie sa fie trimise la
marchespublics-contrats@curia.europa.eu

Cum va puteti exercita drepturile? Informatii de contact


mailto:marchespublicscontrats@curia.europa.eu

Puteti contacta operatorul, directorul Directiei Buget si Afaceri Financiare, Tn urmatorul
mod:

Adresa electronica: marchéspublics-contrats@curia.europa.eu

Adresa postala: Cour de justice de 'Union européenne
L-2925 Luxembourg
LUXEMBOURG

Vom raspunde la cererea dumneavoastra fara intarzieri nejustificate si in orice caz in
termen de o luna. La nevoie, acest termen poate fi prelungit.

De asemenea, va puteti adresa responsabilului cu protectia datelor din cadrul Curtii la
urmatoarea adresa: DataProtectionOfficer@Curia.europa.eu

Autoritatea Europeana pentru Protectia Datelor

Aveti dreptul de a depune o plangere la Autoritatea Europeana pentru Protectia Datelor
in cazul in care considerati ca drepturile dumneavoastra in temeiul Regulamentului (UE)
2018/1725 au fost incalcate ca urmare a prelucrarii datelor dumneavoastra cu caracter
personal in cadrul EDES.
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